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Software License Agreement

By purchasing or installing all or part of the Emerald Management Suite, you indicate your acceptance of the
following License Agreement.

Ownership of Software You acknowledge and agree that the computer program(s) and
associated documentation contained with the Emerald Management Suite (collectively, the “Software”) are owned
exclusively by IEA Software, Inc. and/or its licensors. The Software contained in the package is protected under
copyright laws and all copyright and other intellectual property rights relating to the Software are and remain the
exclusive property of IEA Software, Inc. and/or its licensors. You may not rent or lease the Software, but you may
transfer the Software and accompanying materials on a permanent basis provided you retain no copies and the
recipient agrees to the terms of this Agreement.

License IEA Software, Inc. grunts to you, and you accept, a limited, non-
exclusive and revocable license to use the Software. You agree to use the Software in machine-readable object code
form only as authorized in this License Agreement. This License Agreement does not convey any title or interest in
the Software to you. You may only use the licensed number of Master Billing Records (MBRs) with the Software as
stated in your purchase agreement.

Scope of License You may not make any changes or modifications to the Software, and
you may not decompile, disassemble, or otherwise reverse engineer the Software. You may not load, rent, lease or
sublicense the Software or any copy to others for any purpose. You agree to use reasonable efforts to protect the
Software from unauthorized use, modifications, reproduction, distribution and publication. You are not permitted to
make any uses or copies of the Software that are not specifically authorized by the terms of this License Agreement.
Your adherence to this License Agreement will allow IEA Software, Inc. to continue developing innovative and
useful products and providing a high level of customer service and support. If you do not comply with the terms of
this License Agreement, your license will be revoked.

Updates and Support All software updates are available via the IEA Software, Inc. web site.
A maintenance contract is available for major version upgrades, which is not included or covered as part of the basic
purchase agreement. Technical support is available via E-Mail, support mailing lists, or a purchased telephone
support contract.

Trademarks IEA Software, Inc., Emerald, RadiusNT, and the associated logo(s) are
registered trademarks. All images, photographs, animations, audio, video and text incorporated into the Software is
owned by IEA Software, Inc., unless otherwise noted by Trademark.

Restricted Rights The Software is provided with U.S. Governmental Restricted Rights.
Use, duplication, or disclosure by the Government is subject to restrictions set forth in subparagraph ©(1)(ii) of The
Rights in Technical Data and Computer Software clause at DFARS 252.227-7013 or subparagraphs ©(1) and (2) of
the Commercial Computer Software - Restricted Rights at 48 CFR 52.227-19 as applicable. The Software is also
protected by International Treaty Provisions. Manufacturer is IEA Software, Inc. PO BOX 1170 Veradale WA,
99037
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Miscellaneous This License Agreement shall be construed, interpreted and governed
by the laws of the State of Washington. Should any term of this License Agreement be declared void or
unenforceable by any court of competent jurisdiction, enforcement of the remaining terms shall not be affected.
Failure of either party to enforce any rights or to take action against the other party in the event of any breach of this
Licensing Agreement shall not be deemed a waiver of any subsequent enforcement of rights.

Limitations of Liability and Remedies In no event shall IEA Software, Inc. or its licensors be liable for any
loss of profit or any other commercial damage, including but not limited to special, incidental, consequential or other
damage, even if IEA Software, Inc. or its licensors are advised, in advance, or the possibility of such damages. IEA
Software, Inc. and its licenser’s entire liability and your exclusive remedy shall be, at IEA Software’s option, either
(@) return of the price paid, or (b) repair or replacement of the Software. To the maximum extent permitted by
applicable law, IEA Software, Inc. and its licensors disclaim all other warranties, either express or implied, including
but not limited to, implied warranties with regard to the Software, the accompanying material. This Limited
Warranty is void if failure of the Software has resulted from accident, abuse or misapplication. You may have other
specific legal rights, which vary from state/jurisdiction to state/jurisdiction.

Should you have any questions concerning this license agreement, please contact IEA Software, Inc. PO BOX 1170
Veradale, WA 99037 U.S.A. (509) 444-BILL (2455).

Information in this document is subject to change without notice. No part of this document may be reproduced or
transmitted in any form or by any means, electronic or mechanical, without the express written consent of IEA
Software, Inc.

Trademarks

Emerald Management Suite, RadiusNT, and RadiusX are trademarks of IEA Software, Inc.
Intel is a registered trademark of Intel Corporation.

Transact-SQL is a registered trademark and DB-Library is a trademark of Sybase, Inc.
Oracle is a registered trademark of Oracle Corporation.

© 1996-2014 IEA Software, Inc.
All Rights Reserved, World Wide
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Preface

The Emerald Administrator’s Guide is designed to provide detailed technical information for those installing,
configuring, and administering the Emerald Management Suite. This technical manual complements the Emerald
User’s guide. It is recommended that you read the material presented within the Emerald User’s guide prior to
attempting to administer the Emerald Management Suite in order to gain a thorough understanding of the
configuration options available to you.

The Emerald Management Suite is designed to utilize Microsoft SQL Server or Oracle relational database package
for data storage. The database package must be installed and configured outside of the Emerald Management Suite
environment. The Emerald documentation offers no specific information regarding the installation, configuration,
operation, or maintenance of the back-end database application. It is highly recommended that the database
application documentation be available during Emerald Management Suite installation and setup. A good working
knowledge of your database server will aid in understanding some portions of the Administrator’s Guide.

Getting Started

The Emerald Administrator’s Guide will walk you through the process of installing the Emerald Management Suite
and using the Emerald Administrative options for system configuration. Each chapter includes fundamental
information as well as providing step-by-step guide on using the application. The step-by-step instructions include
screen shots of the application that display the information needed to complete the presented tasks. The information
shown in the screen shots is generic; your screen may look slightly different at points due to the amount of
information that may be currently stored within your user database.

The Frequently Asked Questions (FAQs) and Troubleshooting chapters anticipate questions, concerns or problems
that you may encounter during the installation and use of the Emerald Management Suite. Additionally, Quick Tips
scattered throughout the manual are designed to resolve common procedural errors or questions that may arise while
using the application.

Document Conventions

The Emerald Administrator’s Guide has standardized document conventions to help you locate, interpret and identify
information. They are provided to show consistent visual clues and a standard key combination format to assist you
while you learn and use Emerald.

Format Representation

Bold Menu option to be selected, icon or button to be clicked. Also used to identify key terms.

Italic Directory or filename. Also used to emphasize a word, term or concept.

“quoted text” This is text that you need to type. Do not include the quotation marks in your entry, but
rather just the text within the quotation marks.

System Requirements

Emerald v5 — Administrator’s Guide 8 IEA Software, Inc.




The Emerald Management Suite operates within a web environment that is based upon an integrated web server.
Emerald is accessed via any standard JavaScript and CSS2 compliant browsers. Emerald requires database server
access, requiring Microsoft SQL Server 2000, 2005, 2008, or Oracle 10+ to be installed and configured before the
Emerald installation takes place.

The Emerald Management Suite has the following minimum system requirements that should be verified by your
System Administrator before installation. The system requirements are separate from the requirements of the
database server. Please note that the independent database server/client and web browser installations need only be
accessible to the Emerald server and not necessarily reside on the same computer.

o  WINDOWS systems

X86 PC

Windows 2000, XP, 2003, 2008, Vista/7 operating systems

20 GB free hard disk space for software installation and logging
256MB of available memory, more recommended

SQL Server 2000, 2005, 2008 or Oracle 10+

Standard web browser JavaScript/HTML4/CSS2

O O O O 0 O

e LINUX systems
o X86PC
Linux kernel 2.6 or later
20 GB free hard disk space for software installation and logging
256 MB of available memory, more recommended
SQL Server 2000, 2005, 2008 or Oracle 10+
TCP/IP connectivity to RDBMS
Standard web browser JavaScript/HTML4/CSS2

O O O O O O

e  SOLARIS systems
o SPARC workstation
Solaris operating system
20 GB free hard disk space for software installation and logging
256 MB of available memory, more recommended
SQL Server 2000, 2005, 2008 or Oracle 10+
TCP/IP connectivity to RDBMS
Standard web browser JavaScript/HTML4/CSS2

O 0O O O O O

Installation Overview

Before installing the Emerald Management Suite install all necessary Database server components and ODBC
drivers on the windows platform. Database connectivity is included on UNIX platforms however Oracle 10+ client
access libraries must be installed on UNIX systems if Oracle is to be used. A web browser is required to perform the
database installation and access Emerald.

Important:

The changes.txt file in the Emerald subdirectory notes all recent changes, known problems, platform-specific issues,
and bug fixes that were made to the Emerald Management Suite that may not be included within the released
documentation. For the latest release and information on Emerald, access http://www.iea-software.com/docs
within your web browser. **Reading this file is especially important when performing an Emerald upgrade
installation and should be carefully reviewed before proceeding.

Installation of the Emerald Management Suite itself involves performing the following three steps:

Emerald v5 — Administrator’s Guide 9 IEA Software, Inc.




e Installation of the Emerald Server
e Creation of the Emerald database
e Configuration of the Emerald Server through the Emerald Admin options.

These installation instructions describe the installation of the Emerald server from a CD-ROM, or by first
downloading it from the Internet and then installing. As part of the normal installation process, your System or
Network Administrator will create and populate the default data and configuration information for the Emerald
database. These tasks are outlined within this document. Please note that the Emerald database must be created
and configured before the Emerald software can be used.

In the case that you experience problems during the installation process, please refer to the troubleshooting/FAQ
section within this document, the Emerald Administrator’s Guide, or contact the IEA Software Customer Support
Department for further information.

Downloading Emerald from the IEA Software Web Site

All available product information, documentation, release notes, and product upgrades for access and/or download
are available online from the IEA Software main web site (http://www.iea-software.com/) also provides important
product information and customer support options for those who encounter problems or questions through the
installation or use of Emerald. This site should be checked periodically to obtain information regarding available
product upgrades and upcoming new releases.

This section briefly describes the process of downloading the Emerald Management Suite product from the IEA
Software web site.

1. From within a web browser, navigate to the IEA Software download center located at the following URL.:
http://www.iea-software.com/emerald#download

2. Download Emerald5.exe without the MSDE embedded database unless you are already using Emerald /w
MSDE (Emerald5DB.exe)

3. When the download is complete, the downloaded file can be executed on the chosen platform to start the
Emerald installation/setup program.

Installation of the Emerald Server

The Emerald Management Suite is capable of running on multiple operating system platforms. The following
sections detail the installation instructions for each supported platform.

Windows Installations

The following installation instructions will work for the Windows platform. Before installing the program, make
sure that the logged in user has sufficient access rights to the drive on which you will install Emerald, including
having Windows Registry read/write access.

On each installation wizard screen there will be a number of options offered on the bottom of the screen. These
button options are described below:

e Next button will advance you to the next installation step

e Back button will take you back to the last installation step

e  Cancel button will cancel the installation process

Emerald v5 — Administrator’s Guide 10 IEA Software, Inc.
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e Reset button will clear any settings on the current page and refresh the display

The physical installation of Emerald will not occur until the installation wizard receives the final user confirmation.
Until that point, the installation configuration choices may be changed and/or cancelled without affecting your
system or the machine you are installing on.

Use the following steps to install the Emerald Management Suite in a Windows environment:

Run the Emerald5.exe file from CD or from the
temporary download directory in which it was saved.
The Emerald Management Suite Installation Wizard
welcome screen will be presented. Press the Next
button to continue the installation procedure.

When the Emerald Software License Agreement
screen appears, read the agreement by using the
vertical scrollbars to the right on the screen. To
accept the Emerald Software License Agreement,
click the ‘I accept’ radio button and choose the Next
button. If you do not accept the Emerald Software
License Agreement, you will not be allowed to
continue the Emerald Management Suite installation
and you will need to cancel the installation by
choosing the Cancel button.

I E3

'merald Management Suite 5.0 Setup

7

Welcome to the Emerald
Management Suite 5.0
Installation Wizard

It iz strongly recommended that you exit all Windows programs
befare mnning thiz setup program.

Click Cancel to quit the setup program, then close any programs
yau have wnning. Click Next to continue the installation.

WARNIMG: This program is protected by copgright law and
international reaties

Unautharized reproduction or distribution of this program, or any
portion of it, may result in severe civil and criminal penalties, and
will be prosecuted to the maximum extent poszible under law

< Back Cancel

=
[x]

i% Emerald Management Suite 5.0 Setup M

License Agreement
L R g Uy SO FOOOy R |

i%‘ Emerald Management Suite 5.0 Setup

Destination Folder

NE

Select a folder where the application will be installed

The ‘Wise Installation Wizard will install the files for Emerald Management Suite 5.0 in the
fallawing folder.

Tainstall into a different folder, click the Browse button, and select another folder.
“f'ou can chaose not ta install Emerald Management Suite 5.0 by clicking Cancel to exit
the Wise Installation \Wizard,

Destination Folder
’7 C:APragram Files\E meralds

Browse | ‘

Wi Installation Wizard

< Back Cancel

Choose the Emerald Management Suite destination directory by either accepting the default directory location
provided, or selecting an alternative by using the Browse button. When entered, choose the Next Button.

Choose the Installation Type. Choose Typical to
install the most common application features.
Choose Complete to install all application features
and documentation. Choose Custom to have
complete control over the Emerald features and
components that get installed on your system. The

Emerald v5 — Administrator’s Guide
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Select Installation Type

Select the desired installation type.

I
=8 The most common application features will be installed. This optian
g' iz recommended for most uzers.
=}

All application features will be installed.

Use thiz option to choose which application features you wart
installed and where they will be installed. Recommended far
advanced users.

Wwize Installation \Wizard

< Back | Hext > I

Cancel




Custom option is only recommended for advanced users. It is sufficient for most users to choose a Typical
installation. Once you have made your selection, choose the Next button to proceed.

i5* Emerald Management Suite 5.0 Setup HE =
Ready to Install the Application %
Click Mext to beain installation.
80..)

Click the Back button to reenter the installation information or click Cancel to exit

5. Confirm your previous installation choices and el
proceed with the physical installation by pressing the
Next button. To change one of your previous
choices, choose the Back button. To cancel the
installation process, choose the Cancel button.

If the installation is confirmed with the Next button,
the application will begin the file installation and
will prompt the user when the process is complete. wise Installation izard

< Back Cancel

i Emerald Management Suite 5.0 Setup [_[=]=]

Emerald Management Suite 5.0

7{5! has been successfully installed.

Click the Finish button bo exit this installation.

6. When confirmation of a successful install is
presented, press the Finish button to exit the Emerald
Management Suite installation wizard.

Once the system files have been installed, you are
ready for the initial configuration of the Emerald
Management Suite system. Refer to the Initializing
and Verifying the Emerald Web Service section of
the document to complete the required
installation/configuration tasks.

¢ Back Cance

Note:

Typically, in the case of possible installation problems on the Windows platform, the installation process will end
with an error display of “Install Ended Prematurely”. In this case, the installation can be re-run in debug mode to
obtain more details regarding the problem. To run the install in debug mode, run the installation scripts from the
command line by entering: emerald5.exe —I emerald5.msi —I* emerald5.log. This will create an installation log file
called emerald5.log. Please contact the customer support department at support@iea-software.com for more
information regarding possible logging of the non-windows installation process.
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If you previously had EmeraldV5 installed and have removed it, the services may still exist (with a disabled state).
They will be removed when you reboot your system. You must reboot your system before installing Emerald under
these circumstances, or the install will fail.

If you already have Microsoft SQL Server installed or will be connecting to SQL Server on a different server the
installation will fail if you try and install emerald5db.exe which includes an embedded version of SQL Server. To
correct this download Emerald5.exe (Without MSDE)

Linux Installations

The following installation instructions will work for Linux installations. Before installing the program, make sure
that the logged in user has sufficient access rights to the file system on which you will install Emerald.

1. Extract the emerald5_linux.tar.gz into a temp Helcone to TER Softuare, Tnc. UNIK Tnstaller 4.0
directory.
2. Start the installer by typing “./install.pl”. opt ional -:':-H:'En & to install fron the list
ele funDe]

3. The first screen will list a set of components you can
install. To install a component, select the number of
that component. Selecting the number again will
deselect that component. :

4. Select C to continue when the desired components are  SEEEETINSEE .
selected. 3. Do not

5. The files installed will scroll on the screen, with a final
summary of installation status.

Once the system files have been installed,
you are ready for the initial configuration

of the Emerald Management Suite system.
Refer to the Initializing and Verifying the Emerald Web Service section of the document to complete the
required installation/configuration tasks.

Solaris Installations

The following installation instructions will work for Solaris installations, supporting SPARC Solaris only. Before
installing the program, make sure that the logged in user has sufficient access rights to the file system on which you
will install Emerald.

1. Extract the em_erald5_so|ar|_s.tar.gz file (from the CD Welcone to TEA Softuare, Inc. UNIY Installer wd.0
or download) into a temp directory.

2. Start the installer by typing “./install.pl”. 0 = to install from the list

3. The first screen will list a set of components you can - n belou.
install. To install a component, select the number of
that component. Selecting the number again will
deselect that component. ;

4. Select C to continue when the desired components are  sEEEETF—-—-
selected. 3. [Do not

5. The files installed will scroll on the screen, with a final
summary of installation status.
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Once the system files have been installed, you are ready for the initial configuration of the Emerald Management
Suite system. Refer to the Initializing and Verifying the Emerald Web Service section of the document to
complete the required installation/configuration tasks.

Initializing and Verifying the Emerald Web Service

During the Emerald Management Suite installation, the Emerald Web Server (Emerweb) was automatically installed
and configured on your system. The Emerald Web Server is always required to be running in order to access the
Emerald Management Suite. The Emerweb Service “Emerald Web Server” is pre-configured to start automatically
upon system startup and will be available once the system has been restarted. Please note that Emerald must be fully
installed and the Emerald database must be created and configured before Emerald software can be used.

By default the Emerald Web Server, once installed and initialized, will continue to run without interruption. If there
is a disruption and the Web Server must be restarted, contact your System Administrator to complete the following
steps to verify and restart the Emerweb service.

On Windows systems:
1. To start the Emerald Web Server, select Web Server Debug Mode from the Start Menu/Program
Files/Emerald/Server menu.

On Linux and Solaris systems:
1. To start the Web Configuration Server, change to the /usr/local/emerald directory: “cd /usr/local/emerald”.
2. Execute the command "./emerwebsrv —debug 255".

Upgrading from Emerald 4.5

This section covers important information you should know about the differences between Emerald 4.5 and version
5. Before upgrading to Emerald version 5 please take some time to read this section carefully. In addition to a
significant number of new features the core Emerald system has undergone several major changes in the billing and
reporting areas. To obtain a list of new features in Emerald 5 please see our web site: http://www.iea-
software.com/products/emerald5_new.cfm. If you are not upgrading from a previous version of Emerald you can
skip this section.

Reporting

The Crystal reports print engine and crystal report files for Emerald are no longer included with Emerald. Emerald
now uses its internal template system for report rendering. This allows everyone to customize reports without the
crystal viewer and improves the display of reports in mail clients and web mail clients as well as vastly improving the
performance and reliability of report rendering. Emerald still supports crystal reports and if installed both reporting
systems may be used simultaneously for rendering system reports such as invoices, statements and payment receipts.
Crystal reports can also be used in the custom reports areas however report parameters for crystal reports are
currently not supported. We currently only include statement and invoice crystal reports specifically for Emerald 5
with the main Emerald distribution. You must obtain and install crystal reports separately to use this reporting
system.
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Signup

The separate signup server package included with Emerald 4.5 requiring PERL and a CGI capable web server such
as Apache or IIS has been replaced with an integrated signup system. Due to a fundamental shift in network access
technologies the integrated signup server currently does not support auto configuration for CCK/IEAK/Gearbox
dialup client software installer packages.

Web Interface

Configuration options to set interface colors, various font attributes, logos and the ability to include custom content
have all been replaced by Emerald 5’s theme system. Please see the Emerald 5 administrators guide on Themes for
more information including a listing of style and content customization opportunities.

Billing Related

e Payments added to the system can only be changed once either to void them completely or to set a corrected
amount. This policy is the same regardless of weather the payment has already been applied to a statement
or not. Previously in Emerald 4.5 operators had the ability to simply delete cash or check payments that had
not yet been applied to a statement however after being applied payments could not be changed at all.

e When changing an accounts service type you were previously prompted weather you would like the system
to compute a pro-rate to account for any mid-term change of service. This prompt has been replaced with
service type level configuration of pro-rate options for various circumstances such as switching service
types, new service or closing service.

e The taxable field has been replaced with an exemption status system allowing the configuration of classes of
exemptions at the tax, service type and MBR levels. The tax system has been improved to support the
application of an unlimited number of taxes and location based application of tax.

e In Emerald 4.5 customers with a pay method of Credit Card or Bank Transfer who pay automatically via
credit card are charged based on their statements ending balance. In Emerald 5 the automatic creation of
charges for customers having a Credit Card or Bank Transfer pay method is no longer dependent upon
statement creation. For this reason we recommend your billing routine in Emerald 5 be changed to make
sure all CC/EFT transactions are processed before creating statements. This way any relevant CC/EFT
payments are included on the customer’s statement. In Emerald 5 billing groups with pending CC/EFT
transactions appear in red in Emeralds Billing/Create Statements menu. Please see the Emerald 5 users
guide for more information on the Emerald Billing menu.

e Pay Method surcharges are currently not supported.

e The calendar billing — billing cycle requires pay periods to be factors of 12 (pay periods of 1,2,3,4,6 or 12
months). If any other pay period is assigned to a billing cycle with calendar billing enabled - calendar
billing is disabled for that service. This is a basic requirement for calendar billing as other intervals lead to
multi-year drift of months within a calendar year customers are to be billed.

e  Separate pro-rate adjustments are no longer created on actions such as new account creation. Instead
Emerald 5 calculates any applicable pro-rates during the invoicing process. In Emerald 5 if a MBRs billing
cycle changes in a way that effects the anniversary date of the MBR Emerald automatically creates pro-rates
to realign accounts accordingly.
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e In Emerald 5 Billing Cycle changes between balance forward and renewal cycle types will automatically set
or reset account expiration fields as necessary. Previously this needed to be done manually.

e The use of Service Types to on a recurring basis apply credits to an account by setting a negative service
type cost worked to some degree in Emerald 4.5 but was never intended or supported. In Emerald 5 this is
not acceptable and such a configuration will cause a billing error to occur preventing the invoicing process
from running. You will be warned during the upgrade if there are any service types configured with a
negative cost.

e The calculation of credits on close of MBR is now a fully automated process using service and package type

level configuration to calculate a final invoice/account balance. Acceptable Cancellation dates are now
subject to assigned operator rights.

¢ New MBR Acct Admin object group required for operators to manually change account expiration and
billed thru dates.

CC / EFT Processing

The global CC/ACH options for configuring credit card and ach transaction processors have been moved to the
Batch Processors menu option in the Admin/Accounting menu. Please see the Emerald Administrators guide for
more information on the new Batch Processor configuration. The new settings allow multiple credit card and ACH
processors to be used simultaneously.

Usage Rating
The Usage rating engine and interface has been replaced. Please see the Emerald 5 Administrators guide on Rating
for more information on the new system.

EmerNet / Netflow traffic collector

The EmerNet collector now uses Emeralds Real-time rating engine to aggregate and cost network flows. The use of
flow filtering for traffic accounting has been replaced with the rating engine. Flow filters are no longer supported
but still available. Please see the Emerald 5 network collector guide and the “Rating” section of this document for
more information.

Database backup and restore

In Emerald 4.5 and some database servers you had the option of creating database backups directly from the Emerald
Admin/Database menu. This option is currently only available for Microsoft SQL Server. For all other platforms
you must use the tools included with your database server to perform regular maintenance and backup of your
database server.

Upgrade pre-requisites

When upgrading to Emerald 5 from Emerald 4.5 you must have the following:

Emerald v5 — Administrator’s Guide 16 IEA Software, Inc.



v' A separate computer to install the Emerald software different from your current Emerald 4.5 production
system.

v If the database server for Emerald 5 will be different from the existing 4.5 database server you must first
backup and restore the Emerald 4.5 database to the Emerald 5 database server.

v"You must be running the latest version of Emerald 4.5 (4.5.10) before upgrading

v" Emerald 2.5 customers wishing to upgrade to Emerald 5 must first upgrade to 4.5 and then 5.0.

v' At least as much disk space available on the database server as is currently allocated for your existing
version of Emerald 4.5.

Upgrading Emerald

The upgrade process creates a new database for Emerald 5 copying all existing Emerald 4.5 data into the new
database. This process does not alter the source Emerald 4.5 database but may adversely affect system performance
for the duration of the upgrade process.

To upgrade Emerald follow the steps outlined in the “Initial Database Configuration” section below. When creating
the Emerald 5 database in step 9 choose your existing Emerald 4.5 database from the “Convert Emerald 4.5
database” selection list and choose the type and quantity of call records you would like copied into the new Emerald
5 system.

Post upgrade checklist

After the database creation process has completed login to Emerald using a global administrator operator account.
Upon login enter the Emerald 5 license key you were provided with as prompted and choose the ‘Client” menu
option from the Administrative menu. You will be prompted to continue with the upgrade process by clicking the
link entitled “T am in the process of upgrading to Emerald 5 and wish to continue”. This process may take anywhere
from a few minutes to several hours depending on database performance, the number of MBRs and the amount of
billing history within each MBR. After this process has completed successfully you may begin using the new version
of Emerald. If the process does not complete successfully re-run it by following the link provided. If this process
still will not complete successfully report the full text of the error(s) displayed to your support representative.

Emerald 4.5 alternate time and alternate data rates for RADIUS call rating are not converted automatically to
Emerald 5. If you are using alternate rates you will need to manually configure them via the “Admin” / “Rating” /
“Rate Rules” / “Configuration” menu. See the “Rating” section in this document for more information. This
configuration must be done if necessary before enabling rating from the RadiusNT/X administrator.

No Emerald scheduled tasks are brought over from Emerald 4.5. Instead a default set of scheduler tasks are installed
with the new Emerald 5 database. All automatic invoicing, statement creation, CC/EFT batching and emailing of
invoices and statements are disabled initially. You may enable these tasks as necessary from the “Admin” /
“Scheduler” / “Configure Schedules” menu.

Those previously using the Email notification add-on to Emerald 4.5 will need to manually create and schedule the

Emerald 5 versions of these notices from the “Admin” / “General” / “Notices” menu. See the “Notices” section
below for more information.

Emerald v5 — Administrator’s Guide 17 IEA Software, Inc.



Initial Database Configuration

If installing Emerald on the windows platform using the embedded database server included with Emerald (Emerald
/w MSDE - Emerald5DB.exe) you may follow the Emerald + MSDE Quick install guide located in the
Emerald/Docs program group or at the following Internet URL.: http://www.iea-software.com/docs to install the
initial Emerald database. If you are not using MSDE or are upgrading from a previous version of Emerald the quick
install guide does not apply to you. For new installations of Emerald if you do not have a database server it is
recommended you obtain SQL Express edition from Microsoft’s web site and install Emerald without MSDE. This
will provide you with a much larger database size limit and database management tools not included with Emerald /w
MSDE.

Once the Emerald Server installation is complete and the Emerald Web Server has been initialized, the Emerald
System Administrator must configure the system. Configuration of the system includes the creation and population
of the Emerald database and performing the user configuration of the Emerald billing and system options. The
database configuration activities are detailed within this section and are performed by the Emerald Administrator.
The Emerald Administrator must perform these steps, as well as verify the independently installed database server
and client configurations, before the Emerald Management Suite can be used.

Regardless of operating system platform, each installation requires the initial creation and configuration of the
Emerald database performed with the Emerald Web Configuration Server. The steps required to complete the initial
configuration of the system are described below.

1. Start the Emerald Web Configuration Server.
On Windows systems:
a. To login to the Web Configuration Server, select Web Config from the Start Menu/ Program
Files/Emerald menu.

On Linux and Solaris systems:
a.  Open aweb browser and go to the URL: http://127.0.0.1/settings.

2. Ifthis is the first time that the Configuration Server has been started, you will initially be prompted to enter
a Password and confirm the password value by entering it again. The Web Configuration password entered
will only be valid for the Emerald Web Configuration Server (not for the Emerald application itself). There
is no default username or password when the Web Configuration Server is initially started.

After you have created the Web Configuration Server password, you will be prompted again for a Web

Configuration Server username and password to login. The username is insignificant, and the password is
the password you initially set up for the Configuration server above.

Note:

The password configured for the Web Configuration Server is shared among all the Emerald Management Suite
Configuration Server Administrators (Emerald Web Configuration Server, RadiusNT Administrator, EmerAuth
Administrator, etc.), meaning that all Administrators running on the same machine will use the same password once
it has been established. Because it is locally configured, the password is machine-specific. If the password is
forgotten, it can be located by following the instructions below. If the WCPassword entry is cleared as described
below, you will be prompted to provide a new password upon the next Web Configuration Server start-up.

On Windows machines: Use the Registry Editor to look up the value under the Registry value for WCPassword
under HKEY_LOCAL_MACHINE\Software\lEA\Common. You can clear the value within the Registry Editor, but
the web server must be stopped and restarted in order for the changes to take effect.
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On non-windows platforms the value can be found within the /usr/local/iea/common.ini file. The existing password
is cleared by removing the “WCPassword = “ line.

Once the Emerald Web Configuration Server has been launched, choose the Create Database Menu option to the
right of the welcome screen. Note: Upgrade installations must also create a new Version 5.0 Emerald database
(your existing data will be copied into and converted into the new database during upgrade).

Emerald Web 5.0.001a Configuration server Save Changes Eeset Changes Change Password

Menu Options

; Securi
- Baemyptos

Welcome, select an item from the menu options list to get started. When your finished %1—35—311 - 4 :
malkung changes chck 'Save Changes' atabase sethings
CDEBC control

MNote: The default password for this configuration server can be changed via the 'Change panel :
Paszword' option above. Debug options
Create database

3. Within the Create Database screen, you are prompted to configure the Emerald data source information to
establish ODBC connectivity to your database server. To create the Emerald database, choose the ‘New’
option from the Emerald datasource pick list and then press the Continue button.

Emerald Weh 5.0.001a Configuration server Save Changes Eeset Changes Change Password

a Menu Options
Create datahase ;

Emerald datasource | (none) =] f:ecurl L
nerypion manager

.

s Database settings
34 Username | s+ ODBC control panel

.

Debug opti
34 Password senssnee ebug options

Create database

>» Continue

4. On the ODBC control panel screen, enter “Emerald5” in the Create new datasource field. Alternatively,
you may select an existing datasource to edit from the Edit existing datasource pick list. Press the
Continue button when finished.

Emerald Web 5.0.001a Configuration server Zave Changes Eeset Changes Change Password

Menu Options

ODRBC control panel I
EEEEEEEIEESES_—————————— Security

» Encryption manager

» Database settings
Create new datasource |Emera|d5 +« ODEC control panel

.

>> Continue | Debug options

Create database

Edit existing datascurce |(n0ne) =
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5. Choose the appropriate type from the Database type pick list. This indicates the type of database server
installed on your site that will run against the Emerald server. Typically your choice will be a Microsoft

SQL or Oracle selection.

Emerald Weh 5.0.001a Configuratio;

Press Continue when done.

n server Save Changes Eeset Changes Change Password

MMenu Options

ODBC control panel I » Secur
T  Encryption manager
Database type IMi:rosoﬂ SOAL7+ > + Database settings
] + ODEC contrel panel
>3 Continue | 2
» Debug options
s Create database

6. The next step is to describe the new Emerald data source and provide server information. Enter the
following information on the fields provided:

Field

Description

Datasource description

Enter a description for the datasource. Generally, this will be the datasource
name ‘Emerald5’.

Server name

Enter the name of the server in which your database server resides. Note: For
UNIX versions the server name is the IP Address of your database server
followed by °,” and it’s TCP port number. Example: 10.0.0.35,1433

Trusted connection

Choose Yes or No from the pick list indicating whether your database server
will be accepting a Trusted connection, or using the SA username/password
information for Emerald access.

Emerald Web 5.0.001a Configuration server Zave Changes Eeset Changes Change Password

_ ; MMenu Options
ODEC control panel I B

Datascurce description |

Security
Encryption manager

Server name |

Database settings
CDEC control panel

Database name I

Trusted comnection Mo =

Debug options
Create database

»» Continue |

Once the information has

7. If the datasource is not co
administrative (SA) usern
field values and press the

been entered, press the Continue button.

nfigured to use a trusted connection, the datasource will require the system
ame and password to set up access to the database server. Enter the following
Continue button to complete the creation and configuration of the Emerald

datasource.

Field Description

Emerald data source | Choose the Emerald datasource name, typically ‘Emerald5’, from the data source
pick list.
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SA Username Enter the system administrator username configured on your database server.

SA Password Enter the system administrator password configured on your database server.

Emerald Web 5.0.001a Configuration server Save Changes Eeset Changes Change Password

- MMenu Options
Create database i

Emerald datasource |emerald5 (B0L Sarvern) j
24 Username |sa
SA Password |uuuu

>» Continue

s Security

+ Encryption manager
» Database settings

+ CODBC control panel
.

Debug options
Create database

8. The next step in the database configuration is to actually physically create the Emerald database that will
store the account and system information. On the Create Database screen, choose to Create a new
database by entering ‘Emerald5’ as the database name in this field and pressing the Continue button.

Emerald Weh 5.0.001a Configuration server Save Changes Eeset Changes Change Password

Create database

Create a new database IEmeraIdS

Cir uze an existing empty database I j

»>» Continue |

Menu Options

e e U\I’IEE

s Encryption manager

s Database settings

o DODBC control panel
-

Debug opticns
Create database

9. Continuing on with the Create Database task, this screen is used to identify information for your existing
database server, and indicate if a data upgrade from a previous Emerald version installation is required.
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Emerald Web 5.0.001a Configuration server 2ave Changes Eeset Changes Change Password

- Menu Options
Create database I F

Dewice name

Secutity

IEmeraIdS_data .
Encryption manager

.
.
Dievice fill path/file name |d:\mssqIZDDD\MSSQL\data\EmeraIdS_data.l » Database settings
o o ODBC control panel
Device size (Megabytes) 100 « Debugz options
LIEDUT OpUONs
o Create database
Log name IEmeraIdE_Iog
Log full pathffile name Id:\mssqIEDDD\MSSOL\data\EmeraIdE_Iag.ld
Log size (Megabytes) 70
Cenvert Emerald 4.5 database A
Copy call history Don't copy calls 'I
Call type Stop Only vl

Location Data

US, Canada, Mexico (20 ME)

Password

Create an Emerald SQL DE vzer Iemerweb

[ticyhiajw

»> Continue

Field Descriptions are provided below. Some fields may not be available depending on the database server

used.
Field Description
Device name Choose a name for the data device for your Emerald database. The default provided is

Emerald5_data.

Device filename

Enter the physical filename and directory path of where the database file is to be installed
locally on your database server. This directory path must already exist.

Device size Enter the initial database file size of the database to be installed on your database server.
Refer to your database server user documentation to determine the appropriate default
value. As a general rule of thumb you will need about 50MB per 1000 MBRs.

Log name Choose a name for the Emerald5 database log.

Log filename Enter the physical filename and directory path of where the log file is to be installed on
your database server.

Log size Enter the initial log file size to be installed on your database server. Refer to your
database server user documentation to determine the appropriate default value. As a
general rule of thumb this should be about 1/5 of the size of your Device size.

Convert Select from the existing databases listed within the provided pick list to indicate the

Emerald 4.5 Emerald 4.5 database to be converted into the Emerald 5 format. This option will

database automatically perform the data conversion necessary to upgrade your existing Emerald
4.5 data into a format compatible with the new Emerald 5 application. Note: The
database conversion will leave the Emerald 4.5 database intact, performing the
conversion by creating a new Emerald 5.0 database (therefore a new database name is
required, created as ‘Emerald5’) and copying the data into the converted format from the
old database to the new database.

Copy Call Specifies the range of call records from the Emerald 4.5 database to import into the new

History Emerald 5 database.

Call type Specifies the call record types from the Emerald 4.5 database to be imported into the new

Emerald 5 database. “Stop only” records are generally sufficient for all usage and
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reporting purposes.

Create Emerald | These fields indicate the user and password used for access to the new Emerald database.
SQL DB user These fields should be set to allow the Emerald server to connect to the database server

and Password specified previously.

After the field values have been entered, press the Continue button to initiate database creation and
population.
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As the database creation and conversion occurs, the following screen will be displayed showing the
progress of the database creation. Once the process has completed successfully, the message “Emerald
database installation complete” will be displayed at the bottom of the status screen.

Emerald Web 5.0.001a Configuration server Save Changes Reset Changes Change Password

Create datahase

Installing database...

o Installimgmaintables: ........... . . .. ...
+ Creating triggers

» Creating main sync procedures:

+ Creating install sync procedures

» Creating default sync procedures:

+ Creating US location sync procedures

» Creating stored procedures; .

+ Populating RADIUS data

+ Populating install data tables: ... ..

» Populating data tables: (194)

+ Populating default data tables
» Populating US location data tables: ..... ... ........ 3%

(17%)

25040

Quick Tip:

It is recommended that if an Emerald 4.5 data conversion has occurred, that the data populated within the new
Emerald 5.0 database be verified for accuracy before continuing. In the unlikely case that data inconsistencies are
discovered, do not try to manipulate the data directly. Please contact the IEA Software Customer Support team for
assistance.

Emerald for Linux /w Oracle 10g special instructions

The following information is specifically for installing the Linux edition of Emerald with an Oracle database together
on the same server.

STEP 1. To start obtain and Install Emerald for Linux and Oracle 10g or later. Follow the instructions above for
installing Emerald for the Linux platform. Oracle XE (Express Edition) is available from the Oracle web site:
http://www.oracle.com/technology/products/database/xe/index.html

If using XE you MUST install the Western European version in order for Emeralds multi-lingual interface to

function properly. If not using XE the ORACLE database server should be configured with an WEBISO8859P1 or
WE8SMSWIN1252 character set.

Be sure the ORACLE_HOME environment variable has been added to the systems startup profile. This is required in
order for Emerald to access the Oracle database.
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To set the ORACLE_HOME environment variable copy the file ‘oracle_env.sh' from the oracle bin folder to the
/etc/profile.d DIRECTORY.

If the /etc/profile.d DIRECTORY does not exist append the following two lines to the file /etc/profile :

ORACLE_HOME=/path_to_my_oracle_directory (ie. /ust/lib/oracle/xe/app/oracle/product/10.2.0/server)
export ORACLE_HOME

STEP 2. Download the instant client package and instant client ODBC driver zip files version 10.2.0.3 from the
Oracle web site: http://www.oracle.com/technology/software/tech/oci/instantclient/htdocs/linuxsoft.html

Unzip both the client and ODBC driver files into the same temporary folder and move all lib* files found in the
instantclient directory into the /usr/local/iea folder.

STEP 3. Reboot the system.

STEP 4. Using a web browser connect to the Emerald configuration

server typically http://localhost/settings From the ODBC menu add a
new datasource labled Emerald5.

Datasource description |Emera\d 5

Server name [xe

Oracle Driver |fusrf|m:al,f|eajhbsqma s0.10.1

If you've installed Oracle Express set the server name to 'xe' otherwise e
it should reflect the service name (SID) of your Oracle server
configured via the Oracle net manager.

The default Oracle driver should reflect the name of the libsqora.so.* file copied to the /usr/local/iea folder in STEP
2 above.

STEP 5. From the Create Database menu within Emerald enter the
Emerald5 datasource created in STEP 4 and the Oracle account login and Exnerald datasouce [Emeraids raqiocalieafibeqarasa 0. =]
password you want to create the Emerald database using, click continue to

create the Emerald database. This process may take several minutes to e

complete. Once the database has been created successfully move on to SAPesmword - |nenesnee :
STEP 6 below.

STEP 6. From the Database settings menu configure the Emerald5 datasource as the main read/write datasource and
enter the login and password used in STEP 5 to create the database. Click continue and save changes. The Emerald
server should now be started. Browsing to http://localhost displays the main Emerald login page.

The Emerald Web Configuration Server

The Emerald Web Configuration Server was used during the installation process to install and configure the Emerald
5.0 database for the Emerald Management Suite. Although installation is the primary reason to use the Emerald Web
Configuration Server, there are times where it may necessary to modify the Emerald configuration such as changing
the database information, ODBC configuration and/or change the administrative operator passwords. The Emerald
Web Configuration options are available any time by starting the Web Configuration Server by doing the following:

1. Start the Emerald Web Configuration Server.
On Windows systems:
a. If the Emerald Web Server is not started, select Web Server Debug Mode from the Start
Menu/Program Files/Emerald/Server menu.
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b. To login to the Web Configuration Server, select Web Config from the Start Menu/ Program
Files/Emerald menu.

On Linux and Solaris systems:

a. Ifthe Web Configuration Server is not started, change to the /ust/local/emerald directory: “cd
/usr/local/emerald” and execute the command "./emerwebsrv -config".

b. Open aweb browser and go to the URL.: http://127.0.0.1/settings.

2. When prompted, enter a Username and provide the general Configuration Password provided during
installation and initial start of the Web Configuration Server (or other Emerald Management Suite
Administrator). The creation and access of this password is described above in the Initial Database
Configuration section above.

Emerald Web 5.0.001a Configuration server Save Changes Eeset Changes Change Password

Menu Options

+ S

+ Encryption
Welcome, select an item from the menu options list to get started. When your finished manager

making changes click 'Save Changes' » Database settings
+ ODBC control

Iote: The default password for this configuration server can be changed via the 'Change panel

Pazzword' ophion above. » Debug options

» Create database

Emerald Printing Configuration

On all operating system platforms

Emerald Printing and Preview features may rely on the processing of PDF documents when the crystal report engine
and crystal reports are available. Therefore, a PDF Viewer or Plug-in should be installed on all Emerald Client
machines if using crystal reports. Please go to http://www.adobe.com for more information regarding the download
and installation of the Adobe PDF Viewer. The Emerald report engine included with Emerald 5 does not require a
PDF viewer.

Secure Socket Layer (SSL) Configuration

The Emerald Server natively supports SSL (Secure Socket Layer) transactions. To enable SSL support, enter a port
for the SSL connection to listen on in the Security section. A sample non-trusted certificate labeled IEA Software,
Inc is included, however you will most likely want to obtain or generate your own certificate especially if allowing
customer access to Emerald. Use of the included well known private key and certificate allows the SSL connection
to be easily decrypted or compromised by others.

SSL. certificate wizard A comprehensive certificate management wizard is provided to assist with all
Default SSL private key file  [dlemeraldiprivate.pem key management tasks including creating private keys, certificate signing
Default SSL public key fle |8 lemeraldlpubitc.oem requests (CSRs), options for self-signed certificates and key validation. This

Bl ey wizard is accessed from Security menu of Emerald configuration server.
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Launching and Logging on to Emerald

To start exploring Emerald’s features you need to launch it within a web browser. To launch Emerald, do the
following:

1. To login to the Emerald server using your default web
browser do the following. On Windows systems, select
Web Login from the Start Menu/ Program Files/Emerald
menu.

On non-Windows systems, start a web browser and go to
the URL.: http://localhost Your System Administrator & For security reasons use HTTPS if connecting via the Internet.
configured the Emerald site location during the Emerald
server installation.

Please enter your username and password below to log into the system

Username

2. Emerald Management Suite login screen, enter your Easmed
Emerald operator Username and Password and click on 2> Loin |

the Login button, or just press the Enter key. The Emerald
System Administrator configures valid username and passwords, as well as assigning individual operator
privileges, during system installation and configuration.

Note: The first time you log into the Emerald Suite after installation, use the default Username and Password
values ‘admin’ and ‘passl’, respectively. These values are supplied as the administrative login by default

during installation. It is required the default Emerald Administrative account
password be changed immediately upon initial login to the system.

Note:

It is critical for the operation of the Emerald Management Suite that cookies, java script and popups be enabled
within all web browsers accessing the Emerald Server.

Overview: Emerald Administrative Options

The Emerald Administrative options are used to configure the billing and account selections available throughout the
Emerald Management Suite, as well as configure the general settings for the system environment and RadiusNT/X
component.

| General || Pre-Paid || Sales || Rating || Resellers | Client
| Services || RADIUS || Accounting || Reports & Logs || Incidents | Apply
| Scheduler || Webh Interface || Security || Advanced || Datahase |

The following gives a description of the main Administrative options and what types of system settings they are used
to configure:

e General: Used to configure the available options for MBR and Service account general informational

fields including Domains, Billing Groups, Service Groups, Custom Data, Regions, SMTP, FTP, Address
Types and Notices.
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e Pre-Paid: Provides for the creation and management of prepaid access cards. The prepaid menu includes
configuration of Sequences, Batch Types and Prepaid Batches.

e Sales: Used to define sales staff, sales related reporting and commissions. The Sales menu includes the
definition of Sales Persons, Referrals, Cancel Reasons and Commissions.

e Rating: Provides for the management of usage-based rating of call records, network flows as well as third
party data. The Rating menu includes the definition of Rates, Rule Sets, Time Sets, Rate Classes, Intervals
and Data Sources.

e Resellers: Used to define multi-organization grouping and reseller configured service pricing. The
Resellers menu includes the definition of Organizations, Billing Groups and Service Pricing.

e Accounting: Used to configure the available options for most billing related settings for MBR and
Service accounts including the definition of available Charge Types, Pay Periods, Taxes, Tax Exemptions,
Discounts, Billing Cycles, Send Methods, GL Codes, Batch Processors, Late Fees and One Time Charges.

e Services: Used to configure service type related options including defining Service Types, Custom Data,
External Systems and Package Types.

¢ RADIUS: Used to configure the integrated RadiusNT/X environment. This is the means to configure the
RadiusNT/X application when it is used in conjunction with the Emerald Management Suite (Note: Local
RADIUS Server configuration is still required to be performed through the RadiusNT/X Administrator).
The RADIUS menu includes the configuration of Vendors, IP Groups, IP Service Types, Server Types,
Server Groups, Roam Servers, Roam Domains, Reject Attributes, DNIS Groups, Filter Groups, Group
Concurrency, Clear Online List and Auth Test Config.

e Reports & Logs: Provides for the configuration of reports and the management of Emerald related logs.
This menu includes the configuration of Reports, Report fields, Log trimming and Syslog filtering.

e Incidents: Used to define Emeralds CRM related features for the management of Incidents. This menu
includes the configuration of Incident Types, Incident States, State Groups, Operator Roles and Priorities.

e Scheduler: Used to define the Emerald auto-scheduled tasks and view the status of the completion of
those tasks. Scheduled tasks range from system actions to billing processes.

e Security: Used to configure Emerald system security including the definition of Emerald operators,
operator groups and their system privileges, IP group restrictions, group rights and database sensitive field
encryption.

e Web Interface: Used to configure Web Interface and related Emerald system options. This menu
includes viewing Active Sessions and configuring of Themes, Signup Servers, Web Links, Client Settings,
Operator Limits, Operator Settings, Customer Settings, License Keys and Languages.

e Advanced: Used to make changes to internal data and advanced features required for Emerald to operate or
extend Emeralds functionality. Options in the advanced menu should not be changed without direction
from support staff.

o Database: Used to manage basic database functions, including running a query and seeing the current
database activities.

e Client: Returns you to the Emerald Management Suite Home page and Emerald Client options.
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e Apply: After changes are made in the Emerald Administrator this option ensures the changes are made
active by reloading internal configuration and data caches as well as pushing reconfigure requests out to
remote instances of RadiusNT/X and the Emerald task scheduler.

Typically, configuration of the Emerald Management Suite is best approached by sequentially navigating the
Administrative menu options from left to right. Some administrative options are dependent upon other
administrative options being populated prior, such as Billing Groups that are referenced throughout many of the
administrative options for both option grouping and security. The following sections describe all the Administrative

options in detail.

General Configuration

The General configuration option under the Emerald Administrative menu is where most of the Master Billing
Record and Service account informational field selections are defined. The General options work closely with the
administrative Accounting options that additionally define MBR and Service account selections. The General

configuration options are presented below.

) Admin General Menu

| Domains | | Billing Groups | | Service Groups | | MBR. Custom Data | | Regions
[“smTP |[Fre | [“Address Types | [Hotices |
Domains

Domains

Emerald Domains represent
Internet domains. The
Internet domains that your L2

iea-software com

€ Donun | MulDonan b Dorcrin  F Gow §

A New ISP

organization is affiliated with should be defined as the minimal Emerald Domain entries, but any number of Internet
domains may be defined. All defined Emerald Domains will be available as selection options within the Service

Domair: [ISP
DS Domair: Iiea-soﬂware.com External Ref#: l—
Description: IA Mew ISP
Billing Group: lm Service Group: Im
Customer Access: Iﬂ Sott Order: IEI—
Domain Owner MBER: I
Select Owner MBE | View MBER | Clear MBE. selection

Update |

account screen, and can be used to determine
default email addresses on Service entries.

Choosing the Domains General Administrative
option will present the display of all existing
Emerald Domain entries, as shown above.
Retrieve a domain entry for view and/or edit by
clicking on the desired entry. To remove a
domain, click the Delete link next on the selected
entry. To add a new domain, click the New
Domain link. The Domain entry fields are

described below. Press the Update button to save the new or modified Domain entry.

Domain Choose a name for Emerald to reference the domain.

Mail Domain | Enter the full Internet domain address, such as “iea-software.com”.

Description Enter a short domain description, or note of comment.

Billing Group | Select an existing Billing Group from the provided pick list to associate this domain with. If a Billing

Service accounts.

Group is selected, only MBRs from this Billing Group will have the option to assign this domain to their

Service Group

In addition to Billing Groups, this domain is also accessible to service groups that include “Domain”.

Customer

When ‘Yes’ this Domain is available for selection by the end user when adding a new account via the
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Access manage accounts menu within the customer account center. Note: In order for users to be able to choose
domains the service type must have the ‘Allow Customer Set Domain’ package permission enabled.

Sort Order Enter a numeric value to indicate the display order of this Domain entry. The sort order is used to sort
the entries from lowest to highest numerical order.
Domain Setting a domain owner enables only the specified MBR to use this domain when adding new services to

Owner MBR | the MBR. When a Domain owner is chosen the Domain cannot be used by any other MBR or as a default
setting for Billing Groups, Signup Servers and Prepaid cards. If a Domain is already used as a default it
is unavailable to be assigned to a specific MBR and the Domain Owner dialogue is not shown.

Note:

In general, throughout the Emerald Administrative options, once an option has been assigned, there is no longer the
option to delete the entry. This guarantees the integrity of the Emerald data by not allowing values in use by other
parts of the system to be removed. For example, once a Domain has been assigned to an MBR Service account, that
Domain entry can only be removed if the MBR Service account Domain value is re-assigned to a different value.

Billing Groups

A Bllllng Group deflnes a SEt Of | Hew Billing Group || Edit Group Defaults |

MBRs that have bl"lng Billing Groups

characteristics in common. FNowe F Org I Domain oy Prne fla Tox fSomc Prne fSome Texe |
Billing Groups are important to ISPs IEA Software, Tnc ISP Default  Default  Defeult  Default  Delete

Emerald’s configuration because

they allow different billing features and options to be designated to only a specific group of MBRs, or the billing
options can remain global and apply to all MBRs. The Billing Group assigned to an MBR is very important because
it can affect the choices available for many field selections on MBR and Service account entries. There are many
Emerald configuration options that can be associated with a Billing Group that will restrict and/or cause default
behavior for members assigned to that group. These dependencies are described within this section.

Choosing the Billing Group General Administrative option will present the display of all existing Emerald Billing
Groups, as shown above. Retrieve a billing group entry for view and/or edit by clicking on the desired entry. To
remove a billing group, click the Delete link next on the selected entry. To add a new billing group, click the New
Group link. The Billing Group entry fields are described below
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Organization: |IEA Software, Inc -

Description: |ISP

Eeport Logo URL |http'ffwww iea-software. com/fimages/iealogod. ¢

Invoice Report: I

Invoice Text Report |

Statement Report |

Statement Text Report I

Billing Group Company Details

Default Domain: |ISP - Namme: |\SP Inc:
IMame: |ISPs Address 1: |1234 Someplace Ave

Address 2: |

City: ISUmeWhere

State: [Awy Zip: [p9959

Country: IUmted States

Phone: [509-444-2455

Fax: |

Service Types IE[
Package Types IE[
Billing Cycles m
[ves[El
Charge Types IE[
Sales Persons IE[
Send Methods m

Domains
Regions
Global Options: Pay Periods

Discounts

Email From: Iaa\ea@\ea-auﬁware com

Email Subject: I\SF‘ Billing Account

Email Invoice: | Send Manually -
Email Statement: | Send Automatically ~

Active Status
Homme Phone
Worlk Phone
Fax Phone
Email Address

¥
=2
=2
¥
¥

Incident Types m Wisible MBR Fields Z i:j:;:y
P Renswal ¥ Sales Persen
Allowed Pay Methods B Creds Card [ Referred By
[~ Bank Transfer V¥ Comments
[ Other ¥ Region
FTP Directory: Id \peplusit2 ¥ Intial Package
Sort Order. l1— Active: lrs;[

Organization

Organization the billing group is to be associated with.

Default Domain

Choose a default domain for this Billing Group. When the Billing Group is later assigned to an MBR,
the domain specified here will be supplied as the default domain value on the MBR Service account
screen (the default may be over-ridden) and can subsequently also be used to determine user default
email addresses.

Customer Theme

If a theme is selected the chosen theme is preferenced when an end user within this group logs into the
customer account center. The setting does not apply to the signup server or operator interface.

Name Choose a name for Emerald to reference the billing group.

Description Enter a short billing group description, or note of comment.

Report Logo For HTML rendered reports this sets a remote image URL for display on customer invoices,
URL statements and some custom reports.

Invoice Report

Select the report format to use for the generation of mailed/printed invoices for MBRs of this billing
group. This option allows customization of invoice format per billing group. If no Invoice Report is
provided, the general Billing Group Default Invoice Report will be used for this Billing Group.

Invoice Text
Report

Select the report format to use for the generation of emailed invoices for MBRs of this billing group.
If no Invoice Text Report is provided, the general Billing Group Default Invoice Text Report will be
used for this Billing Group..

Statement Report

Select the report format to use for the generation of mailed/printed statements for MBRs of this billing
group. This option allows customization of statement format per billing group. If no Statement
Report is provided, the general Billing Group Default Statement Report will be used for this Billing
Group.

Statement Text
Report

Select the report format to use for the generation of emailed statements for MBRs of this billing
group. If no Statement Text Report is provided, the general Billing Group Default Statement Text
Report will be used for this Billing Group..

Emerald v5 — Administrator’s Guide

31 IEA Software, Inc.




Global Options

Choose ‘Yes’ to allow MBR field selections for this billing group to include Global options, as well as
the options specific to the billing group. Choose ‘No’ to restrict the MBR field selections to only
those specifically set up for this billing group.

Allowed Pay Controls those pay methods available to MBRs within this billing group.

Methods

Visible MBR When editing an MBR that is a member of this billing group the visibility options control which fields

Fields are displayed in the MBR edit form.

Sort Order Enter a numeric value to indicate the display order of this Billing Group entry. The sort order is used
to sort the entries from lowest to highest numerical order when the Billing Group entries are presented
in selection pick lists throughout Emerald. A negative sort hides the billing group from availability.

Active Intended to temporarily disable network access for all services within the billing group.

FTP Directory

Enter the physical directory path to be assigned to the MBR Service accounts associated with this
Billing Group.

Billing Group
Company Details

Provide the Company name and address information to use for this Billing Group’s billing document
generation and distribution. This option provides the ability to track company name and address
information associated with external entities that you have established as Emerald Billing Groups.

Email From

Enter the email address from which billing items are to be sent from (identifies the sender to the email
recipient) for members of this Billing Group.

Email Subject

Enter the subject that should be included on all emailed billing correspondence for members of this
Billing Group.

Email Invoice

This setting specifies how Invoices are sent via email for all MBRs within the billing group having an
email send method. When set “Send Automatically” Invoices will be emailed when emailing “All”
billing groups from the “Client” / “Billing” / “Send Bills” menu or automatically when scheduled via
the Emerald task scheduler. When set “Send Manually” the specific billing group must be selected
from the “Client” / “Billing” / “Send Bills” menu. When set “Sending Disabled” its not possible to
email invoices automatically for a billing group however individual invoices can be emailed manually
from the MBRs invoices menu.

Email Statement

This setting specifies how Statements are sent via email for all MBRs within the billing group having
an email send method. When set “Send Automatically” Statements will be emailed when emailing
“All” billing groups from the “Client” / “Billing” / “Send Bills” menu or automatically when
scheduled via the Emerald task scheduler. When set “Send Manually” the specific billing group must
be selected from the “Client” / “Billing” / “Send Bills” menu. When set “Sending Disabled” its not
possible to email statements automatically for a billing group however individual statements can be
emailed manually from the MBRs statements menu.

Invoice Batch
Printing

When set “Hide Pending” any invoices that are pending for printing for postal delivery from the
Emerald billing / send bills menu will not be displayed for this billing group. Setting “Hide Pending”
is useful for situations where only statements are mailed out to the end user and invoices only need to
be printed manually from each MBRs invoicing menu. When set “Show Pending” any invoices
pending for printing for postal delivery for the billing group is displayed in the Emerald billing / send
bills menu.

Statement Batch
Printing

When set “Hide Pending” any statements pending for printing via postal delivery from the Emerald
billing / send bills menu will not be displayed for this billing group. Setting “Hide Pending” is useful
for situations where only invoices are mailed out to end users and statements only need to be printed
manually from each MBRs statements menu. When set “Show Pending” any statements pending for
postal delivery for the billing group is displayed in the Emerald billing / send bills menu.

Press the Update button to save the new or modified Billing Group entry.
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Configuring General Billing Group Default Values

There are general Billing Group Defaults that may be automatically applied over all Billing Group entries. If one of
the Billing Group field values is not explicitly defined for an individual Billing Group, the defined “Default” field
value will be accepted and applied for the entry.

Configure the Billing Group Defaults by pressing the Edit Billing Group Defaults link on the Billing Group main
screen.

Restricting Accounting options to a specific Billing Group

Emerald allows restricting certain Accounting and Global billing options to a specific Billing Group. Once
associated to a specific Billing Group, that option will only be available to MBRs of that Billing Group, or those
under a Billing Group with Global options.

Once one of the following types of Accounting or Global option entries has been created, it can be individually
associated to a particular Billing Group: Service Type, Region, Billing Cycle, Pay Period, and Discount. A Billing
Group can have any number of billing options associated with it. The Billing Group assignment is performed on the
particular option entry screen by selecting a Billing Group from the presented Billing Group pick list, an example
using the Region option is shown to the right. If the default ‘All Groups’ option is selected on the option screen, the
option entry will remain available to all MBRs, regardless of Billing Group.

On new and existing Billing Group entries, you may find a message displayed within the group entry indicating, for
example: ‘No Service Type assigned to this group’. This is a status message indicating that no specific options of
this type (for example: Service Type, Billing Cycle, Region) have been restricted to this Billing Group. This is just
an informational message and requires no action, as it is not mandatory to restrict any options to a specific Billing
Group.

Regions

Regions

Emerald Regions are generally geographical sy e SESCT R SENNCTTETT I ST S
areas that indicate the different areas where nKzows Glcbal

o Delete
your organization provides its services. MyTowm Global 50
Emerald Regions are informational only (e S d

however they may also influence taxes assigned to accounts (See Tax Groups) and are used primarily for reporting,
grouping, or external integration purposes only.

| Choosing the Regions General Administrative option will present the display of all
Regon: [MyTown existing Region entries. Retrieve an existing Region for view and/or edit by clicking

Biling Group: [Giotal <] on the desired entry. To remove a Region, click the Delete link next on the selected

Seice @ovs: | [T =l entry. To add a new Emerald Region, click the New Region link. The Region entry
o Otz I fields are described below.
Update |
Region Choose a descriptive name for Emerald to reference the Region.
Billing Group To restrict this option to only be available to MBRs of a particular Billing Group (and

Billing Groups with Global Options), select the desired Billing Group from the presented
pick list. If the default ‘All Groups’ option is accepted, the Region will remain available
to all MBRs, regardless of Billing Group.
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Service Group In addition to Billing Groups, this region is also accessible to service groups that include
“Region”.

Sort Order Enter a numeric value to indicate the display order of this Region entry. The sort order is
used to sort the entries from lowest to highest numerical order when the Region entries
are presented in selection pick-lists throughout Emerald.

Press the Update button to save the new or modified Region entry.

Quick Tip:

| Regions may be used for many different grouping purposes, rather than just geographical.

MBR Custom Data Fields

The Master Custom Data Fields option allows you to define extra fields of information that your organization
would like to track for each MBR, or each MBR of a specific Billing Group, within Emerald. The extra MBR data
fields chosen here will be presented within the MBR detail display and MBR edit form allowing the Emerald
operator to optionally enter a value for each of the additional MBR data fields. MBR Custom data fields are
informational only and are used by Emerald for reporting and tracking purposes only.

Choosing the MBR Custom Data Fields General Administrative option will present the display of all existing MBR
Custom Data Field entries. Retrieve an existing Data Field entry for view and/or edit by clicking on the desired
entry. To remove a Data Field, click the Delete link next on the selected entry. To add a new Data Field, click the
New Field link. The MBR Custom Data Field entry is described below.

MBR Data Type
Drata Field | Mumeric field test

Eilling Group IGIuhaI - Eeruired IND 'l
Sort Crder ID

Data Field This entry will be displayed as the label for the Custom Data field on the MBR account entry
screen. Available data fields are configured from the “Admin” / “Advanced” / “Acct Data
Fields” menu.

Billing Group | If the MBR custom field is only to be tracked for MBRs of a specific Billing Group, select
the appropriate group from the Billing Group selection pick list. If the ‘All’ Billing Group
default is accepted, the MBR custom field will apply to all Emerald MBRs.

Required Requires an operator to enter a value for this custom data field before they are able to save
changes to the MBR.

Sort Order Enter a numeric value to indicate the display order of this Incident State entry. The sort
order is used to sort the entries from lowest to highest numerical order when the data types
are displayed.

Press the Update button to save the new or modified MBR Custom Data Field entry.

Address Types

The Address Types option allows you to Address Types

define additional contact and/or address E et E
Shipping A ddress Delete
Normal address field Delete
Email address Delete
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information that your organization would like to optionally track for each MBR account. The extra Address Types
defined here will be presented within the Addresses section of the MBR account entry screen options, allowing the
Emerald operator to optionally enter a value for each of the additional Address Types specified.

Sinlves Mo Choosing the Address Types General Administrative option will

Address Type: INormaI address field

present the display of all existing Address Type entries. Retrieve

=) e LI an existing Address Type entry for view and/or edit by clicking
| e o on the desired entry. To remove an Address Type, click the
B el lrmloGs Delete link next on the selected entry.
[T Company

Alowed Fields: i i
W Address To add a new Address Type, click the New Address Type link.
I Emall The Service Custom Data Field entry is described below.
I URL
[ Comments

Required Fields: IFirstName, LastName, City, Zip

Sort Order: IDi
Update
Address Type | Enter a description of the Address Type. This entry will be displayed as the label for the Address

option on the MBR account Addresses entry screen.

Allowed Checked fields are displayed when an operator manages an address entry of this type. Fields that

Fields are not checked are hidden from view.

Required A comma separated listing of required fields. The following field names are available to choose

Fields from: FirstName, LastName, Phone, Fax, Email, WWW, CountrylD, StatelD, Company,
Addressl, Address2, City, Zip, Comments.

Sort Order Enter a numeric value to indicate the display order of this Address Type entry. The sort order is

used to sort the entries from lowest to highest numerical order when the Address Types are
presented in selection pick lists throughout Emerald.

Press the Update button to save the new or modified Address Type entry.

SMTP

The Emerald Management Suite has a built in SMTP client used to
automatically send invoices and statements, as well as mail other
information, to your customers. In order for the mail client to work

correctly, it needs to be fully configured before billing. The General menu Email Login: [emeraldmil

SMTP option provides for the configuration of the SMTP client. The Email Password. [emeralipassword

Emerald Administrator is only able to customize the information within the Email Domain: [isa-softwar com

Emerald-provided Global SMTP options; the options cannot be deleted, Email Admine [admin@iea-software.com

nor added to. Email Accounts: Ibl\llng@lea-soﬂware_com
Email Iax Retries: IHS—

Choosing the SMTP Global Administrative option will present the display o

of the current SMTP configuration. The Global SMTP options are

Email Smart Host: |myma\|server.mydomain com

described below. Note: When defining an SMTP server its important to make sure the SMTP server is configured to
allow relay mail from the IP Address of the computer Emerald is installed or provide credentials for SMTP
authentication so that outgoing email can be relayed to external domains.

Note: Once SMTP is configured the Email field in the billing groups menu should be checked to make sure it is
valid. SMTP client features within Emerald 5 do not support SSL encryption of SMTP transactions.
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Email Smart Host | Enter the email SMTP server hostname.

Email Login For SMTP authentication this is the login name sent to the SMTP server.
Note: CRAM-MDS5 and LOGIN auth methods are supported.

Email Password | For SMTP authentication this is the password sent to the SMTP server.

Email Domain Enter the full email domain name.

Email Admin Enter the full email address, whereas the value will show in the From: line of all non-accounting
related (such as incidents) mailings sent to users.

Email Accounts | Enter the full email address, whereas the value will show in the From: line of all accounting
related (invoices and statements) mailings sent to users if billing group specific information is
unavailable.

Email Retries Maximum number of retries for temporary failures before no further delivery attempts is made.

Press the Update button to save any new or modified SMTP option value changes.

FTP

The FTP Global option provides for the setup of default configurations applied toward FTP user accounts
established for your users. This is for use when you are using a directly supported FTP server (like Serv-U 6). The
Emerald Administrator is only able to customize the information within the Emerald-provided Global FTP
configuration options; the options cannot be deleted, nor added to.

Choosing the FTP Global Administrative option will present the
display of the current FTP user attribute configuration. Retrieve an FTP Allow Directories: [No Sub-Directories =]

existing attribute value for view and/or edit by clicking on the FTP Max Dir Size: 1095 |
desired entry. The Global FTP options are described below. When
the Description value is clicked within the FTP Configuration
display window, an entry box prompting for the new Value entry for I
the option will be presented for each of the following configuration

fields. The FTP Configuration options are described below.

FTP Default DIR TN C: |d:\pcp|us\t1

FTP Allow If selected to do so, this option will restrict the users ability to create subdirectories under their

Directories FTP user directory. If you select the “No Sub-Directories’ option, users will not be allowed to
create their own directories.

FTP Max To restrict users to a maximum FTP directory size, enter the maximum size value.

Directory Size

FTP Default Specify the base FTP directory for your FTP users by providing the directory path. If

DIR UNC specified, Emerald will create this directory for your users upon account creation. Typically
this is a directory in UNC format \\server\users. Emerald will append a \username by default to
this directory when it is created.

Press the Update button to save any new or modified FTP option value changes.

Service Groups

In situations such as Service Groups

S T T T
:  Group : = i

3 Test service  I3Ps, Group t3, group 1, Serwvice Types, Package Types, Billing Cycles, Eegions, Pay Periods,
= group group 2, group 3, Charge Types, Sales Persons, Incident Types, Discounts

Delete
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of resellers where many billing groups exist in the system service groups help reduce the configuration burden by
allowing items such as service types, payment periods, charge types and others to be grouped together for assignment
to multiple billing groups. Without this grouping these items would need to be created separately for each individual
billing group.

For example let’s assume Reseller 1 and Reseller 2 are each assigned a similar set of service types. Service Types A,
B and C. To support each reseller this scenario requires a total of 6 service types (2 resellers * 3 service types) be
created.

Reseller 1 - Service A

Reseller 1 Bllling Group Reseller 1 - Service B

Reseller 1 - Service C

Reseller 2 - Service A

Reseller 2 Bllling Group Reseller 2 - Service B

Reseller 2 - Service C

Reseller 1 Bllling Group /\ Service Group - Service A
Reseller

Reseller 2 Bllling Group ) Service Group Service Group - Service B

Reseller 3 Bllling Group Service Group - Service C

With service groups all similar resellers billing groups are assigned to a service group reducing the number of
service types needing to be configured from 6 for 2 billing groups or 9 for 3 billing groups to 3 regardless of the
number of billing groups assigned.

Service Groups apply only in an additive
. fashion to the traditional assignment
Service Group: [Test senvice group method where items such as service types

This is a test ~]| are either assigned specifically to a billing
group or available globally to all billing
groups having global options enabled.

|| Please see “Admin” / “General” / “Billing

________________________________________________________________________________________ Groups” for additional information.

SewiceTypes:IIncluded vl Eegions: |Included =

Edit Service Group

Descrption:

The use of service groups is optional and

Dizcounts: IIncIuded 'l Charge Types: |Included not recommended if the Emerald system
Domains: IIncIuded 'I Zales Persons: |Included = contains a small number of biIIing groups

Package Types: IIncIuded vl Pay Pertods: |Included =
Eilling Cycles: IIncIuded 'I Send Methods: |Included =
Tncident Types: IIncIuded vl Sort Order:
IEA Software, Inc.

Update |

193888




or billing groups used generally for the purpose of restricting operator access.

Service Group

Text uniquely describing the service group. This text will appear in selection lists throughout
the Emerald administrator when configuring one of the “Included” items below.

Description

Text describing the purpose and use of this service group

Service Types

When “Included” this service group is available for selection when configuring service types.
See “Admin” / “Services” / “Service Types”

Discounts When “Included” this service group is available for selection when configuring discounts.
See “Admin” / “Accounting” / “Discounts”

Domains When “Included” this service group is available for selection when configuring domains.
See “Admin” / “General” / “Domains”

Package Types When “Included” this service group is available for selection when configuring package types.
See “Admin” / “Services” / “Package Types”

Billing Cycles When “Included” this service group is available for selection when configuring billing cycles.

See “Admin” / “Accounting” / “Billing Cycles”

Incident Types

When “Included” this service group is available for selection when configuring incident types.
See “Admin” / “Incidents” / “Incident Types”

Regions When “Included” this service group is available for selection when configuring regions.
See “Admin” / “General” / “Regions”
Charge Types When “Included” this service group is available for selection when configuring charge types.

See “Admin” / “Accounting” / “Charge Types”

Sales Persons

When “Included” this service group is available for selection when configuring sales persons.
See “Admin” / “Sales” / “Sales Persons”

Pay Periods

When “Included” this service group is available for selection when configuring pay periods.
See “Admin” / “Accounting” / “Pay Periods”

Send Methods

When “Included” this service group is available for selection when configuring send methods.
See “Admin” / “Accounting” / “Send Methods”

Sort Order

Used to order selection listing of service groups when selecting a service group and also when
displaying the service groups admin menu.

Notices

The Emerald email notification

system has a variety of uses
including new customer welcome
messages, incident status updates,
account or credit card expiration
warnings, payment receipts, account  aefice
past due warning and more.

With requisite knowledge of the

Notices

¢ Active
Notice Notice Type : Options
_ i Matches
Service expiration

Espired service warning 0 Test | Delete | Beset Actrves |

Customers - Schedule
Test | Delete | Eeset Actives |

5-20 day service expiration Service expiration

Customers = Schedule
Email Invoices Email Invoices His
Email Statements Email Statements Hra
Bulk Email Support Email IRIFN

Emerald system additional types of notifications can be created using the “Admin”/ “Advanced” / “Notice Types”
menu. Note use of custom types configured through the “Notice Types” menu is beyond the scope of this document
and standard IEA support offerings. Please contact your IEA Software representative about the possibility of
implementing custom email notifications.
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Email messages are sent out when the condition of a notice are met. Once this occurs emails are no longer sent until
after the condition is no longer met and then reoccurs. As an example we’ll use an expired account notice with an
expired account having subsequently been paid up and then at some point in the future is expired again. At each
point where the account is newly expired an email notification would be sent.

Motice Type: ISemice expiration (Customers) =]

Motice Description: IS-QD day senice expiration notice

Service expiration notices are sent to customers who have a service about to expire. The min days and max days
field determines how many days in advance of expiration to send this notice.

i Days: |5

Max Days: |20

el From: IISF' Support <support@iea-software.com>

ail Subject: |Serwce Expiration $DaysLeft day notice

el CC: |IEA Sales <salesi@iea-software. com:

IMaotice: [Hello §Mamwe, -

Tour §Descriprion service will expire in jDaysleft days on
$Expirelate. Please log into the customer care center at review the
status of your account to prevent any Service interuption.

E
Actrve: | Mo 'l
Update
Notice Type The type of notice to be sent. Available notice types appear in the selection list. Once

selected a detailed explanation and use instruction is displayed below the notice description
field in bold lettering.

Notice Description

Text uniquely describing the purpose of the email notification

Min/Max Days

Fields specific to a notice type. See description above in bold for additional information.

Mail From

From address of emails sent as a result of the criteria defined here. If Mail From is omitted the
billing groups “Email From” field is used.

Mail Subject

Subject of the emails sent as a result of the criteria defined here. If Mail Subject is omitted the
billing groups “Email Subject” field is used.

Mail CC

An additional email address to Carbon Copy when any emails matching this criterion are sent.
If Mail CC is omitted additional copies are not sent.

Notice

Text of the message to be sent as a result of the criteria defined here. The notice description
field shown in bold lettering usually contains a listing of “variables” available for replacement
in the text of the message sent. Variables allow email messages to be customized for each
recipient. Variables can contain items such as Name, Company and account details. An
example of the use of variables can be found in the image above. “Hello $Name” is replaced
with “Hello Peter” for customers named Peter.

Active

When active the notice is useable and emails are sent when the Emerald task scheduler
executes this notice. When inactive emails are not sent.
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After creating a notice choose the “Schedule” option from the options field of the notices listing to schedule the new
notification to run at regular intervals.

The “Reset Actives” option should normally never be chosen. Selecting this causes all accounts currently matching
this criterion and having already received a notice to be emailed a second time for the same purpose.

Sales

The sales menu provides for the configuration of Sales persons as well as related reporting and configuration of sales
commissions.

joomd Adwin Sales Menu

Sales Persons | | Referrals | ‘ Cancel R | | C

Sales Persons

Emerald also has the capability to track the sales Salos Persors

person that sold and/or setup each new MBR T S — T T
account. The valid Sales Person list is e FEE——— Global
configurable by the Emerald Administrator. Only = Que Secondary gromp Glebel

the pre-configured selections will appear in the Sales Person pick list when creating or editing a MBR. Emerald
Sales Persons entries are informational only and are used only for reporting.

Choosing the Sales Persons General Admin option
Sales Person: [Peter Cperator: [admin =] will present the display of all existing Sales Person
Compmission: [Feters commission grovp =] Commission Mudtiptier [115 entries. Retrieve an existing Sales Person entry for
Biling Group: [Glabal =] semice Group: [None] _=|  view and/or edit by clicking on the desired entry. To
Sort Order: [T remove a Sales Person entry, click the Delete link
next on the selected entry. To add a new Emerald

Sales Person, click the New Sales Person link.

The Sales Person entry fields are described below.

Sales Person Enter a description of the Referral source. This description will be used within the Emerald
“Sales Person” selection pick lists.

Operator Provides for the association of Emerald Operators to sales persons for future reporting
purposes.

Commission A commission structure if any that should be applied to this sales person. When a commission

is selected the commissions report will begin to provide sales commission data for the sales
person. See “Commissions” for more information on configuring commissions.

Commission Serves as a point multiplier of points configured in the selected commission. If left blank a

Multiplier value of 1 is assumed as the commission’s multiplier.

Billing Group Billing Group this Sales Person is limited to or “Global” to allow all billing groups access to
this sales person.

Service Group In addition to Billing Groups, this sales person is also accessible to service groups that include
“Sales Persons”.

Sort Order Enter a numeric value to indicate the display order of this Sales Person entry. The sort order is

used to sort the entries from lowest to highest numerical order when the Sales Persons are
presented in selection pick lists throughout Emerald.
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Press the Update button to save the new or modified Sales Person entry.

Quick Tip:

The Emerald Sort Order fields can be used to group, as well as sort option entries. If a set of option entries has the
same Sort Order value, they will be grouped together within the selection display. For example, if Sales has different
locations, each location can have its own Sort Order number that can be assigned to the Sales Person entries to insure
that Sales Persons are grouped by their location.

Referrals

Emerald allows MBR accounts to track ""s —

the source that may ha}ve referred the — . h o
user to your organization. Referral - T A .
sources are configurable by the Advertising S 3 D
Emerald Administrator, allowing them  wepsies Global 4 Delets
to be tailored towards the particular Cther Global 99 Delete

informational needs of your
organization. Only the pre-configured selections will appear in the Referred By pick list when creating or editing a
MBR. Emerald Referrals are informational only and are used only for reporting.

Choosing the Referrals General Administrative option will present the

k. = display of all existing Referral entries. Retrieve an existing Referral
eferral |Fr|en|:| X . L. .
_ entry for view and/or edit by clicking on the desired entry. To remove a
Group: [Giobal ]  String ID | Referral entry, click the Delete link next on the selected entry. To add a
Sort Order. [i new Emerald Referral source, click the New Referral link.

Update |

The Referral entry fields are described below.

Referral Enter a description of the Referral source. This
description will be used within the Emerald ‘Referred By’
selection pick lists.

Group Billing group the referral is limited to. If group Global is
chosen the referral is available to all billing groups.

String ID Provides language support for referral selection in the
Emerald Ul and for reporting.

Sort Order Enter a numeric value to indicate the display order of this

Referral entry. The sort order is used to sort the entries
from lowest to highest humerical order when the Referrals
are presented in selection pick lists throughout Emerald.

Press the Update button to save the new or modified Referral entry.

Commissions

Emerald has the capability to use the combination Commissions

of the MBR Sales Person information and ;EIF
- - - - . 1 ELETS COMITUESION Sroup Ercentage Les cleie

configured commission information to support 5 | jesien grous Poiais Yes Delete

reporting on service types, package types and
charge types. Commissions themselves, however, are only determined through the creation and use of the Sale

Person Commission report and are not automatically generated and

Description: [Peters commission grous managed by the system. For example, the Sales Person Commission can

Cormmission Type IF‘ercentage - Active IYes -
Sort Order IU
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be used to indicate and t

rack commission percentages, or develop a commission point system, in which a custom

report may be developed to calculate and track resulting commission data based on MBR invoicing activities.

Description

Text describing purpose and use of the commission.

Commission Type

Controls weather commissions are based on either a percentage of the amount invoiced or
a set number of points for each item invoiced.

Active

When active the commission is visible to the commissions report

Sort Order

Used in ordering selection lists of commissions when managing sales persons

Once a commission is cr

eated service types, charge types and package types subject to commission are assigned to

the new commission using the “New Item” link after selecting a commission for edit from the Commissions listing.

Commissionable ltems

D F fenTpe f fom F Ve [ Commews f |
1 Bervice Metflow One 10% Peter testing Delete
3 Packasse Bussiness Web Hosting 350% test Delete
4 Package Farnily Dialup 10% test Delete
5 Charge DSL Setup 1% Delete
7 Service 13 30050%  Lockness multipher Delete
8  Charge DIVS Registration 10% test Delete
&  Charge Reactivation Fee 10% Delete.
10 Charge Colocation Setup 10% Delete
11 Charge PPP Setup 10% Delete
12 Charge Rating engine charges 10% Delete.
13  Charge 4 Hours wireless hotspot usage 10% Delete
14  Charge 10 hour hotspot access 10% Delete.
Cancel Reasons
Emerald allows MBR accounts to ST ERenne
be temporarily or permanently D F  CancelReason [ Temporary | Customer Access § SortOrder ||
cancelled. During the cancellation & Zemnated-Bad account siancing Ho He 1 Delete
process, the Emerald operator can 2  Teauasted Latc Payments Mo o Z Delete
indicate the reason for the account =~ =  —-eeeray-lSt Reauest Lee Ho 2 belcle
R 3 Terminated - Customer Recuest Mo Yes 3 Delete
cancellation. The Cancel Reason
4 Temporary - Customer Eecuest Yes Yes 4 Delete

options are configurable

by the

Emerald Administrator, allowing them to be tailored towards the particular informational needs of your organization.

Choosing the Cancel Reasons General Administrative option
will present the display of all existing Cancel Reason entries.
Cancel Reason: [Temminated - Bad account standing Retrieve an existing Cancel Reason for view and/or edit by
Temporary: [No 7] Custorner Access: [No v clicking on the desired entry. To remove a Cancel Reason,
SwingD: [ Sort Order [T click the Delete link next on the selected entry. To add a new
Update | Emerald Cancel Reason, click the New Cancel Reason link.
The Cancel Reason entry fields are described below.
Cancel Reason Choose a descriptive cancellation reason. This description will be used within the
Emerald ‘Cancel Reasons’ selection list when closing an MBR or Service.
Temporary If the cancel reason is temporary and there is a reasonable chance the customer will return

in the future Temporary should be set ‘Yes’. This is used for reporting purposes only.

Customer Access | When Customer Access is enabled and the customer is allowed to cancel their services
from the customer interface this cancel reason is made available for the customer to
choose.

String ID Provides language support for cancel reason selection in the Emerald Ul and for
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reporting.

Sort Order Enter a numeric value to indicate the display order of this Cancel Reason entry. The sort
order is used to sort the entries from lowest to highest numerical order when the Cancel
Reasons are presented in selection pick lists throughout Emerald.

Press the Update button to save the new or modified Cancel Reasons entry.

Accounting Configuration

The Accounting configuration option under the Emerald Administrative menu is where the most of the Master
Billing Record and Service accounting related field selections are defined. The Accounting options work closely
with the previously described General options by defining additional MBR and Service account selections. The
Accounting options include the configuration of Charge Types, Rates, Taxes, Service Types, Billing Cycles,
Discounts, Payment options and GL Codes, all of which are presented below.

jzd Admin Accounting Menu
| Settings | | Charge Types ‘ | Pay Periods | | Tax Groups | | Taxes |
| Tax Exemptions | | Discounts ‘ | Billing Cycles | | Send Methods | | GL Codes |
| Batch Proceszors | | Late Fees ‘ | One Time Charges | | Payment Types |
Settings
Default Expire Grace Period (Days) Sets the default permanent extension when creating a new service. Note

that the default expire grace period is overridden by “Default Extension
(Days)” setting of the billing cycle assigned to the MBR.

Setup Free Period Before Billing (Days) On initial account creation the service is given this number of days free
without charge. This is done by advancing the billed thru date of the
service the number of days specified here.

Setup Expire Grace Period (Days) Sets the temporary extension field in the MBR to allow an initial one-
time grace period on initial account creation. After the MBR is
invoiced the temporary extension value is removed from the MBR.

Inactivate MBR w/non-zero Balance When set “Yes” allows canceled MBRs to be inactivated regardless of
the accounts remaining balance. When set “No” the accounts balance
must first be settled before a canceled account will automatically be
marked inactive. Note for recurring billing cycle types “Inactive”
accounts do not count against the licensed MBR count.

Renewal move expiration forward These options control how much of an invoice line item needs to be

strategy paid for recurring services before the expiration date is set to the
accounts billed thru date. Note these settings apply only for renewal
billing cycles.

‘Amount is min amount paid’ — When chosen the amount field below is
the minimum amount that must be paid against a given invoice line item
before the expiration date is advanced to the billed thru date regardless

of the total cost of the line item.

‘Amount is min percent paid” — When chosen the amount field below is
the minimum percentage of the invoice line item that must be paid
before the expiration date is advanced to the billed thru date.
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‘Proportional to payment’ — When chosen then expiration date is
advanced proportional to the percentage of the invoice line item that has
been paid. For example assuming 50% of a monthly recurring account
has been paid the expiration advances 15 of the 30 days in a given
month.

‘Full payment required’ — When chosen the invoice line item must be
paid in full before the accounts expiration date is advanced to match the
billed thru date.

Renewal move expiration forward amount

This field is used with the ‘Renewal move expiration forward strategy’
option above. This field is required when using the ‘Amount is min
amount paid’ or ‘Amount is min percent paid’ options. The field is not
used when ‘Proportional to payment’ or ‘Full payment required’ is
chosen.

Interim Look-Ahead (Days):

This feature is designed to prevent frequent invoicing of accounts with
long duration pay periods. When an adjustment or charge is made
against an account and the MBR is not due to be invoiced again for
recurring services within the “Interim Look-Ahead” days an interim
invoice can be created at that point. If an invoice for recurring services
is scheduled on or before “Interim Look-Ahead” days the creation of
the interim invoice is delayed so that the interim charges or adjustments
are made to appear on the same invoice as the recurring charges.

Invoice Next Term Max Days

Operators have the ability to manually force the invoicing of accounts
into the future beyond “invoice bill days” defined at the billing cycle
level. This option places a limit on how far services can be billed thru
into the future while still allowing operators to manually force invoice
creation for the accounts next term.

Print O Balance or Credit Statements

When “Yes” statements with an Ending balance of 0 will be included in
batch printing for mailing to the customer.

Print O Balance or Credit Invoices

When “Yes” invoices with an MBR balance of 0 will be included in
batch printing for mailing to the customer.

Send Receipts

When “Yes” payment receipts for new payments are automatically
emailed to the customer. When “No” the customer can obtain receipts
from the Customer interface or an Operator can manually send a
payment receipt. Customer can disable receipt of payment receipts by
disabling Account status notifications from the customer interface.

Send Manual Payment Receipts

When enabled receipts are sent for payments made manually by
Emerald operators. When disabled receipts are only sent for automatic
CC or EFT transactions.

CC/EFT Dupe payment protection (Days)

This is a safeguard that prevents CC or EFT transactions of the same
amount from being processed within the number of days configured
here. If a duplicate transaction is detected when adding a payment the
operator is prompted and asked if they would like to continue anyway.
If the duplicate payment is an automatic transaction it is marked as
waiting to be confirmed. These transactions can be confirmed or
voided from the Batch / Failed Transactions menu.

MBR Expired Automatic Close Reason

When automatically closing an MBR with a renewal billing cycle this
specifies the cancellation reason associated with the automatic closure.

MBR Expired Automatic Close After

Period of time after which all services within an MBR with a renewal
billing cycle have expired to automatically close the account. Note the
scheduler task ‘Expired MBR Auto Close’ must be enabled.

See Scheduler / Configure schedule.

Time and Data Left tracking

This option controls how time and data left usage limits are consumed
and tracked. This option can be changed without affecting the time/data
currently allocated to existing accounts.
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Simple — The time and data left fields in the service are incremented
when additional time is added via one-time charges or direct use
prepaid cards. This allocation never expires although the account itself
may expire based on expiration date. For recurring accounts with
‘time/data left monthly update’ enabled additional time is only added by
the monthly time/data left replenishment process if the current value of
time/data left is less than the monthly allocation. If an invoice
containing a one time usage line item that has incremented time left or
data left in the service. Voiding that invoice does not change the
allocated time or data remaining.

Detailed — When enabled time and data purchased via one time charges
or direct use prepaid cards are tracked separately outside of the time left
and data left fields displayed when editing a service. While the service
time/data left fields are not affected by one-time/direct use time/data
purchases their value in the service field must not be blank if any such
limits are to be enforced. If expiration Month/Day/Minutes are set via
the one time charges menu the purchased time expires after the
combined months/day/minutes limit has passed. Similarly for direct use
prepaid cards the active expire days field controls the length of time the
prepaid time/data is available for consumption. For recurring accounts
with ‘time/data left monthly update’ enabled the monthly time and data
allowances are reset in the time left field at the start of the customers
new monthly period. Any additional purchased time/data is used only
after the monthly allowances are consumed in reverse chronological
order. For example customer ‘neila’ has a recurring account providing
1000 minutes of access per month. A few days before the start of his
next month he runs out of time and purchases 5000 additional minutes.
He uses 200 of them before the next month starts. The remaining 4800
minutes purchased are available in subsequent months and consumed
only after that month 1000 minutes are exhausted. If an invoice
containing purchased time is voided the associated allocation of
time/data usage is also removed.

Time and Data Left monthly update

Yes — This updates the remaining time and data in a services time left
and data left fields once a month provided a default time or data left is
configured for the accounts service type and the services time or data
left field is not blank or greater than its current value.

No — Automatic monthly updating of the time and data left fields are
disabled.

Minimum new statement interval (Days)

This controls the minimum allowed interval between automated new
statement creations. It prevents too many statements from being created
for an account based on activity in a given period. Statements can
manually be created for an MBR if necessary.

Allow Setup Charge for new Accounts

When “Yes” any applicable setup charge is available to be applied
when opening a new account. When “No” no setup charge is applied
for new accounts.

Allow Setup Charge for Re-Opened
Accounts

When “Yes” any applicable setup charge is available to be applied
when re-opening a preexisting account. When “No” no setup charge is
applied for re-opened accounts.

Allow Only Acct Admins to Override
Setup Charge

When “Yes” only Operators of operator groups having the MBR Acct
Admin object group assigned or global administrators may override the
default setup charge settings. When “No” any operator may override
the default setting.
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Allow ‘Custom’ Charge Type for
Adjustments

When “Yes” the custom charge type is selectable to operators when
creating a new adjustment or POS invoice. When “No” the custom
charge type is not selectable. Enabling this option may be useful to
prevent operators from applying custom charges or credits to accounts
that are not categorized into proper GL Categories for accounting
purposes.

Enforce Chronological Invoice Void

When yes the billing system requires that any voided invoice containing
recurring line item be voided in chronological order from newest to
oldest so that proper adjustments can be made to the billed thru dates of
effected services. It is highly recommended this be enabled. If it
becomes necessary to disable this feature to address a specific account
we recommend re-enabling this as soon as possible after making
changes to the account.

New MBR Default Credit Limit

Default amount to set in the credit limit field while creating a new MBR
with a balance forward billing cycle type.

Rating Charge Delay (Days)

Number of days after the rating summaries monthly period has elapsed
before creating a charge for usage based on the summary. The delay is
intended to provide some additional time for accounting data from the

previous month to close out the month’s usage in a single charge.

If additional accounting data for a previous monthly period arrives after
the delay period the system will generate an additional charge to
account for any late arriving accounting data.

Rating Allow Interim Charges

When “Yes” charges will be created against any currently rated data
regardless of whether the monthly period covered by the rated data has
passed each time usage charges are processed. A setting of “Yes” is not
recommended as it may cause many usage charge line items to appear
on a single invoice or multiple invoices to be created when they would
not otherwise. This is useful only if you need to invoice customers for
their data usage on smaller intervals without having to wait for their
monthly period to end.

When “No” charges for rated data are only created after the period
covered and the Rating Charge Delay above has passed. “No” is the
default and recommended setting.
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Accounting configuration

Global Group [[Global Sattings] =]
Default Expire Grace Penod (Days): |15—
Zetup Free Period Before Billing (Days): ID—
Zetup Bxpire Grace Penod (Days): |2D—

Tnactivate MEE winon-zero Balance: |Mo =

H

Renewal move expiration forward strategy: IAmount is min amount paid j
Eenewal move expiration forward amount: [0.01
Interim Loolk-Ahead (Days): |45—
Tnwoice Mewxt Term Wax Days: 120
Print 0 Balance or Credit Statements: IE,
Print 0 Balance or Credit Invoices: [No »
Send Receipts: IE,
Zend Manual Payment Eeceipts: [Mo =
CC/EFT Dupe payment protection (Days): IM—
Tine and Data Left tracking: IW’
Timne and Data Left monthly update: IE,
Winimum new statement interval (Days): |1—
Allow Setup Charge for new Accounts: IE,
Allow Setup Charge for Be-Opened Accounts: [Mo =
Allow Only Acet Admins to Overnide Setup Charge: IE
MNew MER Default Credit Limit: I
Rating Charge Delay (Days): |2—

Eating Allow Interim Charges: |N0 {Recommendead) j

Update |

Emerald v5 — Administrator’s Guide 47

IEA Software, Inc.



GL Codes

GL codes are a way of tracking billing T
information in Emerald to your General F GLooke | Deson  F Dby f

Ledger in your Accounting system. Many — producss Produsts Delete
items in Emerald can be tagged a GL Code, ‘== faes ZEte

such as service types, taxes, charge types and package types. When you create
= ' reports or exports for GL purposes, grouping them by GL Code allows for easy

summary and identification between the two systems.

GL Code: Iproducts

Description: |Pruducls

Detail Flag: [
Update
GL Code An identifier for the GL Code. This will be sent to the accounting system with each export entry.
Description Enter an identifying description for the GL Code. This is only used within Emerald.
Detail Flag Flag used in the GL report to determine whether to include all details of the GL Code or just one
summary entry.

Batch Processors

CC/EFT Batch Processors

Credit Card and EFT processing is handled = T T Ty
. . | Name [ Type f o oo™ Eroanizationfy., ok <o o tfrEVACNE cand Types o oot
through the configuration of batch processors. - xoup s i -

» MasterCard

The configuration of a batch processor Credi ‘ . VISA
- : : Zapmentech oy B La D + American Delste
determines both interface used to communicate Orbital =S50 Obil  SoftwareTue 3 (eI LR
with an external batch transaction system and
o DMfasterCard
» VISA
Ea + American
Organization I\EA Software, Inc j Billing Group |All ~ Authorize et Software, Inc a e 1 . %ﬂ%h\b Delete

Processor Name IPE‘EI’S auth.net account » Discover

Brocesser Type [Credit Card - Reatime - Authorze Nt = also internal criteria used in the selection of an

P [asterCard appropriate batch processor such Organization,

E lqj:lmmss Billing Group, batch type (CC or EFT) and credit
S — card type (For example Visa or Amex).
Allowed Card Types [T Carte Blanche
v Discowver
7 enRouts
- ICB
O Any
Processor URL |http Hendeavouricgi-bindransact. pl
Login l— Password ||—
Rebatch Tries lD— Eebatch Interval (Days) |1—
Active m
Organization Organization the batch processor is to be used with. Each organization that will be
processing credit card transactions must have its own batch processor defined.
Billing Group Optional billing group to further restrict the use of this batch processor. Note the “All”
billing group means only those billing groups assigned to the selected Organization.

Emerald v5 — Administrator’s Guide 48 IEA Software, Inc.



Processor Name

Text describing the purpose and use of this batch processor. Processor name appears
in the “Credit Card” and “Bank Trans” options of the “Client” / “Billing” menu.

Processor Type

Specifies the type of the transaction system to integrate with. Processor Types are
configured from the “Admin” / “Advanced” / “Exports” menu. The configuration of
processor types is beyond the scope of this document and our normal support offerings.
Please contact your sales representative about the possibility of supporting additional
processors not found in this selection list.

Allowed Card Types

When used with a credit card “processor type” the allowed card types menu allows you
to define all credit card types you wish to accept. For example if you accept Visa and
MasterCard but do not accept Amex or a different processor handles Amex you would
check “MasterCard” and “Visa” leaving Amex unchecked. The “Any” option allows
all types of credit cards to be accepted by this batch processor including card types not
explicitly listed.

Processor URL

When used with a network based “Processor Type” the processor URL is generally an
HTTPS URL of the provider’s transaction web service. For non-web service oriented
“Processor Types” the Processor URL reflects the network address of the processing
system in the form “IPAddress:Port”. When a processor type is selected the most
common processor address will automatically be entered into the Processor URL field.
It is recommended this default not be changed unless you have been specifically
requested to. Also it’s very important to ensure you the secure “HTTPS://” URLs
rather than “HTTP://” which provide no data encryption.

Login (Varies)

When a network based “Processor Type” is selected the login field represents the
access account name or 1D used to identify your organization to the transaction
processing service.

Password (Varies)

When a network based “Processor Type” is selected the password field represents the
access password or secret key (Transaction key) used to authenticate the identity
provided above to the transaction processing service.

Batch Out File

When a file based “Processor Type” is select the batch out file represents the file(s) all
credit card transactions Exported from Emerald are written to. The batch out file is
generated locally from the perspective of the system running the Emerald task
scheduler.

Batch In File When a file based “Processor Type” is select the batch in file represents the result
file(s) generated by the transaction processing software. The batch in file is read
locally from the perspective of the system running the Emerald task scheduler.

Export Options When a file based “Processor Type” is selected this Indicates what the system should
do with the export batch file(s) if they already exist before performing an additional
export.

Import Options When a file based “Processor Type” is selected this Indicates what the system should
do with the import batch file after it has been successfully processed.

Batch Limit When a file based “Processor Type” is selected batch limit provides a limit on the
number of transactions that can be exported at any one time to the export file.

Rebatch Tries Enter the number of times that some types of failed transactions can be automatically

retried. Only transactions created automatically via MBR payment types of “Credit
Card” or “Bank Transfer” can automatically be retried. Manually submitted
transactions which fail must be manually re-submitted.

Rebatch Interval (Days)

Enter the number of days to wait between each “Rebatch Try” configured above.

Active

When a batch processor is Active transactions are assignable to it. When a batch
processor is Inactive new transactions are no longer assignable to that batch processor
however any existing assigned transactions will continue to be processed normally
regardless of the “Active” status.

Merchant ID (Varies)

Option visible only when the “Processor Type” requires or can accept an optional
Merchant ID provided by your transaction processing company.

Store (Varies)

Option visible only when the “Processor Type” requires or can accept an optional
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Store provided by your transaction processing company.

Terminal (Varies) Option visible only when the “Processor Type” requires or can accept an optional
Terminal provided by your transaction processing company.

Late Fees

Emerald late fees provide the ability to T

issue monetary penalties for customers E Description [ Charge | Monthly Percentage | Min Aged Days [ Min Amount | Max Amount |
who have had an outstanding balance for et LateFer  250% 50 /A 10 Delete
an extended period of time. These fees

are assessed based on a monthly percentage of the configured aging bucket(s) during statement creation. Late fees
are only assessed in monthly intervals when a new

statement is created regardless of the number of statements
Late Fee |EJU day 2.5% manthly late payment penalty e .
| TR 3 created within any given month. A textual example of a
arge Type: |Late Fee hi . C .
Montly Dercentage: 0 \in aged Dags [0 5] | typical Emerald late fee is “You WI!I pe charged a monthly
M hmows [ ] M amemt o | 2-3% late fee on any balances remaining after 90 days”.
SetOréer p NOTE: Late fees are added as normal charges against the
Update | MBR therefore late fees can and will be assessed upon

previously unpaid late fees.

Late Fee Text describing the purpose and configuration of the late fee.

Charge Type Charge type used in assessing the late payment fee. The line item description of the late fees
on the customers invoice is based on the description of the charge type rather than the
description of the Late Fee itself. Any taxes applied to the charge type also apply to the late
fee.

Monthly Percentage | The monthly late fee percentage to charge based on the portion of the aged balance on or
over “Min Aged Date”

Min Aged Days The minimum amount of days (Aging buckets) previous line items on invoices must remain
unpaid before the unpaid amounts are counted as a late payment.

Min Amount The minimum possible amount of the late fee to be charged if there is any outstanding
balance on aging buckets on or above “Min Aged Days”.

Max Amount The maximum possible amount of the late fee to be charged.

Sort Order Used to order the display of late fees in the “Late Fees” Accounting menu.
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Charge Types

Emerald Charge Types are used to define Charge Types
the types of non-recurring charges that can  EEEEEEETT NN T TN TN S T
be manua"y applled tO an MBR (aS DINS Regstration 312 Mone Global products Delete
. - Reactivation Fee 10 None Global products Delete
account adjustments), or configured as a = = =
3 DPF Setup 20 None Global products Delete
Setup Charge onan Emerald SerVICe Type DSL Setup 20 DSL Global products Delete
These charges are typically one-time fees Colocation Setp 20 WA State Retal Global  products  Delsts
for a service (such as system setup or Buating sngine charges 0 Hone Global  Mone Delete
support calls), hardware purchases, or other et wireless hotspat neaze 20 Mom Globel ~ None  Delete
miscellaneous account charges/credits A0 houehotspol access EE i i —
! Dialup Usage 3.50 WA State Eetal Global products Delete

Charge Types defined here will be

available to the Emerald Operator to describe and provide charge amount defaults when performing account

adjustments.
Description [ONS Regiatation Choosing the Charge Types Accounting
_ Administrative option will present the display of all
| Amows 12 SR existing Charge Types. Retrieve an existing Charge
Biling Group: [Clobal ] Skeselen Gion [T =l Type entry for view and/or edit by clicking on the
Tax Group: | None = G Code: [Products z] desired entry. To remove a Charge Type, click the
oot Erergey | S Sales Tax Delete link next on the selected entry. To add a new
T Federal excise tax Charge Type, click the New Charge Type link. The
Sort Order B (eg 10 exchude) Charge Type entry fields are described below.
Update |
Description Enter an identifying description for the Charge Type. This entry will be presented within the ‘Charge

Type’ selection lists throughout Emerald.

Amount Enter the default charge amount for this charge type. The Amount can be a credit or a debit entry.
This default can be over-ridden within the Adjustment entry screen.

String ID Provides language support for charge type selection in the Emerald Ul and for reporting.

Tax Group Choose the default Tax Group for this Charge Type. Defining a Tax Group indicates the Tax Group
that should normally be applied to this type of account charge. The Tax Group default can be over-
ridden on the account adjustment screen.

Tax Exempt This provides for exclusion of individual Taxes from the chosen tax group that “subscribe” to any of
the same exemptions selected here.

Billing Group | If the Charge Type is only to be available to MBRs of a specific Billing Group, select the appropriate

group from the Billing Group selection pick list. If the ‘Global’ Billing Group default is accepted, the
Charge Type will be available to all Emerald MBRs.

Service Group

In addition to Billing Groups, this charge type is also accessible to service groups that include
“Charge Types”.

Sort Order Enter a numeric value to indicate the display order of this Charge Type entry. The sort order is used
to sort the entries from lowest to highest numerical order when the Charge Types are presented in
selection pick lists throughout Emerald. A negative value hides this charge type from the Emerald Ul
allowing it to be used exclusively for system purposes such as rating or send method charges.

GL Code GL Code for this entry.

Press the Update button to save the new or modified Charge Type entry.

Emerald v5 — Administrator’s Guide 51 IEA Software, Inc.




Taxes

Emerald Tax Groups are used to define the rate and structure of the taxes that can be applied to Emerald MBR and
Service accounts during the billing process. Once a Tax Group has been defined, it can be assigned to any number
of Emerald Service and charge Types. Taxes are applied during invoice generation, according to the Tax assigned to
the Service Type, as well as the defined regional taxation rules and the MBR and Service Types tax exemption

status.

Tax Group "State Sales Taxes"

>

Service Types

Taxes

Washington Sales Tax

California Sales Tax

Package Types

Charge Types

Tax Groups provide a grouping of taxes that can then apply to
service, package and charge types. The membership of Taxes
within a Tax Group can be made conditional based on
Country, State, City, Postal Code and Region. Also tax
exemptions at the MBR and service type levels allow further
control to exclude taxes from a tax group in special situations.

Tax Group Assignment
Taz: |WA State =
Country: [United States = State W
City: | Postal Code Ii
Region: m
Update |

T |
Description: IWashmgtun Sales Tax String ID Emerald Supports many types of tax
Amount: [5.10 o Amount Type: [Procentage = structures, including those with single, double
Piggyback Group: [Blue -1 Piggyback Order [1-First =] and piggybacked tax calculations, tax floors,
Cumulative: |Mon Cumulative 'I Taz Type: |State Sales Tax = tax CeilingS and tax limits. Emerald fu”y
Floor Limmt Ceiling Limit supports the complex Internet tax laws that
W Sales Tax are currently being implemented throughout
Subscribed Exemptions: [ Federal excise tax the Umted S_tates’ such as what has been
I" Federal line charge established in the state of Texas.
GL Code: |taxes - Sort Order: |11
Update |
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Choosing the Taxes Accounting Administrative option will present the display of all existing Tax definitions.

Retrieve an exist

ing Tax entry for view and/or edit by clicking on the desired entry. To remove a Tax, click the

Delete link next on the selected entry. To add a new Tax, click the New Tax link. The Tax entry fields are

described below.

String ID

Provides language support for invoice creation and reporting.

Cumulative

This option indicates whether the tax is to be applied individually to each charge item, or applied to the
cumulative total charges for the MBR over the billing period. Choose ‘Cumulative’ if the tax is to be
applied over the accumulated MBR billing period charges. Choose ‘Non Cumulative’ if the tax is to be
applied individually per taxable item. Note: This selection will affect the application of Tax Limits, as
an accumulative tax will apply the tax limits to the cumulative MBR charge totals and not individually
per account charge. For example, if an Accumulative tax with a tax Floor of $15.00 is applied to an
MBR with 2 services charged at $10/each, Emerald will apply no tax to the first $10.00 service and
only apply tax to the last $5.00 of the second tax ($20.00 MBR total, less the $15.00 floor). A non-
accumulative tax with a $15.00 floor would not apply any tax to the above services, as the $10.00
charge falls below the $15.00 Floor in both cases. The ‘Non Cumulative Monthly’ options apply
ceiling and floor calculations on a monthly basis for recurring accounts regardless of the payment
period of the services. For example using the ‘Cumulative Monthly’ setting with an account billed
once on a yearly basis breaks up all service costs on a monthly basis, applying ceiling and floor
constraints at a monthly rather than yearly level.

For most simple taxes the cumulative option should be set to its default of ‘Non Cumulative’.
When Price Inclusive is selected the cost of the line item being taxed is decremented from the taxable

amount of that line item. For example a 10% tax on a 100.00 (tax inclusive) line item generates a tax
line item of 9.09 changing the line items original price from 100.00 to 90.91.

Tax Type

Provide grouping of similar taxes within a tax group in a way that only one tax within the tax group of
the same tax type is applied to a given account. Recall that typically within a tax group all taxes
matching the groups criteria (location, region, exemptions..etc.) apply to each taxable item. With tax
groups only one tax having the same ‘tax type’ within a ‘tax group’ is applied.

The decision of which tax to apply is based on the tax with the most specific location matching the
MBR. For example a tax having Country, State and City defined matching the MBR is more specific
than a tax where only a Country and State have been defined and match. ‘Tax Types’ are primarily
intended to allow for variations of the same tax within a geographic area.

If no ‘tax type’ is selected all taxes matching the location and region criteria of the ‘tax group’ are
applied for all taxes in the ‘tax group’ having no ‘tax type’.

‘Tax Types’ are configured via the ‘Tax Types’ menu option located in the Emerald Admin /
Accounting menu.

Amount

Enter the tax rate in its direct numeric form. For example, an 8.1% tax rate is entered ‘8.1°.

Amount Type

The type of the amount stored in the amount field. When ‘Percentage’ the Amount field is a tax
percentage of taxable items. When ‘Static Amount’ the amount field is a static taxable amount
regardless of the cost of the taxable item.

Description

Enter an identifying description for the Tax. This value will be presented when configuring Tax
Groups.

Piggyback
Group

Piggyback groups provide for “Tax on Tax” configurations. Within a tax group taxes that have a piggy
back group set use the “Piggyback Order” field to control the order multiple taxes are applied in.

Piggyback
Order

Sets the “tax on tax” order within a piggyback group. Subsequently ordered taxes include taxable
amounts of the taxes below them.

Subscribed

When a tax subscribes to an exemption that tax will not be charged if the MBR and or service type has
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Exemptions the subscribed exemption enabled.

Floor Limit A Tax Floor defines what amount the item cost must reach before it is taxed. With a Floor Limit, tax
will only be imposed if the item total reaches the Floor value. Tax will only be imposed on the item
cost, less the Floor Limit amount.

Ceiling Limit | A Tax Ceiling defines what amount the item tax amount must reach before it can no longer be taxed.
With a Ceiling Limit, tax will only be imposed up to the ceiling limit.

GL Code GL Code for this tax.

Press the Update button to save the new or modified Tax entry.

Discounts

Emerald provides for the configuration of Discounts that

Discounts
ormal 0% Global

=

=

R H sl . Ensinesd 10% Global Delet
can b_e applied directly to |nd|V|duaI_ services upon e o, o —
creation, over all members of a particular Service Type, it 1008 Clobal Delt
or those MBRs opting for a particular payment method S b S Bee

Motmal 0 Group 3

(for example, pre-paying yearly). A typical example is

providing an educational discount, in which there may be a 10% discount to educators and students.

Discount :

Discount lSchao\— String ID l—
Amows PO [Pementage =] Choosing the Discounts Accounting Administrative option will
Billng Crovp. [Giobal =] semce Growp: [Nene _ =]| present the display of all existing Discount entries. Retrieve an
SortOrder i existing Discount entry for view and/or edit by clicking on the
_Upsate | desired entry. To remove a Discount option, click the Delete link

next on the selected entry. To add a new Emerald Discount, click the Discount link.

The Discount entry fields are described below.

Name Enter the identifying name for the Discount. This description will be used within the ‘Discount’
selection pick lists throughout Emerald.

Discount Enter the amount of the discount. Enter the value in decimal form without currency or percentage
symbols. For example, ‘5.00° for either a $5.00 or 5% discount.

String ID Provides language support for discount selection in the Emerald Ul and for reporting.

Static This field indicates the type of Discount. Choose ‘Static’ if the value is a flat discount amount,
such as $5.00. Choose ‘Percentage’ if the discount will be entered as a percentage of the cost to
which it is applied, such as a 5% discount.

Billing Group | If the Discount option is only to be available to MBRs of a specific Billing Group, select the

appropriate group from the Billing Group selection pick list. If the ‘Global’ Billing Group
default is accepted, the Discount will be available to all Emerald MBRs

Service Group

In addition to Billing Groups, this discount is also accessible to service groups that include
“Discounts”.

Sort Order

Enter a numeric value to indicate the display order of this Discount entry. The sort order is used
to sort the entries from lowest to highest numerical order when the Discounts are presented in
selection pick lists throughout Emerald.

Press the Update button to save the new or modified Discount entry.
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Billing Cycles

Billing Cycles are a key component in the configuration of your account billing method. Billing Cycles are assigned
to Master Billing Records primarily to specify the date in which billing will occur, typically relating the MBR to
Monthly, Anniversary or Calendar related billing dates. MBR Billing Cycles are used in conjunction with Service
Pay Periods to define both the date and length of an accounts billing period.

Billing Cycles

L . g Mode Billing Invoice Bill EFT Bill Crow
When a Billing Cycle is chosen for an MBR, the  Saaall Il ] Sl Siosl vl oo B

selection determines many of the primary billing 2= = e £0 3 Clobal
characteristics of the account. Billing Cycles — — - - —
define not only the date alignment of the billing == Sl oy “ > &

period (monthly, anniversary, calendar), but also ~ Mentis Montly 2 20 5 522 Delez

whether the MBR account is Balance Forward or

Renewal, the number of days in advance the account is billed (renewal notice sent) and possibly charged, if set up for
automatic payment (configured for credit card or EFT).
It is possible to define multiple custom billing cycles,

Descrption: IAnnlve rsary

R e E— however in general, the Emerald provided defaults of
ype: |Anniversary . o
Biling Croup: [Gozal =] Semce Growp: [Nere =] Monthly, Anniversary are sufficient.

Biling Mode: |Renewsl -
Allow Renewal (Days): |0 Allow Renewal (Periods): |0

Towoice Bill Days: f0 EFTICCBilDays 5 Choosing the Billing Cycles Accounting Administrative
Late Fee: [None =] Sing D [ option will present the display of all existing Billing
Defauit Exension Days): [ SortOrder i Cycles. Retrieve an existing Billing Cycle entry for
_Update | view and/or edit by clicking on the desired entry. To

remove a Billing Cycle, click the Delete link next on the
selected entry. To add a new Emerald Billing Cycle, click the New Billing Cycle link. The Billing Cycle entry
fields are described below.

Description | Enter the identifying name for the Billing Cycle. This description will be used within the ‘Billing

Cycle’ selection pick lists throughout Emerald.

String ID Provides language support for Billing Cycle selection in the Emerald Ul and for reporting.

Type Select the type of Billing Cycle being created. The Billing Cycle type determines when the

Emerald will perform the billing on the account. The options are described below:

e Monthly: Sets the start of the billing cycle to “Billing Day” (If blank the 1*" of the month).

e Anniversary: Sets the start of the billing cycle to match the MBR Start Date, or anniversary, of
the service. For example, if a service Start Date is the 18" of the month, the service will be
billed on the 18" of the month for each subsequent billing period.

e Anniversary (Period Aligned): Similar to Anniversary except that Emerald will also attempt
to pro-rate the service so that its billing date is aligned with other services in the MBR having
the same pay period.

e Calendar: Like the “Monthly” option, also sets the start of the billing period to “Billing Day”
(If blank the 1* of the month) however, this option will additionally align the Pay Period of the
service to a true calendar-based cycle. For example, Quarterly pay period billing will be
aligned with standard calendar-based Quarters, instead of just billing at quarterly three month
intervals beginning from the service account Start Date. NOTE: Calendar billing requires
the pay periods used be factors of 12 (1, 2,3,4,6 and 12 months). This is necessary to prevent
multi-year drift of “months of year” billed. See the Emerald User’s guide for more detailed
information on MBR Billing Cycle and service Pay Period options and behavior.

Billing Selects the billing rules that will be used for the MBR.
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Mode

e Renewal: With this billing mode recurring services are billed automatically provided they have
not expired or the “Allow renewal (days)” and “Allow renewal (periods)” have not been
exceeded. Renewal billing uses the service expiration date field.

e Balance Forward: This mode bills recurring services indefinitely regardless of the payment
status of previous invoices. Balance forward billing uses the MBRs credit limit in lieu of a per
service expiration date to prevent customers who have not paid for service from accessing their
accounts.

e Non-Recurring: This mode disables all automatic recurring billing for the MBR. When used
the customer and or operator must explicitly purchase and fully pay for the service before it is
granted. In this mode the expiration field is used to determine account expiration. Additionally
MBR licenses are counted against an active MBR only when there are one or more services
that have not yet expired. Non-recurring billing is useful for providing pre-paid “Pay-As-You-
Go” services. See “Admin / Accounting / One Time Charges” for details on enabling pre-paid
purchases.

Allow In the Renewal billing mode this determines the number of days past account expiration to still

Renewal allow a service to be invoiced again for its next billing cycle. By default expired accounts are not

(Days) invoiced until the outstanding invoice has been paid. Also see Billing Mode / Renewal above.

Allow In the Renewal billing mode this determines the number of billing cycles (where time is a function

Renewal of the accounts pay period) past account expiration to still allow a service to be invoiced again for

(Periods) its next billing cycle. By default expired accounts are not invoiced until the outstanding invoice has
been paid. Also see Billing Mode / Renewal above.

Invoice Bill | Enter the number of days prior to the billing period due date (service account Expire Date) that an

Days invoice should be distributed to the MBR.

EFT/CC Enter the number of days prior to the billing period due date (service account Expire Date) that the

Bill Days automatic payment transaction (credit card or EFT) for the MBR account should be processed, if
configured to do so.

EFT/CC Controls when billable amounts of unpaid invoices for EFT/CC auto pay customers are to be billed

Auto Trans | via EFT/CC based on count of days between current date and earliest starting date of the recurring

Days line items of the invoice. This setting must be less than or equal to the EFT/CC Bill Days field.
For example assume ‘EFT/CC Bill Days’ is 10 and ‘EFT/CC Auto Trans Days’ is 4. Next invoice
is created 10 days before the start of that cycle. 6 Days later, (4 days before start of next cycle) the
billable amount of the invoice can be automatically charged o the customers EFT/CC account.

If the field is left blank (recommended setting) any non-POS invoices created are immediately
eligible to be billed via EFT/CC. This field has no effect on invoices that do not have one or more
recurring line items.

Sort Order | Enter a numeric value to indicate the display order of this Billing Cycle entry. The sort order is
used to sort the entries from lowest to highest numerical order when the Billing Cycles are
presented in selection pick lists throughout Emerald.

Billing If the Billing Cycle is only to be available to MBRs of a specific Billing Group, select the

Group appropriate group from the Billing Group selection pick list. If the ‘Global’ Billing Group default
is accepted, the Billing Cycle will be available to all Emerald MBRs.

Service In addition to Billing Groups, this billing cycle is also accessible to service groups that include

Group “Billing Cycles”.

Billing Day | The day of the month that an account should be billed. When an account is created it will pro-rate to
this day. Billing day does not apply when “Type” is “Anniversary”.

Default Determines a new service default permanent extension overriding Accounting / Settings / Default

extension Expire Grace Period.

(Days)

Press the Update button to save the new or modified Billing Cycle entry.
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Pay Periods

Each MBR Service account is associated i A

with a Pay Period that defines the frequency

at which the billing for that particular Bi-Weekly Al 15Day 0% Fes Global  Delete
Service occurs. Used in conjunction with Quarterly Al IMomh 2% Yes Global  Delete
the MBR Billing Cycle, the Pay Period B Mty |l il | A B o BT
determines the billing period of each MBR =2 4 _ e b Tes e

Service. Because Pay Periods are defined

per Service and not MBR, Emerald provides the ability to create an MBR that may have one service billed at a flat
rate quarterly, but have an additional service perhaps based on network usage that is billed monthly. Emerald Pay
Periods define the number of months or days that the pay period spans, any automatic discounts that are applied to
services with the Pay Period (for example, offering a 10% discount if the user pre-pays yearly), as well as any setup
costs applicable to the pay period.

Payment Periods 1

Pay Period [omtery gD [ Choosing the Pay Periods Accounting Administrative option

Service Type: [T 5] will present the display of all existing Pay Period options.

Pesiod [ | [Mentn =] Discou dmownt 0| [Parcemage ]| RETriEVE an existing Pay Period entry for view and/or edit by
Setup Charge: [Yea =] Confirm auto CO/EFT. [Ho 7] clicking on the desired entry. To remove a Pay Period option,
Biling Groug: [Global =] Service Group: [Hanz =] click the Delete link next on the selected entry. To add a new

S Ot T Emerald Pay Period, click the Pay Period link. The Pay
Period entry fields are described below.

Pay Period Enter the identifying name for the Pay Period. This description will be used within the ‘Pay Period’
selection pick lists throughout Emerald.

String 1D Provides language support for pay period selection in the Emerald Ul, invoicing and for reporting.

Service Type | If the Pay Period option is only to be available to Service accounts of a specific Service Type, select the
appropriate type from the Service Type selection pick list. If the ‘All’ Service Type default is accepted,
the Pay Period option will be available to all Emerald Services.

Period Enter the number of months or days in the Pay Period.

Setup Charge | Option to indicate if the Setup Charge associated to the Service Type applies to MBR Service accounts
using this Pay Period. Choose ‘Yes’ to apply the setup charge, ‘No’ if not. For example, Service Setup
Charges do not apply to those billed Quarterly.

Discount Enter the amount of the discount applicable to services using this Pay Period option. Enter the value in
decimal form without currency or percentage symbols. For example, ‘5.00” for either a $5.00 or 5%
discount. Select from the drop down the type of Discount entry. Choose ‘Static’ if the value is a flat
discount amount, such as $5.00. Choose ‘Percentage’ if the discount will be entered as a percentage of
the cost to which it is applied, such as a 5% discount. Leave blank or enter ‘0’ if no Discount applies.
The discount can be over-ridden individually per Service account.

Billing Group | If the Pay Period option is only to be available to MBRs of a specific Billing Group, select the

appropriate group from the Billing Group selection pick list. If the ‘Global’ Billing Group default is
accepted, the Pay Period will be available to all Emerald MBRs

Service Group

In addition to Billing Groups, this pay period is also accessible to service groups that include “Pay
Periods”.

Sort Order

Enter a numeric value to indicate the display order of this Pay Period entry. The sort order is used to
sort the entries from lowest to highest numerical order when the Pay Periods are presented in selection
pick lists throughout Emerald.

Press the Update button to save the new or modified Pay Period entry.
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Send Methods

Emerald Send Methods are configured to
define the methods that account billings, such ;E.
as invoices and statements, can be distributed.
The Emerald Send Method default options
include Postal Mail and email format options:
Text, PDF (Requires crystal reports) and

HTML.

Send Methods
Postal hfail Mone IDE HTIL
Email Text
Emeil HTTAL
Emal PDF

f oo ||
Global
Global
Global
Global

Ione one Delete

IMone Ione Delete

Mone Delete

Delete

None

RERE

None MNone Mone

Send Methods 1

Description: [Email HTML

Group: [Al -
Print Type: |Mone »

Print CC/EFT Auto: [Mo ¥

Send Method Charge: |Mane ~

Swg D[ Choosing the Send Methods Accounting Administrative
Service Group: [Nons =) option will present the display of all existing Send Method

Email Type: |[HTML =

Email CC/EFT Auto: |No v

Sort Order: [3

options. Retrieve an existing Send Method entry for view
and/or edit by clicking on the desired entry. The Send

Updsse | Methods entry fields are described below.

Description Enter an identifying description of the Send Method. This description will be used within the
‘Send Method’ selection pick lists throughout Emerald.

String ID Provides language support for send method selection in the Emerald Ul.

Group If the send method option is only to be available to MBRs of a specific Billing Group, select the

appropriate group from the Billing Group selection pick list. If the ‘Global’ Billing Group default
is accepted, the send method will be available to all Emerald MBRs

Service Group

In addition to Billing Groups, this send method is also accessible to service groups that include
“Send Methods”.

Print Type For send methods that print paper invoices and statements the print type determines the format
printable documents are rendered to. NOTE: Some print types may not be available depending on
the reporting engine used a suitable substitute may automatically be used.

Email Type For email based send methods this determines the format of the email sent to the customer.
NOTE: Some print types may not be available depending on the reporting engine used a suitable
substitute may automatically be used.

Print CC/EFT | When the customers pay method is CC or EFT this controls weather invoices and statements for

Auto this customer should also be printed.

Email When the customers pay method is CC or EFT this controls weather invoices and statements for

CC/EFT Auto | this customer should also be emailed.

Send Method | If a charge type is selected the default amount of the selected charge type is charged to the MBR

Charge after a bill has been successfully printed for postal mailing or emailed.

Customer When ‘Yes’ send method is available for end users to select from the customer center. Access to

Access the customer center menu to change send methods is controlled from the Emerald Admin / Web
Interface / Customer Settings menu.

Sort Order Enter a numeric value to indicate the display order of this Send Method entry. The sort order is

used to sort the entries from lowest to highest numerical order when the Send Methods are
presented in selection pick lists throughout Emerald.

Press the Update button to save the new or modified Send Method entry.
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One Time Charges

One Time Charges allow customers to pre-

oo e r sy o T £ .

to access services. This feature is useful
for hotspots and pre-paid card applications
where customers may just purchase a few
hours of time and never use their account

10 hours 10 hour hotspot
networl usage access

4 hours
hotspot usage  hotspot usage

4 Hours wireless

30.50 PR

350 FPER Dicls

One-Time Charges

Dlalu Delete

Delete

again. When a one-time charge is configured and the associated charge has been paid in full the services Time Left
and or Data Left field is incremented by the amount of time purchased. NOTE: The time left field is only modified

when it contains a value. If the services time left
field is blank no changes will be made should
someone purchase a block of time.

Time charges work by associating charges with
service types and defining a corresponding
number of minutes.

If a one-time charge is configured a customer

Tune Charge: |1D hours network usage Stnng ID: l—
This provides 10 hours access to the network for a nominal fee ;I
st of §30.50
]
Charge Type: |WD hour hotspot access =] Customer Access: lra;l
Service Type: lm Package Type: lWl
Months: l— Days: l—
Minutes: IEDD— Time Left (rns): l—
Sort Order: ID—

with remote access set to “Manager” can login to
his or her account thru the Emerald customer

interface and choose from a list of options based on options configured here.

Time Charge A short name describing the plan, this name is viewable by the customer if customer access is
allowed.

String ID Provides language support for time charge selection in the Emerald Ul, while invoicing and for
reporting.

Charge Type Defines the cost and any applicable tax of the block of time being purchased.

Service Type Defines which service type is eligible to receive additional time.

Package Type Defines which package type is eligible to receive additional time.

Months * Number of months out account expiration is to be set after this one-time charge is paid in full.

Days * Number of days out account expiration is to be set after this one-time charge is paid in full.

Minutes * Number of minutes out account expiration is to be set after this one-time charge is paid in full.
* Months, Days and Minutes fields are combined when determining account expiration. If the
account is not expired the time purchased is added to the existing expiration date otherwise the
time purchased is added to the current time.

Time Left Online time in minutes to add to the accounts time bank when this one-time charge is paid in full.
If the account does not have a time left restriction time left is not set. If the account is not expired
and the existing time left value is a positive value then time left is added to the existing value. In
all other cases time left is set to the time left value.

Bytes Left Online data in bytes to add to the accounts data bank when this one-time charge is paid in full. If
the account does not have a data left restriction data left is not set. If the account is not expired
and the existing data left value is a positive value then bytes left is added to the existing value. In
all other cases data left is set to the bytes left value.

Sort Order Used to order available purchase options in the customer interface.

Description A detailed description of the plan, may include HTML and hyper-links, this is visible by the
customer if customer access is enabled and the customer purchased thru the Emerald customer
center.

Customer When set to allow customer purchase the customer may purchase the additional time from the

Access customer web site. If this is not enabled time may only be purchased by an Emerald operator
adding the charge configured ‘Charge Type’ as an adjustment or POS invoice. Note the “Admin” /
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“Web Interface” / “Customer Settings” / “Customer Website Allow Time Purchase” option must
be enabled to allow the customer to make unattended purchases from the customer interface.

Payment Types

Payment Types have a dual role of

defining the available payment methods Fayment Types Editor -
available when configuring an MBR and P“TY;Z” Description StringlD  Customer Description Sn(i::m GLCode S
the payment types selectable when Renevwal [Raneval | [Fwoice 7 Wiamal g | —
applying payment to an account. Cash [Gash I [rone =i
Payment types cannot be added or Checte [Grosk I MNone =] po
modified. This is because they require Credit Card [Gredh Card | [Actomatic Cradi Card B | [fone =] [0
special handling by emeralds billing Bank Tracsfer [Bank Trancter | e -
engine. For example the credit card Pre-Paid Card [Fre-Fard Card | | | [Hane =] &0
payment type is linked to the external Other 1 [Otrer #1 I ore  =]F—
transaction system, the pre-paid card type Ot #2 [Otner 72 | Mone =IfT |
to the pre-paid card management system Undste

and so on. The payment types editor
gives you the ability to customize the labels of each type; set the order each payment type should appear and
associate general ledger codes for reporting purposes.

The other #1 and other #2 types are user definable types equivalent in function to the “Cash” payment type. Uses for
these are site specific however some examples may be the processing of payments through an external transaction
system that does not directly integrate with Emerald. Each payment type is reported separately in payment reports
and distinguishable in the MBRs payment history. 1f you wish to use the other #1 or other #2 payment types set the
description field to reflect the use of the payment type and set the sort order to a positive value to make it visible
from the MBR payments menu.

Payment Type Internal description highlighting the use of the payment type.

Description User definable description of the payment type. This description is viewable from both
the MBR payment method selection list when editing an MBR and the payment type
selection list when applying payment to an MBR.

StringlD Provides language support for payment type selection in the Emerald Ul and for
reporting.

Customer Description User definable description available via the end-user customer account center

Cust StringIlD Provides language support for customer center payment type selection in the Emerald Ul.

GL Code GL Code used for payment reporting

Sort Order Controls order in which payment method and payment type listings are displayed

throughout Emerald. If Sort Order is less than 0 the payment type is hidden from view.

Incidents

An incident is similar to a ‘case’ or ‘ticket’ in other systems. Incidents can be used to track problems, sales, the
progress of projects and other situations as necessary. Emerald Operators and Customers through the customer
account center have the ability to create and manage incidents. Features such as due dates, prioritization,
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assignment, time tracking,
wide range of situations.

escalations, email notification and custom data fields allow incidents to be useful in a

#» Admin Incidents Menu

| Incident Types | | Incident States | | State Groups | | Operator Roles | | Priorities

Incident Types

Incident Types allow you to

categorize the customer
support incidents tracked
within Emerald. This is
especially useful for

summarizing to help evaluate

incident data.

Choosing the Incident Types
option will present the display

Incident Types
Login Error Logn Information error Mone Global Mone
Dialup Software Dialup Software problem Mene Global Mone
Mlodem Mlodem Confimuration Problem  Mone Global Mone
Computer Hardware Computer Hardware Mone Global MNone
Password Change Password Change Mone Global Mone
Unknown Tnknown Meone Global Mone
DEL Installation DEL Installation dslinstalls@iea-software. com  Global Mone

of all existing Incident Types. Retrieve an existing Incident Type entry for view and/or edit by clicking on the
desired entry. To remove an Incident Type, click the Delete link next on the selected entry. To add a new Emerald
Incident Type, click the New Incident Type link.

Incident Type: ll_ogm? State Group lm
Description |L0g\n Infarmation error
Email | DefaultRole [None =]
Billing Group lm Service Group INune j
Show Priotity [Yes =] Show Email [No =
Show Duration m Show Due Date IFS;I
Zhow Customer Access lrs;l Per Incident Due Diates m
Show Summary m Customer Access m
Owerdue Days IS— Escalate Days l—
TWarn Days |3— Sort Order |1—
Update |

The Incident Type entry fields are described below.

Incident Type Enter a short descriptive name for the Incident Type.

State Group Provides a listing of possible incident states applicable to this incident type.

Description Enter a longer comment or description to clarify the Incident Type.

Email If a particular person should receive notice of activity regarding this type of Incident, enter
the full email address of the person to be notified when this type of incident is created. If left
blank, notification will be sent to the Administrator, as configured in the Emerald SMTP
configuration.

Default Role For new incidents added from the customer account center and optionally operator interface
setting reflects default role incidents are assigned.
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Default Applies To

When ‘Customers Only’ default role applies to incidents created by end users from the
customer center only. When ‘Customers and Operators’ default role applies to new incidents
generated by operators and end users.

Billing Group

Optional Billing group to restrict use of this incident type.

Service Group

In addition to Billing Groups, this service type is also accessible to service groups that
include “Incident Types”.

Show Priority When enabled the priority selection list is displayed. Priority is used to set the relative
importance of the incident.
Show Email When enabled the Email field used for emailing copies of the incident is displayed.

Show Duration

When enabled the Time field is available when adding incidents and actions. The total time
for the incident and all actions is also displayed. The time field is intended for time tracking
purposes possibly to assist in the calculation of billable hours for services provided.

Show Due Date

When enabled the “Resolve By” date is displayed showing the date this incident should be
marked as having been resolved by.

Show Customer Access

When enabled the Customer access check box is displayed for the incident and during the
creation of new actions. Customer Access allows the customer access to view incidents and
actions created by an operator.

Per Incident Due Dates

When enabled the Due Date field is available when adding a new incident. The Due Date
field overrides the assumed due date which is based on the “Overdue Days” field below.
When an Incident is overdue the escalation procedures for overdue incidents are followed
(See “Operator Roles™)

Show Summary

When enabled the Summary field is displayed above the Incident to provide a title or short
description of an incident. The Summary field is not required and if not provided or not
enabled the first several words from the incident will be used in lieu of the summary field.

Customer Access

When enabled customers adding new incidents from the customer account center are able to
select this incident type. If Customer Access is not enabled only Emerald Operators may add
incidents of this type.

Overdue Days

This field determines the “resolve by” date of an incident. When an open incident is assigned
to a role and has been open longer than Overdue Days the overdue escalation procedure for
that role is followed.

Escalate Days

Determines number of days an open incident assigned to a role is automatically escalated
following the escalation procedure for that role.

Warn Days When set a warning is sent to the owner of the incident after an incident has been open for the
number of days specified.
Sort Order Enter a numeric value to indicate the display order of this Incident Type entry. The sort order

is used to sort the entries from lowest to highest numerical order when the Incident Types are
presented in selection pick lists throughout Emerald.

Press the Update button to save the new or modified Incident Type entry.

Add Data Type

In addition to the above field options

Data Type IString 'I

Field Name |
Costomer Access Vo8] Searchable [Voe =] add.itional c.ustpm.fields can pe made
Reauired [Fo 3] Valdation RegFsp | available Wlth 1gc1dents by ch.ck the “New
Sort Order [ Cust_om Field” link for_ an Incident Type
anytime after the creation of the new type.
Field Name Label defining the purpose of the custom data field.
Data Type The type of data being stored in the custom data field.
Customer Access When set “Yes’ customers are able to enter information for this custom data field from the
assistance menu of the customer account center.
Searchable When set “Yes’ the contents of this custom data field are searchable from the Support /
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Incident Search menu.

Required

When set “Yes’ the operator entering a new incident is required to provide a value for this
custom data field when creating or updating an incident

Validation RegExp

Regular expression the custom data field must satisfy before an incident can be created or
updated. Regular expression syntax is based on JavaScript compatible regular expressions.
The following are examples of regular expressions:

At least three characters (ABCDEFG): \w{3}

Exactly 5 numeric digits (12345): M\d{5}$

Three word characters then three numeric digits (ABC123): Mw{3}\d{3}$

MAC Address Format: ~[\da-f]{2}:[\da-f]{2}:[\da-f]{2}:[\da-f]{2}:[\da-f]{2}:[\da-f]{2}$
Ipv4 Address Format: Md{1,31\\d{1,3)\\d{1,31\\d{1,3}$

SQL Query SQL Query used to retrieve a listing of possible values for the custom data field. The query
must return a single result set containing the columns ‘Value’ and ‘Description’. Value
contains the stored value or primary key of the selection and Description contains a textual
description of the selection to the operator.

Sort Order Relative order this field appears in relation to other custom data fields defined within this

incident type.

Incident States

The Incident States option allows you to
customize the status categories available
for the tracking of Emerald Incident entries.

Incident States

Sioe Growl  Stae | DoserivionoveaBvaifscatciocPuiivepecess |
Open Noe Mo Mo

3 State
Default Open & Yes No No Mo Tes

This allows the ability to tailor the
available states to meet the particular

informational needs of your organization.

Incident Status types are informational

and are used only for reporting and incident

grouping.

Choosing the Incident States General
Administrative option will present the
display of all existing Incident States.

Retrieve an existing Incident State entry for

Default Aissigned Assigned Yes No No Mo Mo Mo
Default Escalated Escalated Yes Mo Xes Mo Mo Tes
Default WP WIP Yes Mo No Ho HNe es
Default Resolved EResolved Ne No No Mo Mo Tes

onl Default Closed Closed Ho Mo No Ho Ne Fes
Y Default Closed Closed Ho Mo No Ho Ne Fes
Default Closed Closed Ho Mo No Ho Ne Fes
Detault Other Oiher Yes Mo Mo Ho Mo Tes

DEL Install  Qualfication TWaihing for Results of Qualification  ¥Yes Mo INo Tes Mo Tes

DEL Install  Local Loop TWaihing for local loop mstall Tes Mo No Tes Mo Tes

DEL Install  Custorner Install — Waiting for Customer Install Yes Tes Mo Tes Mo Tes

DEL Install  Worlang Customer DSL Installed and working o Mo Mo Mo Mo Tes

DEL Install  Quahfication Faled Custemer Failed Loop Qualificaion Mo Mo Ne Mo Mo Yes

view and/or edit by clicking on the desired entry. To remove an Incident State, click the Delete link next on the
selected entry. To add a new Emerald Incident State, click the New Incident State link. The Incident State entry

fields are described below.

Incident State IOpen— State Group Im
Description |Open
Status Open m Status Escalated [No  ~
Wattmg for Customer IE, Archive or Enowledge Base m
Status Blockmg IE, Customer Access IE[
Availability [Incidents & Actions = csseme [
Sort Order |1—

Incident State

Enter a short descriptive name for the Incident State.
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State Group

Sets the “State Group” this incident state are a part. State groups provide a grouping
of Incident States which is assigned to Incident Types.

Description

Enter a longer comment or description to clarify the Incident State.

Status Open

When enabled the Incident is considered Open and unresolved

Status Escalated

When enabled the Incident is considered Escalated and the escalation rules for the
Operator role the incident is assigned are followed.

Waiting for Customer

When enabled the Incident is dependent on additional information or feedback from
the customer.

Archive or Knowledge Base

When enabled the Incident is eligible to be included in a customer knowledge.
Currently unused by Emerald and provided for informational purposes only.

Status Blocking

When enabled the Incident is considered important enough to block an action from
occurring. An example of this would be a bug that prevents the rollout of a
customer website.

Customer Access

Reserved for future use

Availability

When set ‘Incidents & Actions’ this state is available to be applied at either the
incident or incident action level. When ‘Actions Only’ the state can only be applied
to incident actions. Within the client interface - incident states showing ‘Actions
Only’ begin with the ‘*’ character and will not automatically change the state of the
underlying incident.

CSS Style

Sets the CSS style for the incidents in this state when viewing a listing of incidents
or making a selection from the Status field. Setting a style can make a particular
incident state stand out by changing its color or choosing a different font size or font
style.

Sort Order

Enter a numeric value to indicate the display order of this Incident State entry. The
sort order is used to sort the entries from lowest to highest numerical order when the
Incident States are presented in selection pick lists throughout Emerald.

Press the Update button to save the new or modified Incident States entry.

State Groups

State groups bundle sets of “Incident States” so that the bundle of related “Incident States” can easily be applied to
an “Incident Type”. After a state group is created the new state group is available to be associated with “Incident
Types” and “Incident States”.

Operator Roles

Operator Roles

Assignment of responsibility for an incident _ _
in Emerald is accomplished using Roles. A TR

: Assigned Operators -

Assign Strategy

R I . h I . I . f Techrical Support Eound-Robm (far’ admin aadmin
ole is the logical grouping of operators oo e e (usbas i ot

with similar responsibilities. For example
all support staff may be assigned to the role

Balance Open (unfair
Balance Open (unfair

Development Delete

DEL Installations

= = & &

Delete

of “Technical Support” and all accounting

staff assigned the “Accounting” role. Whenever a new incident is assigned to a role the routing configuration
defined for each member is examined and the system automatically selects a member of the role that will take
responsibility for processing of an incident until it is closed. Note that it is not possible to assign incidents to
individual operators. Instead a role can be created with
the operators name and the operator assigned that role.
We recommend in these cases instead a more abstract

Operator Role

Eole ITechnicaI Support
Group | All *| Assignment Strategy |Ela\ance open incidents {unfair j

Emerald v5 — Administrator’s Guide 64 IEA Software, Inc.



role be created which speaks to the specific job function of the operator. This approach provides for more flexibility
as your organization evolves.

Automatic assignment is dependent upon the assignment strategy of the role. Using the “Balanced” strategy when an
incident is assigned the system examines each operator’s current load of open incidents. The operator with the least
number of open tickets with respect to the target and maximum open count configured for the operator is assigned
the incident. Using the “Round-Robin” strategy incidents are evenly distributed to operators regardless of the number
of open incidents they have. Round-Robin respects target and maximum open count configuration. Another factor
for automatic assignment is tier groups. These groups are used for overflow assignment to a secondary set of
operators who may be managers or work in other domains but have the requisite knowledge to resolve an incident.

A good example of where tier groups are useful is holidays where incident volume may exceed the capacity of the
primary tier to handle.

The “Balanced” strategy is designed Assigned Operators
to favor the end customer and D F Operator F Group | _Targsc Open | Max Open_E ier | Bicalats | Overdu |
assumes all operators are acting 2 peerd Al @ 100 B = s Lty

3 admin All 100 1000 1 Tes Tes Delete

collaboratively in the best interests of
the customer. It is relatively trivial for an operator to open and assign irrelevant incidents or keep resolved incidents
open longer than necessary in a bid to reduce their total incident load over time. Therefore especially in larger
organizations it is recommended managers review metrics such as the volume of answered requests on a per operator
basis.

Edit Operator Role Settings

Cperator: Iadmin vl Eilling Group: IAII 'I
Show Past Due: I‘r’es vl Show Escalated: IYes 'I

Target Cpen Count: |5 ez Open Count: |1D

Tier: |1
Operator Emerald operator to assign to this role.
Billing Group When not set “All” this operator will only be assigned when the incident created is a member
of the same billing group specified here.
Show Past Due If “Yes” overdue incidents assigned to the role also appear in the operators open incidents list
and an overdue escalation notice is sent to the operator.
Show Escalated If “Yes” escalated incidents assigned to the role also appear in the operators open incidents list

and an escalation notice is sent to the operator.

Target Open Count | Under ideal conditions this reflects the number of open incidents this operator is expected to
handle at any one time. This field is used to calculate which operator in the role is the best
candidate to be assigned an incident based on operators’ current distribution of open incidents.

Max Open Count Reflects the maximum number of open incidents this operator is allowed to have.

Tier Tiers provide for ordering of assignments to operators within a role for overflow purposes. If
the “Max Open Count” for all operators in the lowest tier has been reached incidents will
begin to be assigned to the tier above the lower and so on until all tiers have been exhausted.
If this happens the incident is assigned to the operator least over “Max Open Count”
regardless of tier. Operators in higher tiers are generally managers and operators who have a
different primary job function from the role.
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Priorities

This menu provides the priority selection list Priorities
available when adding or modifying an incident. F
- - .y - i) Low clete
It is also the source of priorities used for the ) omal T
rule ordering within the rating engine. (See 2 Above Nerinal Delte
“Rating”). The included priority levels should = — —
40 Very High Delete
not be removed. 0 Critcal Debe

Priority Editor

Update i

Level Numeric value describing the relative priority. Lower numbers reflect a lower priority while higher
numbers indicate higher priority.

Priority Description of the priority level such as “Low”, “Normal” and “High”.

String ID | Provides language support for priority selection in the Emerald Ul and for reporting.

Rating

o 122w Admin Rating Menu
Wlthlﬂ Emerald | Rates i | Rule Sets | | Time Sets | | Rate Classes | | Intervals

rating is the process

of taking available

usage information such as network flows or call detail records (CDR) matching this data to an account
(Classification) based on defined rules and available customer information to charge the account for usage and or
enforce usage limits.

A popular example of rating is rate plans used in the cellular telephone industry where monthly plans include
wording such as “300 any time minutes and unlimited night and weekend calling”, “$1.00 for the first 20 minutes
and .5 cents each additional minute” Emerald provides the framework to enable the configuration of both simple and
complex rates and to rate data from a humber of disparate sources outside of those included within Emerald.

Before we begin looking into the configuration of the Emerald rating engine it’s necessary to become familiar with
terms used throughout this section.

Term Definition

Rate Source Refers to the source of data to be rated. Examples of rating sources are “call detail records” and
“network flow records”

Rating Classifier | Classifiers are rules used to associate data from a “Rate Source” with specific accounts within
Emerald. An example of classification is associating the destination IP Address of a network
flow record to a specific MBR/Service or associating an email address or user name to a
specific MBR/Service.

Time Set Represents a grouping of time periods such as “Nights and Weekends”, “Holidays” and
“Business Hours”. These groupings are generally used to apply different costs based on time of
day, day of week...etc.

Dimension Refers to “what” is being rated. In most cases the rating dimension is either “Time” or “Data”.
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Examples of a rate in the time dimension is “$1.00 per 5 hours” whereas the data dimension
“$1.00 per gigabyte”

Interval Intervals determine the units rating charges are based. Examples of Intervals are “minutes”,
“hours”, "megabytes” and “gigabytes”. Intervals are defined based on “Dimension” relative to
the base units provided by a rate source such as “number of seconds” or “number of bytes”

Attribute Represents a field from the data of a “Rate Source”. Examples of fields from a call detail
record include “calling number”, “called number” and “call duration”. Examples of fields from
a network flow rate source are “Source Address”, “Destination Address”, “Source Bytes”,
“Source Port”..etc.

Rule Set In simple terms rule sets associate a cost to an interval. An example of a rule set is “10 cents
per minute”. Or “$1.00 per gigabyte”. Rule sets provide configuration of complex rates based
on the contents of attributes and or the accounts prior usage history.

Data Rate A rule set defined in the “Data” “dimension”.

Time Rate A rule set defined in the “Time” “dimension”.

Rate Class Used for the association of Emerald “service types” with a rate. Multiple rates can be assigned

to a rate class and multiple service types can be assigned to a rate. Examples of rate classes

LEINT3

include “time limited customers”, “unlimited network access” or “Priority customers”.

The following diagram shows how the Emerald rating engine processes data. Data from the “Rate Source” is
“Classified”. Next each rate sharing the customers “Rate Class” is executed and the results summarized into
Emeralds usage summary database which is later used to generate a usage charge against the customer’s account.
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Rate Source (Accounting Data)

Rate Classes
(Service Types)

Emerald Customer Info Rating Classifier

Rating Rule Sets Process Rating Data

(Calculate Cost)

Rating Time Sets

Emerald Rate History (Account Rating Summary)

Note a single record from “Rate Source” can be rated multiple times provided that multiple rates are defined and
match one of the available classifiers. This is done to support complex rate plans and settlement / reseller
environments where multiple customers may be charged at different rates for the same usage record.

The following diagram is presented as a guide to show the dependencies involved when configuring a Rate. We

recommend configuring items from the bottom up to in this diagram to ensure you have configured the necessary
options at each level streamlining the configuration of rates.
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Rates

N
Account Source Rate Class
(Rating Classifier) Charge Type Rate Source
AN

Rating Attributes
GL Codes Service Types

Data or Time Rate
(Rule Sets)

Rates

Rates join together all aspects necessary to cost usage. These include Account Source, Charge Type, Rate Class,
Rate Source and Rule Sets. Before proceeding to configure Rates it is necessary to make sure Charge Types, Rate
Classes and Rule Sets have first been configured.

Rate Name Description of the rate

Rating Source See Admin / Advanced / Rate Sources

Rate Class Assigned rate class. See Admin / Advanced / Rate Classes

Account Source Represents the “Rating Classifier”. See Admin / Advanced / Rate Classifiers. A helpful
description of each account source is displayed as it’s selected.

Charge Type Represents the Emerald charge type used when creating a charge for the accounts network
usage. See Admin / Accounting / Charge Types.

Data Rate Rating Rule used to calculate usage fees based on the “Data” “Dimension”

Rate Auth Requests | When enabled and when rating is enabled in the RadiusNT/X administrator authentication
requests are rated to enforce configured usage limits and or calculate a limited session
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duration based on the accounts available balance.

Auth Session When Rate Auth Requests is enabled this controls weather a session limit should be imposed

Limiting based on the accounts available balance. Note that even when session limiting is disabled
other forms of session restrictions configured in the Rating Rule still apply.

Auth Max Session Used to enforce a maximum session duration after which the user must re-authenticate to

Time (Seconds) regain network access.

Minimum Monthly If any network usage is recorded for the users monthly cycle this defines the minimum

Charge amount to be charged to the account. Note that if there is no network usage during the users

monthly billing cycle a minimum charge is not assessed.

Maximum Monthly | Defines the maximum possible amount that can be charged over the users monthly billing
Charge cycle regardless of what costs are defined.

Time Rates Set of Rating Rules used to calculate usage fees based on the “Time” “Dimension” note that
multiple time sets may be defined. When multiple time rates are defined all relevant time
rates are used when rating data. If time rates overlap the highest priority followed by the
most specific time specification is used for that period.

Eate Mame |1D cents par hour

Eating Source |Ca|l records j Eate Class IDiaIup 'l
Arceount Source |End-User RADIUS Call Recordsj Charge Type |Dia|up Usage j

Charges the end user for thewr Call usage.

Data Eate |[N0 Diata Rate] j
Auth Session
Eate Auth Requests I‘r‘es 'l . |L|m|t Session to avaliable balance x|
Liniting
Auth Mazx Session I—
Time (Seconds) 200
Tulinirnm Blonthly IS‘SD— Mlazarmum Wonthly I—
Charge Charge
Update |
Time Rates
FD I Tmese  F Ruese P
11 Complete Vear 10 cents per hour Delete

Rate Classes

The rate class is used to associate one or more Service Types to one or more Rates. Typically for each rate plan a
rate class with the same description of the plan will be defined. Once a rate class is configured it is available for
selection from any Service Type or Rate.

Rate Class R

Rate Class |$1FGEI rate plan

Update

Rule Sets

In simple terms rule sets associate a cost to an interval. An example of a rule set is “10 cents per minute” or “$1.00
per gigabyte”. Rule sets provide configuration of complex rates based on the contents of attributes and or the
accounts prior usage history.
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Rule Set Name Descriptive text illustrating the purpose of the rule set

Rating Source The rate source this rule set is applied to.
Rating Dimension Sets the “Dimension” the rule set is applied to. “Time” or “Data”
Rating Type This controls the advanced configuration interface used when clicking the ‘Configure’

link for a rule set after choosing Admin / Rating / Rule Sets. Normally this is
‘Standard Rating’. Other interfaces may be available in the future for application
specific advanced configuration of rating rules.

String ID Provides language support for the rule set name when rendering invoices.
Interval The “Interval” this rule set is based on.
Per-Session Rounding Controls per record rounding cost based on Interval and Per-Interval cost.

Default Per-Interval Cost The default cost per interval, the default cost can be overridden by configuring an
advanced rating rule.

Eule Zet Mame |1D cents per hour

Eating Source ICaII records j Eating Type IStandard Rating 'l
Rating Dimension ITime 'l String ID I
Interval |Hour = Per-Session Founding IRound Up Vl

Diefault Per-Interval Cost ID.1D11

Update |

“Standard Rating” advanced configuration

Advanced configuration allows rating and authentication decisions to be made based on the contents of “Attributes”
in the “Rating Source”. The example below uses the Standard Rating interface.

Change Type - The first rule “10 hour discount” provides a small discount after the accounts total session duration
has exceeded 10 hours. Note the “Change Type” column for this rule is set to dynamic. “Dynamic” attributes are
constantly evaluated throughout the “Dimension” being rated while data in other dimensions are proportionally
scaled and averaged in relation to the rated “Dimension”. For example let’s assume the session being rated has a
duration of 2 hours and the users total monthly usage to do has been 9 hours. The first hour of usage is rated at the
normal fee of 10 cents per hour. However the second hour of the same session is rated at 9 cents per hour since the
10 hour discount condition has now been met.

Priority - With complex rating rules explicit and implicit priority becomes very important. Let’s examine the last
two rules defined here - the very expensive rule for 2/HR applies when callers phone number begins with “509”
however the eXtraordinarily Standard Rating Configuration - 10 cents per hour

applies when the caller’s 3 : : Type | Type § !
phone number is Default ’m

“5093281111” On]y one rule TotalTims Dynamic TGieater 25000 Eu.ration inﬂ:econds across all sessions within the
can apply at any instant = ngmen
throughout the “Dimension” |Default ||IEA prefi lockout  Cost: 1.00 Per Hour ‘

- . . Tpload Fuploaded during an authenfication rating recuest
being rated s_o.what happens AutReject  Staic P00 o soquest 5 rejocted
when the conditions of more I AutbReiect is woloaded d P
than one rule matches? The Upload Tour telephone ratinl; rec;JlEeZt :nltllf :ialeue ofRej:ilt ?ll) Eiils -

. .. ) AuthBejecthlsg Static prefiz is currently
h|ghest pnonty followed by Attributes tocked out attribute contams an optional reject reason sent for
e . : inf ietial
the most specific rule is Ormaiona! puposes
I - . EBegms Phone number, MAC or other identifiing network

chosen. The p”o”ty field (allerID Static With 203434 source address of the user

prOVIdeS for eXpIICIt Orde”ng |Default ||Th.15 15 a very expenstve rule  Cost 2.00 Per Hour ‘

. Eegmns Phone number, MAC or other 1dentifing networle
CalletTD Static TWith 207 source address of the user
|d |Default ||Thls is an extrodinarily expensive nile flast resort rule test)  Cost: 3.00 Per Hour ‘
Emerald v5 — Administrator’s Gu o
CallerdD Static Eszact 5093281111 Phone number, MAC or other identifying network

Match source address of the user




of rules however it is not always necessary or desirable to order rules explicitly such as for the example in this image
— a number of factors are combined to determine what the “most specific” rule is. First the number of parameters
matched is considered; second the match type combined with relevant information from the Data field. These factors
are combined to determine which is the most specific. In the example in this image the rule providing an exact
match for “5093281111” is more specific than the rule matching “Begins with 509” since both the type is exact
match and the number of characters matched is greater.

Upload Attributes — Upload attributes are special match types, which are not actually used to match a condition and
do not have any effect on the calculation of implicit priority. Instead they provide additional output to the rating
engine beyond the calculation of cost when they match. Typically upload attributes are used with RADIUS
authentication to enforce session limitations thru the rating engine. In the case of the example in this image “IEA
prefix lockout” if the callers telephone number “begins with 509444” their RADIUS authentication request is
rejected with a reply-message attribute of “Your telephone prefix is currently locked out”. You could also configure
restrictions for monthly data or time usage. For RADIUS authentication restrictions to be enforced the “Enforce
cost-based session limits” option in the Advanced section of the RadiusNT/X admin must be enabled. Upload
attributes are also used in the design of rating “Classifiers”.

“Voice Destination Rating” advanced configuration

This rating type is used to perform rating of voice calls based on the destination number dialed. There are three main
components for voice destination rating: “Destination Sets”, “Destination Groups” and “Conditions”.

| Destination Rates || Destination Groups || Destinations || Conditions |

Destination sets provide a grouping of related phone numbers, destination prefix or suffix matching. An example of
a destination could be an area such as a state, country or continent. Destinations may also be used to group class of
services for example directory assistance and toll free numbers. Each destination set can be merged with like-
minded destination sets by way of destination e

groups. As an example a destination group may ST SN SENCTTTTNN SN ST S

be Iabeled after a Country Containing many 8] Information services Delete 5] Affica (Global Delete 3] Asia (Global Delete
2] Eurcpe (Global Delete 6] Morth America (Global Delete 7] Oceania (Global Delete

destination sets covering specific geographic

. 4] South Amenca (Global Delete
areas within that country.

Conditions - VoIP H'H 5 H H H
Conditions provide matching rules or authorization
oriovicy farribue f Chonee | Match Bopp . F Attribute Description - s
changes for destination sets. Examples of conditions
Default || Originate from [EA Software  (Global) . - - . .« .
CallerD  Static Exzact 5094442455 Phene number, MAC or other identifying network source used for matc_hlng are appllcatlon Of _SpeCIaI prICIng
] e e based on calling number, port or device type. An

example of an authorization condition would be to reject RADIUS voice call authorization requests where the dialed
number matches a particular destination set or inject any RADIUS reply attributes into the authorization response.

Destination Sets

Description IAsia
Dest Attribute: [NASPorDNE =] Availability. [All Rule Sets =]
Hatch all calls to ASTA =]
Comments
[
Sort Order IEI—
Update Destination
Description Text uniquely describing the destination set

Dest Attribute Rating attribute used to match the destination number or address. In most cases the correct
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attribute will be selected automatically for you. This may be changed if you need to match
different criteria such as phone number stored in the User-Name field or the calling rather than
called number.

Availability Controls the scope of availability of this destination set throughout the system. When set “All
Rule Sets” all Rating rule sets having the voice destination rating type have access to this
destination set. If the destination set is intended to be specific to a single rule set setting
availability to the specific rule set will prevent it from being visible to other rating rule sets.

Comments Descriptive text describing the purpose of the destination set and any important notes operators
may need to be aware of.
Sort Order Enter a numeric value to indicate the display order of this destination set entry. The sort order is

used to sort the entries from lowest to highest numerical order.

After defining the destination set multiple destinations can then be added to the set. A destination is a specific
number or prefix/suffix with an associated cost. (For example dialing 5551212 costs $.25 per call)

Description: IJapan
NASPortDNIS: [01181 Match Type: [Begins With x|
Interval Cost: W Interval Option: lm
Bong Charge l— EBong Option, lm
Static Cost l— Static Option: lm
Country: IJapan = State m
City/Location I Sort Order IEI—
Update & Return || Update & Mext Destination { Cancel |

Description Text uniquely describing the destination number.

NASPortDNIS This field may be different depending on the selected “Dest Attribute” defined in the
destination set above. This field always contains the number, address or prefix/suffix to be
matched.

MatchType Determines the method of matching the Dest Attribute (NASPortDNIS) field. Available

options are “Exact Match”, “Begins With” and “Ends With”. Note that exact match has
higher match precedence than begins with or ends with regardless of the number of digits
matched.

Interval Cost Sets per-interval pricing should this destination be matched. The interval is based on the
interval of the rule set. Note for destination sets with Global Availability it is recommended
all voice rating rule sets share a common interval to prevent confusion with pricing

structures.

Interval Option Controls weather cost multipliers defined at the “Destination Rate” level can effect this
destinations pricing.

Bong Charge Defines a static price charged to initiate the call/session in addition to any per-interval
pricing.

Bong Option Controls weather cost multipliers defined at the “Destination Rate” level can effect this
destinations pricing.

Static Cost Sets the final cost of the entire call/session at a fixed flat rate. When static cost is set Bong
Charge and Interval Cost are not used for cost calculations.

Static Option Controls weather cost multipliers defined at the “Destination Rate” level can effect this
destinations pricing.

Country Optional informational field used to report the country the Destination is associated

State Optional informational field used to report the state the Destination is associated

City/Location Optional information field used to report the city or location the Destination is associated

Sort Order Enter a numeric value to indicate the display order of this destination entry. The sort order is

used to sort the entries from lowest to highest numerical order.
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Conditions
The configuration of conditions mirrors the “Standard Rating” rating type. Please see the “Standard Rating”

advanced configuration section above for information on configuring conditions.

Destination Groups

Destination Groups - VolP

I T e S
DPlanet Earth Click Here to add anew destination to this group.

Afiiea Wone Delete

Asia None Delete

Europe Ione Delete

North America Ione Delete

Qceania Hone Delete

South America Hone Delete

Destination groups define a set of destination sets enabling high-level configuration of “Destination Rates”.

New Group Member

Destination: |Information services | Condition |Or\gmate fram IE4 Software =

Destination Destination set to add or update the Destination Group
Condition Optional condition associated with destination group

Destination Rates
This menu controls which defined destination sets and destination groups are used in the rating process with an
option to apply a cost multiplier based on pricing set at the destination level of each destination set.

Edit Destination Rate 1

Destination St [Furops =] Conliton |Oiginats from IEA Suftwars =]
Destination Group: [[More] =] Multiplier. [080
Comments: [50% off Eurape discount
Active: [Yes 7]
_Updats |
Destination Set Destination set to include in the rating rule set
Condition Condition applicable to selected destination set
Destination Group | Destination group to include in the rating rule set
Multiplier Optional cost multiplier on each destinations price that allows a cost multiplier to be used.
Comments Informational message describing the destination rate
Active When Active the destination rate is included with the rating engines active rule set. When
inactive the destination rate is not processed by the rating engine.

Time Sets

Represents a grouping of time periods such as “Nights and Weekends”, “Holidays” and “Business Hours”. These
groupings are generally used to apply different costs based on time of day, day of week...etc.
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Times / US Holidays

rTime of [ Months of Days of Month ‘mnh Description
. Day Year

Day 1 Default New Years Day
Description |Weekends
Week Mon Tue Wed Thu Fri Sat Sun
Start Time End Time Martin Luther King
Months of Vear [ Tamary Priotity lm 7 Jatmary 2d m Defanlt Day
[+ Febuary Day of Month
¥ March Tt T Week Mon Tue Wed Thu Fri Sat Sun
eeis of Motth 7 1st Week .
'li ﬁ{pﬁl I —— B Iday - m Default Memorial Day
2 W 3rd Week
B9 June ¥ Last Week El July Day 4 Default Independance Day
e Jul
I;A:;ust Days of Week [ Wfonday Week Mon Tue Wed Thu Fri Sat Sun
@ September ™ Tuesday 10 September m Default Labor Day
¥ October M Wednesday
P November I Thursday Week Mon Tue Wed Thu Fri Sat Sun
¥ D b ™ Friday L
- | P AR B e o
I Sunday
13 Diecember Day 24 Default Christmas Eve
M 14 Diecember Day 25 Default Christmas
Description Natural language description of the configured time. For example ‘New Years Day’, ‘Nights’,
‘Weekends’
Start Time If the time is based on time-of-day the start time represents the starting hour and minute the time
is to apply.
End Time If the time is based on time-of-day the end time represents the ending hour and minute the time is
to apply. Note if the Ending time is less than the Starting time the period wraps thru the next
days ending date.
Months of Year | Months out of the year that applies to this time.
Weeks of Week numbers that apply to this time. Note that the Last week represents the last occurrence
Month within the month.
Days of Week Days of the week that applies to this time.
Priority Priority is relative to all time sets applied to a rate. The most specific time having the same

priority is used. Specificity is based on both yearly day coverage and daily time coverage of the
individual time items within a time set.

Day of Month

If set the time interval applies to the configured day of month only. If not set “Weeks of Month”
and “Days of Week” must be configured.

Rating Data Sources

Data sources provide a method of rating many forms of data contained both externally and within the Emerald
database. Possibilities include external call detail records, web server access logs, firewall logs and orders. All data
must be available via an ODBC datasource and returned in a single ODBC result set. On a per-record or per-query
an update query can be executed to mark in the external database the record(s) having been successfully rated.

When executing the query all field names available in the ODBC result set are available to be sent back for reference

purposes in the update query.

The following diagram shows the process of rating external data.

Emerald v5 — Administrator’s Guide 75

IEA Software, Inc.

Dielete

Delete

Delete

Delete

Delete

Delete

Delete

Delete



— External ODBC Result Set (Data Query)

Rating Engine

Emerald Rating

0O 9 W S = -

>

Summary
(Rate History)

External ODBC Successful
rating query (Update Query)

Internal Data Source ID which uniquely identifies this data source. When selecting a new ID
you must choose a number greater than 10,000 all numbers below 10,000 are reserved for future
use by IEA Software.

Rating Source

Rate source containing a listing of available attributes and a description of their use and data
types within this data source. Rating Sources can be configured from the Admin / Advanced /
Rate Sources menu — however this configuration is beyond the scope of this document and basic
support services.

Description

Informational field used to describe this data source and intended use.

ODBC DSN

An optional ODBC system data source, if this field is left blank the Emerald database is used.

Use Transactions

This should always be enabled except for cases where the external ODBC data source does not
support transactions. Transactions ensure consistency between rating operations and update
query and protect against loss of revenue or double charging in the event of database failure.

Username If an external ODBC DSN s defined this sets the username parameter (UID)
Password If an external ODBC DSN is defined this sets the password parameter (PWD)
Data Query Query used to retrieve an ODBC row set of available fields. Field names should contain

alphanumeric characters only. The following internal field names hold special meaning to the
rating engine and must be used as intended or avoided. Required fields do not necessarily need
to be sent if a rating classifier is being used to provide the necessary information.
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Field Name Required | Description

RateClassID Yes “Rate Class” identifier specifying which rate(s) apply to the
data being rated. See Admin / Rating / Rate Classes.

AccountID Yes Emerald service AccountlD responsible for generating
usage but not necessarily the account charged for usage.
See CustomerlD below.

BillDay Yes Usually the value of the customers MasterAccounts.BillDay
field. Controls the monthly period of which summary
records apply.

Data For Data | Value of the “Data” “Dimension” this usually refers to the

Rate number of bytes, units, etc. being rated.

AmountLeft No Reserved, Not used

AuthReject No Reserved, Not used

AuthRejectMsg No Reserved, Not used

CustomerID No This must only be defined if you need to charge an MBR
that is different from the MBR of the AccountID field
above.

StartDate Start + Session starting date used when rating in the “Time”

Stop OR | “Dimension” (Must return as an ODBC SQL_TIME or
Start/Stop | SQL_DATATIME type)

StopDate + Session ending date used when rating in the “Time”
Duration | “Dimension” (Must return as an ODBC SQL_TIME or
for Time | SQL_DATATIME type)

Duration Rate. Session duration used when rating in the “Time”

“Dimension” note that Duration should only be defined if
StartDate or EndDate is not available. If both Start and End
date are available Duration is ignored.

SessionTime MUST Internal dynamic variables, Reserved.

NOT set

SessionData MUST Internal dynamic variables, Reserved.
NOT set

SessionMaxTime | MUST Internal variables, Reserved.
NOT set

SessionMaxData | MUST Internal variables, Reserved.
NOT set

Cost MUST Internal variables, Reserved.
NOT set

InitialCost MUST Internal variables, Reserved.
NOT set

StaticCost MUST Internal variables, Reserved.
NOT set

TotalTime MUST Internal dynamic variables, Reserved.
NOT set

TotalData MUST Internal dynamic variables, Reserved.
NOT set

TotalCount MUST Internal dynamic variables, Reserved.
NOT set

Update Interval

Controls how often “Update Query” is executed. The two choices available are “Data Query”
which means once per execution of the “Data Query” and “Data Row” which means once for
each row returned by “Data Query”.

Update Query

Used to mark external data as having been rated in the external database. All field names
returned in the rowset from “Data Query” in addition to the following table are available as

‘variables’.
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Variable Description

Cost The cost of all rates applied directly to the account holders MBR.
Costs applied to other MBRs for reseller billing purposes are not
included.

MatchStatus When the values of a rated item are matched explicitly to a rate rule or

to the rules default rate MatchStatus is 1. If there are no explicit
matches and the default rate is disabled MatchStatus is 0.

Variables begin with the $ character followed by the field name. For example assume a row
contains the Field ‘CallID’ with a value of 1 — ‘UPDATE mydb SET LastCallID=$CallID’
would become ‘UPDATE mydb SET LastCallID=1. Note that string data should prefix the “ © *
character before the variable name. Assuming FirstName is “Peter’s test” - UPDATE mydb
SET FirstName=$ FirstName — handles ODBC SQL quoting requirements for strings to become
“UPDATE mydb SET FirstName="Peter’’s test’. Native datetime field translation is not
possible — you will have to manually convert any timestamp fields to the proper string format.

NOTE: When “Update Interval” is “Data Query” the data in the last row returned is available in
the Update Query -- you may need to order the results of the “Data Query” to properly mark all
effected rows as having been rated.

New Data Source

ID: (10001 Tser defined IDs must start = 10000 Rating Source: ICaH recards j

Description |Rate external CORs
CDEC DS |ExternaICaIIs Use Transactions: IYea vl
Username Isa Password: |‘****
{CALL GetCallData} =]
Data Query,
Tpdate Interval |Data Row  ~
{CALL SetcCallDataRated($CallID)} ;I
Update Query

Update |

Voice Records Data Source

Emerald includes a preconfigured rating data source to enable Call Records from an external source to be easily
imported into the Emerald database. This feature operates quite differently than real-time rating processed via
RadiusNT/X or the EmerNet traffic collector. The main benefits of using the VVoice Record data source is it is
simplified to accept external Call Detail information from a variety of sources, per call cost information is available
for review by the end user and re-rating of voice records even after they have been applied to an invoice is easily
achieved. The disadvantage of using the VVoice Record data source is that its not a real-time system and therefore not
possible to use this data to actively enforce pre-paid data limits as is possible when RadiusNT/X is used to rate Voice
records for real-time calling card applications.

Call record import is accomplished using a data import tool similar to Microsofts DTS Wizard/SSIS or third party
utility. All call record data is added to the VoiceCalls table located within your Emerald database for processing.
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The table below describes the VoiceCalls table in detail to assist you in mapping your existing call data files to the

Emerald database.

Field

Type

Required

User Editable

Description

VoiceCalllD

Integer

N/A

No

Database assigned unique call identifier.

AccountlD

Integer

N/A

No

An MBRs service ID the call record is to be
billed/associated with. This field is set
automatically after the call record is rated.

CallDate

DateTime

Yes

Yes

Starting date and time of the call

Login

String

Yes

Yes

This must match the login field of an MBRs
service for billing purposes. If there is no match
to a services login field within Emerald the Call
record will not be rated. Login is typically the
calling number/customer DID.

Duration

Integer

Yes

Yes

Total duration in seconds of the call. Note the
ending time of a call is considered to be CallDate
+ Duration. If the call record is being billed on a
data rather than time basis you may set Duration
to 0 and use Bytes to specify the amount of data
transferred.

SessionRef

String

No

Yes

Optional per call session identifier that uniquely
references each call record in the external call
data.

CalledNumber

String

No

Yes

For origination this is the number dialed. For
termination this should be set to a null value or
descriptive string such as INCOMING CALL

CallingPort

String

No

Yes

Optional reference of the hardware port used to
originate the call

CalledPort

String

No

Yes

Optional reference of the hardware port used to
terminate the call

Bytes

Integer

No

Yes

If billing based on data usage this is the number
of billable bytes used.

CallType

String

No

Yes

Optional call type typically used as a hint to the
rating system to trigger special pricing
conciderations. Examples of call type include
local, long distance, voice mail access,
information services...etc.

AcctTerminateCause

Integer

No

Yes

Optional RADIUS Acct-Terminate-Cause
compatible session termination reason.

CountryIlD

Integer

No

Yes

UN Country ID from the Emerald Countries
table of the number called (origination). If not
specified Emerald can periodically attempt to
determine the location setting CountrylD on a
successful match based on internal geographic
information. This requires the ‘Determine called
location for voice calls’ scheduled task be
enabled. (Procedure RateVoiceCallsLoc)

StatelD

Integer

No

Yes

State 1D from the Emerald States table of the
number called (origination). ). If not specified
Emerald can periodically attempt to determine
the location setting StatelD on a successful
match based on internal geographic information.
This requires the ‘Determine called location for
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voice calls’ scheduled task be enabled.
(Procedure RateVoiceCallsLoc)

Location String No Yes String describing the location of the number

called. Location can be as general or specific as
necessary / available. ). If not specified
Emerald can periodically attempt to determine
the location at the city level on a successful
match based on internal geographic information.
This requires the “Determine called location for
voice calls” scheduled task be enabled.
(Procedure RateVoiceCallsLoc)

ChargelD Integer N/A No After a call record has been successfully rated

and usage charges processed and applied to an
account this contains a reference to the usage
charge. Do not make changes to this field.

ProcDate DateTime | N/A No Date and Time this voice record has been

successfully rated. If you are importing pre-
rated call records that do not need to be rated
you may set the ProcDate and Cost fields to
signal your records have already been processed.

ErrorCode Integer N/A No If there was an error rating a call record this

contains the error code showing this error.
Currently the only error code possible is 1 which
means there were no applicable rating rules and
no default to determine pricing for a specific
call.

Cost Money N/A No Actual cost to the end user of this call. This field

is determined automatically after the rating
process has completed. If you are importing pre-
rated call records that do not need to be rated
you may set the Cost field to the known cost of
the call record. When manually configuring cost
you must also set a value for the ProcDate field.

When using the Voice Record data source the following steps should be followed to correctly process call records.

1.

Import your call detail records into the VoiceCalls table. Database level constraints ensure the same call records
are not accidently imported more than once.

From the rating data sources menu click the “test” button on the Voice Records item to do a simulation of the
rating process to spot check making sure rates are properly configured.

From the same menu click “Process” to process all call records. Periodic processing of call records can be
automated by clicking the “schedule” button on the data sources listing for Voice Records.

Perform an in-depth review of rated call records by reviewing calls and pricing from the MBRs service call
search menu of several accounts to ensure proper rating configuration.

If corrections need to be made, make any adjustments and click the “Re-Process” button to re-rate all records
not already invoiced and then repeat step 4.

Once you have ensured proper rating - process usage charges from the Emerald Client / Billing / Usage Charges
menu. This step applies usage charges to the MBRs. These charges will appear on the customers next invoice.
This process can be automated by enabling the “Create Usage Charges” scheduled task via the Emerald Admin /
Scheduler / Configure Schedules menu. Note the usage charge summary table displays only real-time
summaries and does not display information for the VoiceCalls table. Also note that not all pending call detail
records may immediately be assigned as charges. This is typically because the call record may fall within a
current billing period for a customer and more time needs to pass in order to ensure the user is billed for the
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completed period. You may override this behavior via the Emerald Admin / Accounting / Settings / Rating
Charge Delay & Rating Allow Interim Charges options.

7. If you discover a rating or data error in an account after it has been billed you may delete the adjustment from
the MBRs history menu and “Re-Process” per step 5 above. If the adjustment has already been assigned to an
invoice you must first void that invoice and then delete the duplicated usage charge adjustment from the history
menu before “re-reprocessing” per step 5 above.

Voice Record Reporting

Rated voice records appear for review in the Emerald operator interface from the Call Search option of each
accounts MBR service menu. Customers also have the opportunity to review call history from the Emerald customer
account center. Additionally you may enable the attachment of detailed call history to invoices and statements by
setting the Invoice Report and Statement Report fields of the desired billing groups (Emerald Admin / Billing
Groups) to the included invoice_cdr.rpt and statement_cdr.rpt call detail reports.
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Resellers

"% Admin Resellers Menu

| Organizations | | Billing Groups | | Service Pricing

Organizations

Much of Emeralds support for
multiple service providers and
reseller billing are based on

Organizations

Reseller Charge MEBR -

Mone - Reoot Organization Delete

Organization

[E4 Software, Inc

1
(13 . M 2 M M
Orgamzatlons . Orgamzatlons 2 This iz a reseller organization Hone - Root Organization Delete

are a grouping of “Billing

Groups” owned by the same Organization. Organizations separate the monies managed by each company for
reporting purposes, define the currency used throughout each organization and provide for the configuration of
reseller relationships where an Organization is billed for the services they provide by a parent organization.

Organization Mame: IThiS is a reseller organization

Currency. IUSD - dollar (United States) j

Active MBE Limut: I

Eeseller Inwoice Detail: IDetaiIed invoice j

Eezeller Monthly Charges: |F‘artia| price for partial months senice j

Eeseller Charge IMEE: |F‘eter Deacon - IEA Software, Inc. [50]

Select reseller charge MER | View MER | Clear MBE selection

Organization Name

Reflects the name of the company or branch.

Currency

Determines the currency type of all accounts associated to this organization. This
currency information is used for reporting and by some credit card processors.

Active MBR Limit

This option places a limit on the number of Active MBRs that can be associated to the
organization. MBR limits are useful for managing the allocation of Emerald MBR
licenses.

Reseller Invoice Detail

When billing an Organization for their service usage this option controls the level of
detail of the invoice presented to the “Reseller Charge MBR”. “Detailed invoice”
provides a line item for each service billed. “Summary invoice by service type”
provides a smaller summary invoice with a quantity multiplier for each service type
used.

Reseller Monthly Charges

When billing an Organization for their service usage this option controls how services
created or closed part way through the month are handled. “Partial price for partial
month’s service” bills at a rate proportional to the fraction of the month the service
were active. “Full price for partial month’s service” bills the entire monthly rate to the
reseller for services that were active for any length of time throughout the month.

Reseller Charge MBR

When billing an Organization for their service usage this option sets the MBR in the
parent organization that is to be charged for the service usage of this organization.
This MBR generally reflects the reseller.
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Service Pricing

- ervice Ericing Service pricing allows global
Choose an organization to configore administrators to set pricing independent
Service Type Default Cost Reseller Cost User Cost Comments of the service wpes cost field for bOth
FPP 15.95 |25 oo |SU oo |Expenswe dialup service What the rese“er 1S ChargEd per service
- and what the reseller’s customers are

etflow Cne 350 I I I . .

E——— 90 | | I charged. Resellers with object access to
i 24.95] | I the “Admin” and “Admin Reseller
p— s.oo| | | (Customer)” object group are also
i 24'95| | | allowed to configure the amount charged
i ' o their customers however they are no
to th t h th t
Web - Virtual 990 -

e ! ! ! able to modify the amount charged to the
L, 19.95] I | reseller. NOTE: the “Admin Reseller”
LI Blocka 4931 | ! object group must never be assigned to a
B\ St e | | reseller’s operator group.

Services
120d Admin Services Menu
| Service Types | | Custom Data | | External Systems | | Package Types

Service Types

Emerald Service Types are used Service Types
to define the rate plans your ; 5;*:;;9 : ; E“:‘:Z’;fsl ﬁ-
organization uses to charge for — — 1 1 — — -
its services. Service Types EFP G REEE 10.95 S None Mome 2 24
allow you to define the billing rpy SDMImtermet o) 65 yone  Nome e | (2
characteristics of each service Access
including the base recurring EMeil — Emeil Account 5 Done Mone Nome 3 z
COSt, usage ChargeS, tax Wreless “Wireless Internet  24.95 MNone Hone MNone 0 3
category, setup charge and Web-  Virtual Web e [FE S I 5
. . Wirtual Hostmg Eetail - E—
associated billing group. —— T — —— - . . . -
.y en - ] os@g . ore one Otle elete
Additionally, they also allow the — _ —t — — 1 = =
DI DNS Hosting 4 o5 0 0 Delete

pre-configuration of other Hosting  Service 485 MNone Mone Nene

service account characteristics,
such as providing a default RADIUS and external systems configuration for users of the service type.

Service Type definition relies on the pre-configuration of several other Emerald configuration options including:
Taxes, Rates, Charge Types, Billing Groups, and possibly External Systems, DNIS Groups and RADIUS vendor
attributes. Therefore, it is recommended that the Emerald Administrator verify that all the necessary pre-configured
options are established prior to beginning the Emerald Service Type configuration.

Choosing the Service Types Accounting Administrative option will present the display of all existing Service Types.
Retrieve an existing Service Type entry for view and/or edit by clicking on the desired entry. To remove a Service
Type, click the Delete link next on the selected entry. To add a new Emerald Service Type, click the New Service
Type link.
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Service Type

Cost: |19_95 Default Settings

Service
Type. [PPP
Description: |Dia|up Internet Access String I I Appheccircelaﬁong.semce
Pay_Penod IYes 'I Tax Group: IWA State Retail 'l Login I—
Discount: i
Setup Tax M State Sales Tax Time Imgg
. INDHe j . . L & -
Charge: Ezempt: [ Federal excise tax E1E Mins.
Eate Class: INone 'I P Psgr IMEIR Default vl
eriod:
Billing
Group: IGIUhaI l Hogl;
DNIZ Service iz
o graoup 1 e |N0ne J Sod
__________________________________________________________________________________________ Bil- Yes ¥
Prorate Prorate R
emote
Open IF'arTiaI manth 'l Changing IF'artiaI month 'I Access: IYBS 'l
Service: Ton
Prorate Prorate
Closing |Unused days & manths =] Changing |Unused days & months |
Service: From:

Startl— Endl—
Availability: Availability:

Mext
Service INone Yl
Type:
EADIUTS
Ayth Fal |Mone
Service:
GL Code: INone 'l Orsdzr: |1 Meg To Hide)

Update |

The Service Type entry fields are described below.

Service Type | Enter the identifying name for the Service Type. This description will be used within the ‘Service
Type’ selection pick lists throughout Emerald.

Description Enter a longer comment or description to clarify the Service Type. This description will appear
on invoice line items of customers who subscribe to this service.

String ID Language String ID used to provide multi-lingual support during invoice creation.

Cost Enter the recurring base cost that will be charged for this service. This is the recurring charge
that is applied to the account each service account pay period, regardless of the user’s time/data
usage. NOTE: Many factors influence the ultimate service price invoiced including discounts,
reseller pricing and static service pricing.

Apply Choose ‘Yes’ to honor any discount associated with the Service account’s Pay Period assignment

Discount (refer to the Emerald Pay Period configuration options). Choose ‘No’ to indicate that members of
this Service Type are not eligible for Pay Period discounts.

Setup Charge | Enter the applicable one-time set up charge for this Service Type. Setup Charge options are

configured by the Emerald Administrator within the Charge Types administrative option. If a
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setup charge is selected, the charge can be waived during MBR Service account creation. Setup
Charges are only applied on the first service billing period.

2" Setup Provides an additional setup charge in addition to the above Setup Charge field. If both setup

Charge charges are defined both are billed to the MBR on account setup. The secondary setup charge
may be used to itemize multiple setup fees and distinguishing tax and non-tax portions of account
setup.

Commission | Currently unused. Please see Administrative option General/Sales Person for additional note.

External Select the applicable External System to apply to users of this service type. This indicates the

System external system option that will be used to process charges for this type of account.

Tax Group Select the applicable Tax Group from the presented selection pick list. The selected Tax Group
determines the tax rate applied each service pay period against the recurring cost of the Service
(Service Type Cost field). Note: Service usage charges have an independent Tax rate selection
assigned based on the Charge Type associated with the Emerald Rate configuration.

Tax Exempt When an exemption is checked any taxes in the chosen “Tax Group” above that also subscribe to
the same exemption are not charged to the customer when invoiced.

Pay Period | When enabled discounts applied to the pay period are honored. When disabled pay period
Discount discounts do not apply to the monthly service cost.

Rate Class If this Service type is to include a Rate structure that additionally charges the user based on time
or data usage, select the appropriate Emerald Rate Class to assign to the Service Type. Any Rate
Class selection will be billed in addition to the recurring service cost specified by the Service
Type Cost field. The Emerald Administrator configures Emerald Rates within the Rates
administrative option.

Billing Group | If the Service Type is only to be available to MBRs of a specific Billing Group, select the

appropriate group from the Billing Group selection pick list. If the ‘Global’ Billing Group
default is accepted, the Service Type will be available to all Emerald MBRs.

Service Group

In addition to Billing Groups, this service type is also accessible to service groups that include
“Service Types”.

Inactivate
service

When an individual service within an active MBR is canceled from the Emerald client or
customer center interfaces this setting controls how many days after the cancellation date the state
of the account transitions from a ‘canceled’ to an ‘inactive’ state.

A canceled service after its cancellation date has passed is effectively similar to the account
placed in an inactive state. The service does not continue to be invoiced and the account cannot
be used to access services. There are effectively only subtle differences. Inactive services are
eligible for permanent de-provisioning of the underlying service provided to the account holder.
For example when inactivated some systems may permanently delete the underlying mail store for
an email account.

In some cases inactive services may also be eligible to have reserved usernames reused by new
customers.

Inactive services appear as ‘inactive’ throughout the Emerald client interface rather than
canceled.

Prorate Open

When a new service is created for the first time or re-opened this controls how pro-rates are

Service handled. “Partial month” is the recommended default — with this method the new service is pro-
rated for the remainder of the accounts billing cycle. “Full month” charges full price regardless
of the days remaining in the current billing cycle. “No Charge” does not charge for the prorating
the account to its billing cycle.

Prorate Similar to “Prorate Open Service” above except this option applies only when an active accounts

Changing To | service type is changed to this service type.

Prorate When closing a service this option determines the credit issued for the remainder of the

Closing customer’s cycle. Available options are “Unused days and months” credits both portions of the

Service current monthly billing cycle and any unused months from the customers pay period. “Unused
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months” only credits complete unused months and do not credit the remaining portion of the
customer’s current monthly billing cycle. “No credit” does not credit the account for its unused
time. Note that when canceling an account using “No Credit” or “Unused Months Only” the
expiration date is set according to what has been paid.

Prorate Similar to “Prorate Closing service” above except this option applies only when an active
Changing accounts service type is changed from this service type to a different service type.

From

Start A starting date when Operators may start using this service type. Before the starting date this
Availability service type is not available when creating a new account.

End An ending date after which Operators may no longer use this service type when creating new
Availability accounts. NOTE: The ending date has no effect on accounts already assigned to this service type.

Next Service
Type

Used to support “Introductory offers” where a customer signs up and is initially assigned to a
service type at a set price, after a period of time “Next After (Months)” option the service is
automatically changed to a different non-introductory service type at a different price.

RADIUS
Auth fail
service

Used with RadiusNT/X to provide an alternative response in the event of an authentication
failure. When a Auth fail service type is selected the RADIUS attributes of the selected service
type are sent in an “ACK” message rather than a “NACK” possibly providing the user with
limited network access enabling them to make changes to or fund their account. When an auth
fail service is selected a list of “RADIUS Auth Fail Reasons” appear. When checked and that
failure reason occurs during authentication the ACK and service type attributes are sent. When
not checked the NACK message is sent. Note that in all cases regardless of the ACK or NACK
response an authentication failure is still recorded in the radius log.

DNIS Group

If the Service Type is only able to call into a specific DNIS configuration, enable the DNIS
(Dialed Number Identification Service) restrictions by selecting the DNIS Group from the
selection pick list. The Emerald Administrator configures the DNIS Group options within the
RADIUS administrative option.

Sort Order

Enter a numeric value to indicate the display order of this Service Type entry. The sort order is
used to sort the entries from lowest to highest numerical order when the Service Type are
presented in selection pick lists throughout Emerald.

Press the Update button to save the new or modified Service Type entry.

Default Settings

Applied during service creation,

Setting up Default Settings for Service Types L —
Tl
While creating Emerald Service Types, defaults can be set up for other additional Service account TLmﬁ B:J,“Tw_,
entry fields. When the Service Type is selected during Service account entry, these default values RB;?“
will be automatically filled in on the account in order to provide a complete default configuration L
for the Service. The Service Type Default Setting entry fields are described below. All Default Ronea oy =]
Setting entries are optional and can be over-ridden on the Service account entry screen. ooy [WER Detaut =]
| I—
Send Bill: | Yes
heams Voress ]
Login Limit This field indicates the default number of concurrent logins a Service may establish at one time.
Note: Concurrency control must be enabled within RadiusNT/X in order for this feature to
work.
Time Left Used to indicate the default amount of system access time (in minutes) the Service will initially

have available at the start of service or each month depending on configuration (See “Admin” /
“Accounting” / “Settings” / “Time Left Monthly Update”). This feature relies on the
RadiusNT/X Time Banking advanced option in the RadiusNT/X administrator.

Time Renewal

If time left is configured and the “time left monthly update” setting in “Accounting” /
“Settings” is enabled this feature determines how often the services time left field is
replenished. Awvailable options are monthly based on services billing cycle, daily after midnight
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of each new day or never.

Bytes Left Used to indicate the default amount of data the service will initially have available at the start
of service or each month depending on configuration (See “Admin” / “Accounting” / “Settings”
/ “Time Left monthly Update™). This feature relies on the RadiusNT/X Time Banking
advanced option in the RadiusNT/X administrator.

Bytes If bytes left is configured and the “time left monthly update” setting in “Accounting” /

Renewal “Settings” is enabled this feature determines how often the services bytes left field is
replenished. Available options are monthly based on services billing cycle, daily after midnight
of each new day or never.

Pay Period Select from the Pay Period selection pick list provided. This value is used to indicate the
default Pay Period for billing of this Service. Pay Periods determine how often the Service will
be billed (typically Monthly, Quarterly or Yearly).

Home Dir Used to indicate the default directory size limit of the home directory provided for the user of

Size the service.

Send Bill Used to indicate the default selection regarding whether the service account should receive a
copy of the MBR hill.

Remote Used to indicate the default selection regarding whether the service will be eligible for Remote

Access Access to the Emerald Customer Management Site.

“Manager” - allows access to customer account management, one time purchases, billing
histories and call detail records of all services within the MBR.

“Service” - allows access only to options relating directly to the service the customer is logged
in with and does not include customer account management, one time purchases or billing
histories.

“None” - Remote access using this account is disabled.

GL Code GL Code for Service Type.

Setting up Default RADIUS Configurations for Service Types

RADIUS Service Type Defaults

The Emerald Management Suite allows the ST ST S SIS T S
Emerald Administrator to associate a SPecific  EADIUS Sindawa User-Service Framed-User Beoly  Deletc
RADIUS attribute default configuration per EADIUS Sl d Sl L Beply  Delote

Emerald Service Types. This allows RADIUS to apply attributes to specific groups of users, according to service
account Service Type. The provided RADIUS configuration will automatically default on every Service created
under this Service Type, although the default configuration can be modified and/or added to on an individual Service
account basis.

Note:

All Vendor Specific RADIUS Attributes should be configured within the RADIUS Emerald Administrative option
prior to attempting to define the Service Type RADIUS default configurations.

Once a Service Type has been created, retrieve it for view or edit by clicking on the Vender. [RADIUS Standand =

entry within the Service Type display window. Any pre-configured RADIUS Service Aﬁ:‘” :ingzm—;{ =
Type Defaults will be displayed at the bottom of the Service Type entry page. To Ty: ,R;—Y;l

enter a new RADIUS Service Type default, click on the New RADIUS Service Type e |

Default link.

The RADIUS Service Type default entry fields are described below.

Vendor Select the appropriate Vendor from the pre-configured Vendor selection list for the desired
RADIUS attribute.
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Attribute | Select the appropriate Attribute from the attribute selection list. Only the attributes for the above

selected Vendor will be available in the pick list.

Value Select the desired attribute Value for the from the Value pick list. Only the values for the above
selected Vendor/Attribute combination will be available in the pick list. 1f no Values pick-list is
available (no Values currently configured within Emerald for the Attribute), enter the desired value

directly in the input box.

Type Most attributes are reply attributes, meaning they are sent from the RADIUS server back to the
RADIUS client in an Access Accept response. However, some attributes can be configured as a
check attribute instructing RADIUS server to check attribute received from the RADIUS client
against a value. Common check attributes are Caller-1D and NAS-Port-Type to limit a user to

calling from a specific device or access technology.

Press the Save button to save the new or modified RADIUS Service Type Default entry.

X-Stop Internet Filtering

If you use the 8¢6 Technologies’ X-Stop Internet filtering service, Emerald also A‘;’;dt :::S'SUS Sondos 21 -
allows the easy configuration of X-Stop filter settings on certain default attributes N
associated with a Service Type. An X-Stop configuration link will appear on the Tyee [ 3
screen whenever the RADIUS Standard ‘Class’ Attribute combination is selected from X-Stop Fiter
the Radius Attribute selection screen. To add an X-Stop Filter, click on the X-Stop e |
Filter link.
Once the X-Stop Filter Configuration window is open, you can specify
what categories you would like to block, allow, monitor, etc., for this Ports
Service Type RADIUS Attribute default (please consult your X-Stop PN O s [Tl
documentation for information on the filter settings). As filters are CFIP
entered, the X-Stop configuration value will be updated and presented ,Eg??m i
within the text field at the top of the page. Press the Update button t0 save [ e,
the entry and return to the RADIUS Attribute Value entry screen. Click Mode _
the Save button on the RADIUS Attribute Value screen to save the Class ollay [FMmneg e
attribute value with the auto-configured X-Stop configuration. Categories

© Allow & Block [T All Categories
For more information on 8¢6 Technologies’ X-Stop Internet filtering ::ﬁ;?;e
service, access their web page at http://www.8e6technologies.com/. I Anarchy

o

™ Criminal

External Systems

Emerald allows for the

configuration of externa s f  Nane | Do |

systems that will synchronize

External Systems

System Type Service Types - ‘-

1 tornade IS export External (LD APEmerduth etc 0 Delete
Emerald user information with 2 |l Web Server 007 External (LDAF/Emerduth ctc) 0 Delete
other typeS of SyStemS, such as 3 copro CotnmuniGate Pro  External (LDAP/Emerduth etc) 0 Delete
email servers or authentication e External (LDAF/Emeruth ctc) 0 Delete
sources such as UNIX or NT 5 IS Emport TS Export T Wi Brnsesig 0 Delete schedule

user accounts, or LDAP

synchronization sources. The open nature of the Emerald Suite allows many third party applications to easily
interact with the Emerald account data. In order to accomplish this interaction, each external system and its type must
be defined within the Emerald system. Typical installations of Emerald will not use any external systems.
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Choosing the External Systems System Administrative
option will present the display of the currently configured
external systems. Retrieve an existing External System entry

Mame |IIS Export

Description |IIS Export

System Type [IS Web Provisioning [ for view and/or edit by clicking on the desired entry. To
Export Format IS 3| remove an external system configuration, click the Delete link
Export Mode: [Append =] next on the selected entry. To add a new Emerald external

Login [is123 system configuration, click the New External System link.

The Service Types field indicates the number of Service
Types that currently have the External System assigned.

Password I******

Log File/TTEL |https:ffmyserver.comfemersetup.asp|

The External System configuration fields are described below.

Name Enter a name uniquely identify the external system. This field is used to associate some external
systems by name (LDAP synchronization) rather than ESID.
Description Text describing the purpose of this external system in detail. Description is used for

informational purposes only and is visible when associating service types to external systems.
System Type Select the appropriate External System Type from the available options presented. Most system
types are specific to the system their designed to synchronize to except for the following:

e External: Used with external systems that provide their own synchronization with Emerald.
e Export: File or http export of Emerald account information. Requires an export format.

System Types are configured from the “Admin” / “Advanced” / “External Sys Types” menu.
Export Format | Select the appropriate export format from the available options presented.

Export Mode Choose the type of export from the following available options:

e Append: The exported file will remain and be appended to

o Overwrite: The exported file will be rewritten each processing cycle.

Mail Host Enter the name of the mail server that is accepting delivery of mail to these accounts.
Login Enter the login and password values, respectively, for Emerald to login remotely for external
Password system processing, if necessary. Note: Currently these values are only used within Emerald in

HTTP(S) post mode to login to the web server.
Log File/URL [ Enter the file name or URL of where Emerald should send its export data.

Press the Update button to save the new or modified External System entry.

Note:

Some external system configurations should be scheduled within the Emerald Scheduler to keep the external system
up to date with changes within Emerald. In these cases, within the External System display will show a “Schedule”
link on the system entry that when selected will present the Scheduler Configuration screen.

Service Custom Data Field

The Service Custom Data Service Custom Data Fields
Field option defines extra fields £ I AT SNNNSCTECS TSN TR ST S
of information tracked with each & At Metworls Software ibin ] Delete
Service account, or each Service 10 Hetlow Netlow Collector IP 0 Delete
of a specific Service Type 9 Metlow Wetflow TP Address 1} Delete
within Emerald. The extra 7 PRR Dfax Message Size 10000000 1} Delete

11  Proxzv Realm Proxzy Realm o Delete
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Service account data fields defined here will be presented within the service detail and edit service screens allowing
the Emerald operator to optionally enter a value for each of the additional Service data fields. Service Custom data
fields can be informational and used for tracking and reporting or used for things such as supplying additional
information to external systems or rating network flow data. Note: In addition to Custom Data fields the association
of an external system to a service type may also cause additional custom data fields to appear in the Service account.

ey — 7 Choosing the Service Custom Data Field General
Dt Field [Netfow IP Address =l Administrative option will present the display of all existing
Defait Value | Required [Yes 5] Service Custom Data Fields. Retrieve an existing Data Field
Service Type [Netiow 5] seoraerp | entry for view and/or edit by clicking on the desired entry. To
remove a Data Field, click the Delete link next on the selected

entry. To add a new Data Field, click the New Field link.

The Service Custom Data Field entry is described below.

Data Field Reflects the custom data field to be added. The selection list of available data fields are
configured from the “Admin” / “Advanced” / “Acct Data Fields” menu within Emerald.

Default Value | Sets the default value to be set when a new service account is created.

Required Requires an operator to enter a value for this custom data field before they are able to save
changes to the service form.

Service Type | If the Service account custom field is only to be tracked for those services of a specific
Service Type, select the appropriate type from the Service Type selection pick list. If the
‘All’ Service Type default is accepted, the Service custom field will apply to all Emerald
MBR Services.

Sort Order Enter a numeric value to indicate the display order of this Incident State entry. The sort
order is used to sort the entries from lowest to highest numerical order when the data types
are displayed.

Press the Update button to save the new or modified Service Custom Data Field entry.

Package Types

Start [ End 1 Setup T 7
i 1. Code [
Package Types S Deserivtion - Date ] T ﬁ_

atnily Dialup atnily Dialup 14.95 Mone Global Delete
Package Types act to
ge 1yp . 37“55’.““5 et 37“55’.“55 Web 29.95 i Global Delete
bundle sets of service Hosting Hosting

types together for billing

and customer management purposes. From the billing perspective all services types associated with a package are
billed to the package at a set cost and the billing related fields such as expiration and billed thru dates are handled at
the package level instead of individual services. Packages are also used for customer signup and the account
management section of the customer interface by defining the access rules for customer management.
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Package

Service: Qty 1 - Network Access

‘ Service: Qty 3 - Email Accounts

Package Type
Package Type IFamin Dialup Cost: IM 95
Description I String I Ii
Start Date l— End Date: l—
Prorate Open Package Im Prorate Changing To: Im
Prorate Closing Package Im Prorate Changing From: Im
Customer Access IEI Customer Sign-TP: IEI
Pay Period Discount IE[ Tax Group: Im
Setup Charge |Nune | GLCode: Im
Pay Pericd lm EBilling Group: m
Billing Cycle INon-Recurring j Service Group: m
N Renewal Primary Service Type: Im
Customer Pay Options: W Credit Card
[ Pre-Paid Card Signup Send Method:  [Email HTML =]
Family Dialup =
Comtnents
LI
You get the following j
<TTL>
Customer Description: |<LI> 1 dialup account
<LI> 3 emall accounts
<LI> 1 ftp account =l
Customer Strng ID I— Sert Crder: |1—
Update
Package Type Text uniquely describing the purpose of the package type
Cost Monthly cost of the package
Description If set this appears as the invoice line item description sent to the customer and also
appears as the package name throughout the customer account center. If description
is not set Package Type is used as description.
String ID Provides language support for “Description” above.
Start Date Starting date after which this package type is available to be selected.
End Date Ending date after which this package type can no longer be selected when creating

new accounts. Note: after end date has no effect on existing accounts having the
same package type.

Prorate Open Service

When a new package is created for the first time or re-opened this controls how pro-
rates are handled. “Partial month” is the recommended default — with this method
the new service is pro-rated for the remainder of the accounts billing cycle. “Full
month” charges full price regardless of the days remaining in the current billing
cycle. “No Charge” does not charge for the prorating the account to its billing
cycle.
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Prorate Changing To

Similar to “Prorate Open Service” above except this option applies only when an
active package type is changed to this package type.

Prorate Closing Service

When closing a package this option determines the credit issued for the remainder
of the customer’s cycle. Available options are “Unused days and months” credits
both portions of the current monthly billing cycle and any unused months from the
customers pay period. “Unused months” only credits complete unused months and
do not credit the remaining portion of the customer’s current monthly billing cycle.
“No credit” does not credit the account for its unused time. Note that when
canceling an account using “No Credit” or “Unused Months Only” the expiration
date is set according to what has been paid.

Prorate Changing From

Similar to “Prorate Closing service” above except this option applies only when an
active accounts package type is changed from the current package type to a different
package type.

Customer Access

When “Yes” customers assigned a package of this type who have “Manager”
remote access enabled and also have the relevant customer access options enabled
(See “Admin” / “Web Interface” / “Customer Settings”) are allowed to manage the
services within a package of this type. If “No” services assigned to this package
type cannot be managed through the customer interface.

Customer Sign-UP

When “Yes” this package type is available for selection by customers signing up for
new access via the signup server.

Pay Period Discount

Controls weather discounts on pay periods apply to packages of this type. When
“Yes” the pay period discounts apply to the package. When “No” these discounts
are ignored.

Tax Group

Tax group used to apply tax on packages of this type.

Setup Charge

When a package of this type is created this option controls the initial setup cost
billed to the customer for the creation of the package. When a charge type is
selected the default cost of that charge type is used to determine the setup cost.

2" Setup Charge

Provides an additional setup charge in addition to the above Setup Charge field. If
both setup charges are defined both are billed to the MBR on account setup. The
secondary setup charge may be used to itemize multiple setup fees and
distinguishing tax and non-tax portions of account setup.

GL Code

General ledger code to apply to packages this of type. Used for revenue reporting.

Pay Period

Default pay period set when a package of this type is created. Note this default if
specified overrides the MBR default Pay Period setting.

When the “Customer Sign-UP” option above is enabled and the signup server is
used to create a new MBR and package the selection of a pay period is mandatory.
Used directly to set the pay period of the MBR/package created at sign-up.

Billing Group

Limits access to this package type to MBRs of the billing group specified or “All”
to allow all groups access.

Billing Cycle

Default billing cycle set when a package of this type is created. When the
“Customer Sign-UP” option above is enabled and the signup server is used to create
a new MBR including this package type the selection of a billing cycle is
mandatory. Used directly to set the billing cycle of the MBR created at sign-up.

Service Group

In addition to Billing Groups, this service type is also accessible to service groups
that include “Package Types”.

Customer Pay Options

Controls the payment and billing options available from the customer account
center for MBRs having a package of this type. Availability of payment options in
the customer center are also dependent on account center customer settings (See
“Admin” / “Web Interface” / “Customer Settings”)

Primary Service Type

Service Type reflecting the main account of a package. The primary account is
created during the signup process while additional service types if any are created
later after the customer is transferred from the signup process to the account center.
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Note: Due to relationship constraints the Primary Service Type must be selected
later after the appropriate “Package Service Types” have been assigned to this
package type. See this section below for details.

Signup Send Method

When the “Customer Sign-UP” option above is enabled and the signup server is
used to create a new MBR and package the selection of the signup send method is
mandatory. Used directly to set the send method of the MBR/package created at
sign-up.

Comments

Text describing the package in detail. The comments field is informational and
visible only to Operators when configuring Package Types.

Customer Description

This description is displayed during signup while initially presenting a list of
package options to choose from. HTML tags such as custom formatting and image
links...etc. may be used here. Customer Description must describe in detail what
the customer is getting when they select this package and the costs associated with
the selection. Additional items such as pay period, billing cycle, billing method..etc.
may be included in the customer description.

Customer String 1D

Provides language support for “Customer Description” above.

Sort Order

Controls ordering of package types as they appear in selection lists throughout
Emerald. Sort Order also helps determine the display order of package types during
the customer signup process.

Package Service Types

After a new “Package Type”
is created it is necessary to
define a list of “Service
Types” and access options
that combine to define the
newly created “Package

Package Service Types

i din Quy fivIax Oty fOperator Oty foustomer Oty 7on Pkg Discount -

EPP 0 i 7 7 Hormal Delete
5D 1 i 7 7 Hormal Delete
Elfail 0 i 3 Hormal Delete

Type”. To do this edit the package type and choose the “Add Service Type” link from the bottom of the screen.

Service Type IF'F'F' 'l Mon Package Discount INDrmaI 'l
Wimmum Services in Package ID Meammum Services i Package |5
Aowed Operator Masmum I? Aowed Customer Mazmimum I?

Allow Customer Cancel |Yes = Allow Customer Add [Yes =
Allow Customer Change Password IYBS 'l Allow Cust Change Logmn IYBS 'l

Edit Package Service Type

Update |

Service Type

Service type to be associated with this package type. (See “Admin” /
“Services” / “Service Types”)

Non Package Discount

A discount automatically setup only when a new account having this service
type is created from the customer account center and the account is not
directly associated to any package type. This becomes useful in situations
where you may want to charge separately for each service but provide a
discount for having a package. Example Text: “Up to 10 additional email
accounts at 50% off with purchase of our premium network access package”

Minimum Services in Package

Minimum recommended services of this type that should be associated with
the package. When the recommended minimum is not met a warning is
displayed when managing a MBRs services. The condition may also be
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reported on. This feature is designed to minimize the possibility of customers
paying for a package having no useable services. Note: No billing decisions
are made based on this field.

Maximum Services in Package

Maximum count of services having “Service Type” allowed being associated
with a package of this type. Accounts created above this maximum are not
associated to the package.

Allow Customer Maximum

Maximum number of accounts having “Service Type” the customer is allowed
to add from the customer center. If the allowed maximum exceeds
“Maximum Services in Package” above the additional accounts are added as
normal services outside of the package.

Allow Customer Set Domain

When “Yes” the customer is allowed to select a domain name from a listing of
available domains when adding a new service using the Manage Accounts
menu of the customer account center. Note: Listing of available domains is
restricted to only those Domains having the Customer Access setting enabled.

Allow Customer Cancel

When “Yes” the customers with “Manager” remote access enabled are
allowed to cancel services of this type from the customer center. When “No”
the customer is not allowed to cancel services of this type however they may
have the ability to cancel their MBR and all subsequent services. See
“Admin” / “Web Interface” / “Customer Settings” for more information on
customer account center access options.

Allow Customer Add

When “Yes” customers with “Manager® remote access enabled are allowed to
add additional services to their account via the customer center. When “No”
accounts of this type cannot be created by the customer. See “Admin” / “Web
Interface” / “Customer Settings” for more information on customer account
center access OptiOﬂS.

Allow Customer Change Password

When “Yes” customers are allowed to change their accounts access password.
Also when “Manager” remote access is enabled they are allowed to change
account passwords of other accounts within the customers MBR provided this
field is set “Yes” for the effected service types. See “Admin” / “Web
Interface” / “Customer Settings” for more information on customer account
center access options.

Allow Customer Change Login

When “Yes” and “Manager” remote access is enabled customers are allowed
to change the login names of accounts from the customer account center. See
“Admin” / “Web Interface” / “Customer Settings” for more information on
customer account center access options.

Prepaid Cards

Prepaid access cards provide a simplified means for customers to purchase and access the services you provide.
Emerald supports the following prepaid features:

e Direct Use Accounts: These types of accounts allow the user to directly access services using the login and
password provided on the pre-paid card without having to go through an initial sign-up process.

e Signup Server: The customer signs up electronically -- allowing the collection of the customer information
such as name, address, choice of access plans as well as customized access login and password funded by

pre-paid card.

e Rechargeable: Existing accounts may be “re-charged” by additional pre-paid cards.

e Integrated Account Generator: Customizable sequence generator for card numbers and password provide
endless possibilities for designing your own card generation algorithms with easy access to a cryptographic
quality source of random characters.
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e Batch Types: Provide for stored profile configuration of a prepaid batch so that similar batch creation runs
can easily be executed in the future.

o Data export: Prepaid batches are easily exportable in CSV or XML forms.

e Batch Management: After a batch is created it can be modified or suspended — additionally utilization
statistics are available from the prepaid batches menu.

¢ Isolated Organizations: Prepaid cards created for use with one organization are not useable by members of
a different organization.

e Customer Interface: Customer center allows the user to automatically purchase additional services, open
support tickets and provision new accounts using pre-paid and or a credit cards.

o Limited Shelf Life: Prepaid batches can be configured such that cards having not been used over a period
of time automatically expire.

e Enforce Access Limits: Expiration, session time limits, concurrent access limits and currency based rating
required for advanced services such as prepaid telephone cards are possible with Emerald and its integrated
pre-paid card management system.

Prepaid Sequences

Sequences are used to generate card login and card password fields used to in the creation of a prepaid batch. The
formatting of generated login and password fields are based on the web browsers JavaScript parser allowing you to
design custom sequences using the JavaScript language although several formats built-in login and password
sequence formats are included with Emerald. When creating a login sequence it’s important to make sure the login
generated is unique across all prepaid batches in the system. If a duplicate login is generated the prepaid batch
creation process fails. Recommend prefixing “$Current.BatchID” and “$floop.Value” (See script parameters in the
sequence editor for details) in order to ensure uniqueness of login fields. When creating a password sequence it’s
very important to generate passwords which don’t follow a guessable pattern.

Edit Sequence 1 Prepaid Card Generator Sequences
1 ST S I T .
Description: INumemc Password (10 digit) n
2 Numeric Password (10 digit) o Fes Delete
Login Use: [No_ =] Password Use: [Ves 7] Bl o) Mo Tes Delste
''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''' 3 Mumeric Password (14 digit] Mo Fes Delete
$floop.Value - Current ID (Between Starting and Ending Fange) 4 Mumeric Password (6 digif) o Tes Delete
$Cwrent.BatchID - Estimated Global Batch IDr s W B 418 disit . . Dielet
- . . - 3 umneric Password (8 digit) Mo Yes elete
Seript Parameters $Rndl.Alpha - {login} 32 random alphabet characters ‘a' thru 'z’ and 'A' thru 'Z!

b $Rndp.Alpha - (password) 32 random alphabet characters 'a' thru 'z’ and 'A' thrw '’ 8 Password (10 characters e Yes Delste
$Rndl Numeric - (login) 32 random numeric characters ‘0 thru '9' 10 Password (12 characters) Mo Tes Delete
$Rndp. Numeric - (password) 32 random mumeric characters '0' thru '9' 11 Password (14 characters) o Tes Delete

''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''''' 7 Password (& characters e Tes Delete
&\ Use $Rndp.Alpha/$Rudp. Numeric instead of javascript math.random() for password generation. 2  Password (8 characters) Mo Fesg Delete
= 1 Credit Card Compatible (16 digit) Tee s Delete
13 Numeric Account (10 digit) Fes o Delete
14 Numeric Account (12 digif) Tee s Delete
15  Numeric Account (14 digit) Fes o Delete
16 Numeric Account (16 digif) Tee s Delete
12 Numeric Account (3 dipit) Fes o Delete
Javascript Header
| _>l_I
'$Rndp. Numeric' .substring (0, 10) =
Javascript Field.
| _»l_I
Update
| Description | Text describing the type and purpose of the sequence
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Login Use When set Yes the sequence is intended for use to generate the card login field. It is

recommended on a per-sequence basis login or password is selected but not both.

Password Use When set Yes the sequence is intended for use to generate the card password field. It is

recommended on a per-sequence basis login or password is selected but not both.

JavaScript Header
field. An example of this is a credit card format number generator.

This is generally used to define JavaScript functions that will be called from the JavaScript

JavaScript Field

Parameters” in the sequence editor for more information on available helper variables.

This JavaScript code is executed once for each card generated in a prepaid batch. See “Script

Prepaid Batch Types

Batch Types act as profiles
storing much of the
configuration of a prepaid batch

Prepaid Card Batch Types

tive fDirect f Prepaid §
ire f Use [FAmount

Password

Sequence

Description fGroup "~

H.0gin Sequence [

Credit Card

run so that similar batches can Won direct  Cr Numeric
DMon crect  Lroup -
be easily created in the future. ~ test 7] 1B K iﬁ il i iz;;"""rd 10
At least one batch type must be o . R E—
created before a prepaid batch T Nt 2D 90 Tes 350 Compatible (16 Compatible (16
option 2 — -
can be generated. digit) digit)

Delete

Delete

Description: |E}<amp|e hatch type

Inactive Expire Days: lZED— Active Expire Days: |BD—
Login Sequence: ICredn Card Compatible (16 digit)j Password Sequence: INumeric Password (10 digit)j
Prepaid Credit Ameount: IE‘ED— Allow Direct Tee: m
Default Batch Size: |1UU— Billing Group: m

Service Type: |PPP 'I Pay Period: |Quarterly =
Send Method: |Email POF = EBilling Cycle: | Mon-Recurring 'l
Dormain: | peterd.ws 'I Discount: |Mormal 'I

Time Left: Bytes Left:
Direct Credit Ameunt:
Description Text describing the purpose and use of the batch type

Inactive Expire Days

Controls the “Shelf Life” of a prepaid card. When set any cards that have not been
activated before “Inactive Expire Days” of the prepaid batch creation are disabled and
no longer useable.

Active Expire Days

For “Direct Use” accounts set the expiration date of the account after its creation.
When the pre-paid card is not used as a direct use card the Active expire days field is
ignored.

Login Sequence

“Sequence” used to generate the “Card Login” fields of a pre-paid batch.

Password Sequence

“Sequence” used to generate the “Card Password” fields of a pre-paid batch.

Prepaid Credit Amount

Amount available when using the prepaid card to make payments against an existing
account or when using the prepaid card through the Emerald signup server to create a
new account. Note that after any amount is taken from a prepaid card it is no longer
possible to use the prepaid card for “Direct Use”. Similarly when a prepaid card is
used as a “Direct Use” card the Prepaid Credit Amount is not available. To provide a
credit amount to “Direct Use” accounts see the “Direct Credit Amount” field below.

Allow Direct Use

When enabled “Direct Use” of the prepaid card is allowed. Direct use is the ability to
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authenticate via RADIUS using the cards login and password to gain network access
without having to take any further steps such as going through a “Sign-Up” process.

Default Batch Size By default the number of prepaid cards to be generated per pre-paid batch run. NOTE:
As with most options default batch size can be overridden during the creation of a
prepaid batch.

Billing Group Billing Groups serve two purposes. First when a prepaid card is used for “Direct Use”
this determines which billing group the new “Direct Use” MBR will be associated
with.

Second, billing group restricts non “Direct Use” uses of the pre-paid card to accounts
which share the same Organization as the selected billing group.

Service Type Applies to “Direct Use” accounts only. Service Type of new Direct Use account.

Pay Period Applies to “Direct Use” accounts only. Pay Period of new Direct Use account.

Send Method Applies to “Direct Use” accounts only. Send Method of new Direct Use account.
Billing Cycle Applies to “Direct Use” accounts only. Billing Cycle of new Direct Use account.
Domain Applies to “Direct Use” accounts only. Domain of new Direct Use account.

Discount Applies to “Direct Use” accounts only. Discount of new Direct Use account.

Time Left Applies to “Direct Use” accounts only. Time Left of new Direct Use account.

Bytes Left Applies to “Direct Use” accounts only. Data remaining of new Direct Use account.
Direct Credit Amount Applies to “Direct Use” accounts only. Available balance of new Direct Use account.

Prepaid Batches

The prepaid batch menu allows the R
3 M 133 "

clicking the_ Generate Batcl} _button i Em;s Er— (;m — 1 1 1 1 1

under prepaid batches. Additionally all e t

previously created card batches are available from this menu as well as usage statistics of each batch. By clicking on
an existing batch all prepaid cards in that batch and the status of each are displayed.

Batch Type Template m
Description: I
Login Prefix: l— Login Parm 1: l—
Password Parm 1 l— Password Parm 2: l—
Range Start l1— Range End: l‘\[l[l—
Inactive Ezpire Days l22D— Active Expire Days lED—
Logn Sequence: ICred\I Card Compatible (18 d\g\l)j Password Sequence lm
Prepaid Credit Amount lS‘ED— Allew Direct Use m
Biling Group: [group 2 |
Service Type lm Pay Pencd m
Send Method: |Email POF = Billing Cycle: lm’
Domain lﬁ Dhzcount: W
Time Left: l— Bytes Lefl: l—
Direct Credit Amount: l—
Generate Batch
Batch Type Template Choose a prepaid batch type to be used as a template for generating the prepaid batch.
Description Text uniquely illustrating the purpose of the new prepaid batch.
Login Prefix Static prefix prepend to the card login field of all prepaid cards generated in this batch
Login Parm 1 Optional parameter reserved for custom purpose.
Password Parm 1 Optional parameter reserved for custom purpose.
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Password Parm 2 Optional parameter reserved for custom purpose.

Range Start Starting number used for prepaid batch generation

Range End Ending number used for prepaid batch generation. Number of prepaid cards created in
the batch is equal to “Range End” minus “Range Start”

el See Prepaid Batch Types above for descriptions of the remaining options in prepaid
batches.

Reports & Logs

This menu provides for the configuration of the Emerald reporting system and log management.

jzd Admin Reports Menu
[“Settings | ["Report Groups | ["report Fielas | ["Cog Timmi | [“systog Firters |
Settings

Provides system wide configuration to specify which print engines are installed and useable as well as engine
specific configuration options.

Reports configuration

Enable Crystal Eeports Print Engine: IND 'I
Enable Emerald Print Engine: I Yes vl

Default Print Format: I HTML 'l
Text Exzport CPL |12

Eeports Directory: |

Crystal Beports Server TRL: |http.ffmysenrer.ﬁﬁfcrprinla’emerprim.asp

Crystal Repotts Server Report Directoty: Ie‘\emerald\weh\repnna

Enable Crystal Reports Print Engine Enables the use of the Crystal reports for report rendering.

Enable Emerald Print Engine Enables the use of Emerald for report rendering.

Default Print Format Unused — reserved

Auto close reports when not in focus When “Yes’ once the report loses focus and is no longer in the
foreground the report window is automatically closed. When ‘No’ the
report remains open in the background window.
It is recommended this option remain enabled to prevent users from
forgetting about report windows in the background and having new
reports display in background windows hidden from view.

Text Export CPI Unused — reserved

Reports Directory Unused — reserved

Crystal Reports Server URL When using a remote crystal reports web print server for report
rendering this sets the access URL to the emerprint.asp print file
installed on that server.

Crystal Reports Server Report Directory | When using a remote crystal reports web print server for report
rendering this sets the location of the report files on that server.
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Reports

At any time, custom reports can be created et

against the Emerald user database to

expand upon the set of standard reports that 4o e eerty 9 Delete
the Emerald Management Suite provides. Users User Reports 3 Delete
Custom reports are created and managed RADITS RADIUE 2 Deletz
independently by your organization and can st e, Beols 2 Delete

therefore be tailored towards your specific informational needs. On Windows systems, and if using Crystal Reports,
after a custom report has been created, it can be configured as one of the regular selections available to the Emerald

Reports Operators under the Emerald ‘Reports’ main menu option.

E RoprtF Gioome Elpe ||

Check Deposits
Daily Payments
Ezpinng Credit Cards

depostt rpt Custom Delete

payments rpt  Custom Delete|  Choosing the Reports System Administrative option will present the
ceexpires.opt | Custom Delete | diSplay of the existing report set (including both the standard Emerald

Faled Transactions
GL Payments

Eecurring Bevenu
Forecast

Eewvenue By Service
Type

Sales Cofmmissions

Tax Payments

badiwans.opt  Custom Delets | FEPOrts, plus any custom reports that may have been added). Retrieve
dpayments.pt | Custom Delete | @N €Xisting Report entry for view and/or edit by clicking on the desired
entry. To remove a Report option, click the Delete link next on the
selected entry. To add a new Emerald Report, click the New Report

forecast.rpt Custom Delete

link.
serv rev.rpt Custom Delete
consonst Cuto Dt
tazpayments.rpt Custorn Delete Report: [Recurring Revenu Forecast

File Name: Ifurecasi. ot

Type: ICusmm 'l Eeport Group: IAccuuming -
Billing Group: IAII 'l Sort Order: ID
Update |

The Report entry fields are described below.

Report

Enter an identifying description of the Report. This description will be used within the ‘Report’
selection pick lists throughout Emerald.

File Name

Enter the actual filename of the report. This file should be located in the emerald report folder.
The file extension of the report may be left as .rpt even when the actual report file is an Emerald
report having a ews file extension. This allows for the same report definition to use either Emerald
for report rendering or a third party reporting system such as crystal reports depending on which
reporting engines are enabled and the format requested by the operator when printing the report.

Type

When “Custom” the report is available for display as a custom report in the custom report listing.
When “System” the report is intended to be used by Emerald for the rendering of internal features
such as statements and invoices.

Billing Group

Allows restricting of which Operators (via their allowed Billing Groups) can view the report.

Operator Group

Allows restricting of which Operator Groups can view the report.

Press the Update button to save the new or modified Report entry.

Once a report has been added to a report il s

group you may assign any parameters -
. Organization Mo 1 Listing of Avaliable Organizations Delete

those runnlng the report Shou'd be Billng Group o 2 Listing of avaliable Billing Groups Delete

prompted to set bEfore the report IS Forecast Month Fes 3 forecastrpt Delete

displayed. General examples of

parameters would be Organization, Bllllng group, date ranges for reports that look at account usage over time and

forecast.rpt Parameters

ERequired: IND 'l

Field: |Orgamzat|0n (Listing of Avaliable Crganizations) j

Sort Order: [1 99 IEA Software, Inc.
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parameters to limit the relevant number of results. The report parameters usable by a report are specific to each
report. See “Report Fields” below for more information on defining additional parameters for custom reports.

A report parameter marked required must have a value entered before that report can be run. Most report parameters

are optional.

Report Fields

Report Fields

When running a custom report it may be necessary gy SR SEETTVTTINN ST S |
to prompt the operator to answer various questions 1 Ouenization EWS Template Listing of Avaliable Osganizat
so that the report displays data relevant to the 2 |eiondm S U it ot o B, G
3 Starting Date Date & Time 1st of last month (PeriodStart’

Operators query For example a report that ShOWS 4 Starting Date Date & Time 1st of two months ago (PerodStart)
all call records for a period of time may ask for 5 BudigDate Date & Tune 15t f last maonth (PeriodEind)
starting and ending dates to show the call £ EndoeDe Dete & Time Lt of owo montho ago PeriodEnd)
. . . . 7 Starting Date Date & Time Testerday
information as well as restricting the call record T Dote & Tone R
display to a subset of accounts based on region, 9 Operater Sting B e
billing group, organization or other criteria. To L e Do i S

. - . . 20 Starting Date Date & Time 1st of 12 Months Ago
accomplish this report fields are configured through —T Dete e e of 12 mothe e (PenodEad

the report field’s editor shown below. After this

has been completed the new fields are available to be assigned to reports. (See report groups above)

Edit Report Field k:

Field ID: 4
Field Label: |Staning Date
SwingD: [
1st of two months ago (PeriodStart) =]
Description:
[ |
CR. Field: | EWS Field: [StartDate
Data Type: lm
Default Value: |$m2 PeriodStart
Update
Field ID Unique 1D representing this field. If you are adding custom report fields the field 1D must be
larger than 10000. 10,000 and below are reserved for IEA Software use only.
Field Label Field name to display to the user
String ID Provides language support for “Field Label” above.
Description Text describing the use of this field and optionally default value
CR Field Crystal reports field name
EWS Field Emerald report field name
Data Type “Numeric” — Data entered must conform to a numeric value

“String” — Data entered can contain alphanumeric characters

“Date & Time” — Data entered is a date or date and time field

“EWS Template” — Data field display based on EWS template file. See Emerald Web Extensions
guide for information on creating ews template files.

Default Value

Default value of this data field

EWS File

When Data Type is “EWS Template” this represents the ews template name to use.
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System Log Filters (Sys Log Filters)

Emerald provides the ability to filter the system messages that get saved SysLog Filter
within the Emerald System logs. A System Log Filter can be defined to P Addeess [
“filter out”, or ignore, certain system messages that do not need to be Severity: [Emergency =]
recorded in the log detail file. Match String |

Choosing the Sys Log Filters System Administrative option will present
the display of the currently configured system log filters. Retrieve an existing system log filter entry for view and/or
edit by clicking on the desired entry. To remove a system log filter, click the Delete link next on the selected entry.
To add a new system log filter, click the New SysLog Filter link.

The System Log Filter entry fields are described below.

IP Address Enter the IP address of the server to which this filter applies. Wildcards are allowed within the IP
string in order to filter upon IP Ranges (for example, ‘207.53.*’. If it is a global filter and applies
to all system servers, then enter just the wildcard symbol “*°.

Severity Select the appropriate system message error type from the available options presented. The
severity options are pre-configured and match the types of Emerald system messages that occur
during system operation.

Match String Enter the text string indicative of the messages that you would like filtered from the system log
when they are received. The Match String entry is not case sensitive (for example, ‘h’ will match
both ‘h’ and ‘H’) and will match partial fragments (for example, ‘login’ will match and filter all
system messages that contain the word ‘login’.)

Press the Update button to save the new or modified System Log Filter entry.

Log Trimming

The Logs Global option provides the configuration for the maximum
number of days in which to store the Emerald log and other table entries

Logs configuration

within the system. Choosing the Logs Global Administrative option will Trin days for RadLogs 12
present the display of the current logging configuration. Retrieve an Trim days for Scheduler Logs: |183
existing attribute value for view and/or edit by clicking on the desired Trim days for Audit Logs: [123
entry. When the Description value is clicked within the Log Trirm days for Syslogs: [153

Configuration display window, an entry box prompting for the new
Value entry for the option will be presented. The Description indicates
the log file name, and the Value field is always in number of days the log
entries will be stored within the system. Warning: The trimmed records | Trim days for Calls (Non-Stop records) [45

are permanently deleted from the system. Trirm days for Server Ports: [7

Update |

Trimn days for Logs: |183
Trin days for Calls {Stop records only): [730

The Logs Configuration options are described below.

Description | Indicates the name of the individual log file.

Value Enter the number of days for which to keep
the log entries stored within the system.

Press the Update button to save any new or modified Logs option value changes.
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RADIUS

Much of the RadiusNT/X component configuration is stored in Emeralds centralized database. However
RadiusNT/X also maintains a local configuration used among other things to determine connectivity to the Emerald
database and control which features are enabled. Please see the RadiusNT/X administrator and the RadiusNT/X
Users guide for more information on the local configuration of RadiusNT/X.

jzo Admin RADIUS Menu
| Vendors | | IP Groups | | IP Service Types | | Server Types | | Server Groups |
| Roam Servers | | Roam Domains | | Reject Attributes | | DHIS Groups | | Filter Groups |
| Group Concurrency | ‘ Clear Online List | | Auth Test Config | | Session Manager |
Note:

In order for many of the Emerald Administrative RadiusNT/X options to function correctly after configuration,
features may have to be enabled on each RADIUS server using the RadiusNT/X Administrator. RadiusNT/X option
availability and feature performance may also be affected by the type and capabilities of your NAS (Network Access
Server). Therefore, it is strongly recommended that you be familiar with both your RADIUS server configuration
and NAS setup when going through this section.

Vendors (Vendor Attributes)

Vendor Attributes are the set of RADIUS il i

attributes and values commonly known as a w““ -
RADIUS dictionary. The purpose of the 5 aoe a 189

dictionary is to translate and define the RADIUS 2 Giseo A z

numerical information into human understandable i iﬂ"—mft 2 2 %
descriptions. Each RADIUS attribute is 55 Digtsl-Equpment . . Delte
associated with a particular NAS Vendor, an 4 — 0 g e
attribute identifier and associated attribute values. — - =

RadiusNT/X is pre-configured with a standard set — — —

of RADIUS attributes that should work for most 255 Cisco VPIT000 1 o

Network Access Server (NAS) vendors. If your e . L L

NAS requires a change or additional attributes, the user can add or delete the list of attributes as needed. Please
consult your NAS documentation for information on supported
attributes.

RADIUS Vendor K
VendorI: I Choosing the Vendors RADIUS Administrative option will present
the display of the currently configured RADIUS vendors. Retrieve an
existing RADIUS Vendor for view, edit or attribute definition by
Update | clicking on the desired entry. To remove a RADIUS Vendor, click the
Delete link next on the selected entry. To add a new RADIUS
Vendor, click the New RADIUS Vendor link.

Wendor MName: |RADIUS Standard

The RADIUS Vendor entry fields are described below.

ID Enter the IANA enterprise number for this
Vendor. Note: The Vendor ID numbers are
standard and should be supplied within your
NAS documentation.

Name Enter the identifying descriptive name of the
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| RADIUS Vendor. |

Press the Update button to save the new or modified RADIUS Vendor entry.

Note:

Before adding a new RADIUS Vendor entry, consult your NAS documentation to find out whether it supports the
standard vendor specific attribute format. If it does not, RadiusNT/X may not be able to properly handle attributes
from that vendor unless they appear in the standard Emerald-provided Vendor list.

Defining Vendor Attributes

Attributes are associated with RADIUS Vendor entries. To add

Attributes (RADIUS Standard)

X . . X Nome [ wine > [ acmbetype ||

or display the RADIUS attributes specific to a particular 1 St Delse
Vendor, click the Name field of the Vendor from the Radius 2 . —
Attribute Vendors display window. 4 Dot Address D
5 Integer Delete

é Integer

SDIUS Stuibute Once a Vendor has L b
. 8 IPwd Address Delete
Attribute ID: [7 been selected, all 9 Dot Adiess Des

10 Integer

Narme: IFramed-F‘rotocoI

Attribute Type: IInteger 'l
Eeply Twpe: IRepIy 'l

Update |

Attributes
associated with the Vendor will be presented. Retrieve an existing

Attribute for view, edit or Attribute Value definition by clicking on the
desired entry. To remove an Attribute, click the Delete link next on the

Alias Vendor: [None | selected entry. To add a new Attribute entry, click the New Attribute
Alias Attribute: [Nane =] link. The Vendor Attribute entry fields are described below.

Attribute ID Enter the Attribute ID value. Please check with your NAS documentation for information on
entering the correct value.

Name Enter the appropriate Attribute name. Please check with your NAS documentation for
information on entering the correct value.

Attribute Type | Select the appropriate type from the selections offered in the pick list. Please check with your
NAS documentation for information on entering the correct value.

Reply Type Select the appropriate Reply Type from the selections offered in the pick list. Please check with

your NAS documentation for information on entering the correct value. Note: A check attribute
is verified against the attributes in the RADIUS request received from the terminal server. If the
value you set does not match the value for the attribute in the request, the user’s authentication
request will be rejected.

Alias Attribute
Alias Vendor

These fields are used by RADIUS when recording accounting data to the Calls table to
impersonate a selected attribute. This way you don’t need separate columns in the Calls table for
each Vendor attribute that share common functionality with another attribute. See the
RadiusNT/X documentation for more information on alias attribute functionality. Choose the
Vendor and Attribute values from the provided selection lists.

Press the Update button to save the new or modified Vendor Attribute entry.

Quick Tip:

You should consult your NAS documentation to find out what attributes and what values it supports. Not all
RADIUS clients support all RADIUS attributes.
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Defining Vendor Attribute Values

Attribute Values are pre-defined names representing numerical
RADIUS attribute identifiers. This allows you to select options !

based on easier to understand names, rather than remember the

PEP
SLIP

1
2
numerical value. 3 ARA
£ Gandalf
5 Klogics
S At — Once you have selected a 7 GPRS-PDP-Contest
e - specific Vendor Attribute from 2 E
et the list, you will see a listof =
Nasne: |PPP the current values for that Attribute. Retrieve an existing Attribute Value for view
M or edit by clicking on the desired entry. To remove an Attribute Value, click the

Delete link next on the selected entry. To add a new Attribute Value entry, click the
New Value link.

The Attribute Value entry fields are described below.

Value | Enter the Attribute Value. Please check with your NAS
documentation for information on entering the correct value.
Name [ Enter the appropriate Value name. Please check with your NAS
documentation for information on entering the correct value.

Press the Update button to save the new or modified Attribute Value entry.

Server Groups/Servers/Server Ports

Server Groups are used to group Server Groups _
sets of servers that have similar ] — |

characteristics or function. Otaer ot oeehits T e Ilicdes Jesrenal sl s Lok ] someserver]
Choosing the Server Groups cockans  [spokames]

RADIUS Administrative option will ... [ scattle ]

present the display of the currently newyork [ newyork |

configured Server Groups. Edit an carth [ earth ]

existing Server Group by clicking on

the desired entry. To remove a Server Group, click the Delete link next on the selected entry. To add a new Server
Group, click the New Server Group link. Once created, Servers can be assigned to the group on the Server entry
screen.

Server Group

Update |

Server Group: I

The Server Group entry field is described below.

[ Server Group | Enter an identifying name for the Server Group.

Press the Update button to save the new or modified Server Group entry.
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Defining Servers under a Server Group

After creating a Server RADIUS Servers
Group, individual Servers SR TSN TR STORTYN ST ST S
can be Created and assigned seattle Generic Start at 0 10.0.58.1 Peters house 10040 Create ote Delete

to the group. Each

Network Access Server (NAS) that will interact with Emerald must be defined within the system. Select a
Server Group from the Server Group list to display all Servers currently configured for that group. Retrieve an
existing Server entry for view and/or edit by clicking on the desired entry. To remove a Server, click the Delete link
next on the selected entry. To add a new Server entry, click the New Server link.

The Create link within the Ports

column is specific to the Server Server: [pm2 Phone Number: [09 444 2485 |
ent_ry screen, allowing the user Server Group: [Oer 5] Cortast Natae: |

to indicate to the SyStem o Server Type: ILiwngston - Portmaster 2 j Contact Phone: li
automatically create the Server ' :

Ports entries for the particular IP Address: [10.03250 Contact Page.

Server entry. If the Create link ourer, [FAGINNFDKRS3@#321 DwkiRw Commems: [
is selected, the system will (16 or more characters recommended)  po e Sy

delete any existing Port entries Commuity: [public Srrern I
for the Server and auto-generate Location: foasement Rad Roam Server: [Nore 1Bl
a Ctomplete Szt. of I‘:e\f[\}llp(‘)gt Forts I32 Server Access: IAHDW all unless specified =)
entries according to the “Server Modems: |32— ] |—

Type’ of the Server entry. The muhPort [ . Acciort: —

Port display presents two port Goreacy Checkng [Ensunt [l iasonnect Fort

indicators formatted as the

“number of specified

ports/number of port entries that
currently exist within the system” for each Server entry. The Server entry fields are described below.

Server Enter an identifying name for the Server. This can be either the fully qualified domain name
(FQDN) of the NAS, or just the hostname of the NAS.

Server Group Select the Server Group that applies to this Server entry. The default is the currently selected
Server Group.

Server Type Server Type is intended for backwards compatibility with previous generation of access

technologies using SNMP rather than RADIUS dynamic authorization for Disconnect
messaging. For all access servers of all types select None from the list. If the client is an
Emerald server select ‘IEA Software — Emerald Client’. If the client is a RadiusNT/X server
select ‘IEA Software — RadiusNT/X Server’. For ALL other RADIUS clients and access
servers choose None. Note: None is the same as selecting Generic Starts at 0.

IP Address Enter the machine IP Address.

Secret Enter the shared RADIUS secret between the NAS (RADIUS Client) and RadiusNT/X. This
must be exactly the same as configured on the NAS itself. Refer to the RadiusNT/X
documentation for more information on RADIUS Secrets. A 16 or more character random
shared secret containing letters, numbers and symbols is recommended.

Community Enter the SNMP community of the NAS, and is used for the SNMP functions of RadiusNT/X.
This is for backwards compatibility only and is normally left empty.

Location Enter the location of the server for informational purposes only.

Ports Enter the total number of physical or logical ports the NAS is able to manage. If the NAS
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does not have a fixed count of ports or you don’t know how many Ports exist set Ports to 0.
Ports are used for reporting purposes only and can be safely ignored.

Modems Enter the number of server modems. Used for reporting purposes only.

Phone Number Enter the server access phone number This is the DNIS number access number if applicable.
The Phone Number field is used for informational purposes only.

Contact Name Enter the name of person in charge of administering the server.

Contact Phone Enter the phone number of the Contact person for the server.

Contact Page Enter the pager number of the Contact person for the server.

Comments Enter any description or comment regarding the server or its configuration.

Dynamic Start Used for informational purposes to define the primary IP Address pool the NAS will use (this
Dynamic End is not sent to the NAS) and has no effect on authentication.

Rad Roam Server | By selecting a roam server, all requests from this server will be automatically forwarded to the
selected roam server and NOT processed locally. Use of this feature requires proxy be
enabled in the RadiusNT/X administrator.

Server Access When server access is enabled in the advanced menu of the RadiusNT/X administrator this
controls the default access rule for this server. “Allow All Unless Specified” allows full
access to all service types with RADIUS attributes and all ports unless there are specific deny
rules defined. “Allow none unless specified” denies all access and requires access rules
before any authentication attempts can be succeed for this access server.

Acct Port If this server entry is used to reflect a RADIUS server or internal client such as the “Emerald
Client” and “RadiusNT/X” Server Types the Acct port reflects the UDP RADIUS accounting
port of the server.

Auth Port If this server entry is used to reflect a RADIUS server or internal client such as the “Emerald
Client” and “RadiusNT/X” Server Types the Auth port reflects the UDP RADIUS
authentication port of the server.

Disconnect Port | If this access device supports RFC3576 Disconnect or COA messages this reflects the
Disconnect UDP server of the access device. Note that if disconnect port is specified Emerald
will issue disconnect messages when sessions are cleared for this access device in the online
sessions report in the “Client” / “Reports” menu.

Concurrency When “Enabled” and when the Concurrency checking feature is enabled in the advanced menu
Checking of the RadiusNT/X administrator concurrency checking is performed for authentication
requests made from this access server. Otherwise if “Disabled” or concurrency checking is
not enabled in the advanced menu of the RadiusNT/X administrator concurrency checking is
not done for requests made to this access server.

Disconnect For access servers supporting receipt of CoA/Disconnect messages to terminate active
Attributes sessions this option controls which session identifying attributes are sent to the access server
to identify and disconnect a unique session via the Emerald session manager or Manually via
the emerald online list. Since some access devices may not accept disconnect requests with all
of the attributes provides you may uncheck those attributes the access device will not accept.
If you are experiencing problems with disconnect try unchecking the Caller-1D and NAS-Port-
DNIS attributes. (Calling-Station-1D and Called-Station-ID) Note: Acct-Session-1D is always
sent and cannot be disabled.

*Denotes required field
Press the Update button to save the new or modified Server entry.

Server Ports

Ports
In order for Emerald to track accounts on-
line and control Iogin permissions, the 257 13.6.14.1.307.3.21.1.1.4.257 10.0.3.2 peterd Tnactive 00000002
System needs to be aware of each port on _258 1.3.614.130732.21.1.14.258 10.03.2 peterd Tnactive 00000005
259 136.14.1307.3.21.1.14.25% 10.0.3.2 peterd Tnactive 00000005
260 .136.14.1307.3.21.1.14.260 10.0.3.2 peterd Tnactive 00000006
261 1361413073.21.1.14.261 10.0.3.2 peterd Tnactive 00000008
262 1361413073.21.1.14.262 10.0.3.2 peterd Tnactive 0000000F:
Emerald v5 — Administrator’s Guide 263 .13.6.14.1.307.3.2.1.1.14.263 10.0.3.2 peterd Tnactive 0000000D
264 .13.6.1.4.1307.3.21.1.14.264 10.0.3.2 peterd Inactive 0000000F
265 .1.3.6.1.4.1.307.3.2.1.1.14.265 10.0.3.2 peterd Inactive 00000011
266 .1.3.6.1.4.1307.3.2.1.1.1.4.266 10.0.3.2 peterd Tnactive 00000014




each server. By default, these entries can be auto-generated according to Server Type when the Server is created
using the Server entry screen Create Port option.

Once generated, Server Port information can be edited, but changes to the automated Server Port configuration,
outside of modifications to the SNMP configuration of the port, is generally not recommended. Additionally note,
that when a Server entry is deleted, all associated Port entries for that Server will also be deleted.

Retrieve an existing Server Port entry for view and/or edit by clicking
on the desired entry. To remove a Server Port, click the Delete link

Server Port

Port: |

next on the selected entry. To add a new Server Port entry, click the

SMIE User: |

New Server Port link. The Server Port entry fields are described
Undate | below. Note: Under most cases Ports are dynamically added and
i removed based on demand. It is not recommend Ports be added or

removed manually except if necessary when configuring SNMP concurrency checking.

Port Enter the Port identification number. The value must match what the NAS will return in the NAS-
Port attribute for accounting requests. Note: Run RadiusNT in —x15 debug mode to see an
example of these values.

SNMP User For backwards compatibility only. This field should normally be left blank. Used by RadiusNT/X

when doing SNMP concurrency checking. Represents SNMP OID of attribute containing the
status of this port. See the RadiusNT/X documentation for more information on SNMP
functionality.

Press the Update button to save the new or modified Server Port entry.

Server Security/Port Access

Emerald and RadiusNT/X Access settings

allow access restrictions to be i Max Session Length E |
placed at the Server Port Al EMail 100 200 30 Delete
level. Once a Server and its Al Web - Virtual 1:00 2:00 Delete

Ports have been defined,

select the Server for edit to define specific access levels for specific Server Ports.

Server Access K
Aecess Bale: @ Allow © Deny|  potrieve an existing Server Access entry for view and/or edit by clicking on the
Port: [All Ports ] desired entry. To remove a Server Access entry, click the Delete link next on the
Service Type: [EMail =l | selected entry. To add a new Server Access entry, click the New Server Access
Start Time: [1.00 link. Note: Entries defined for ‘All” Ports cannot be directly edited. Modify
Stop Time: f00 | these entries by deleting and then re-entering the information. The Server Access
_ entry fields are described below.
Mlax Session Length: IBD
Update |

Access Rule “Allowed” means access is granted when all of the criteria below is met. “Denied” means
access is denied when all of the criteria below is met.

Port Select the Port identification number (specific port values must have been pre-configured for
the server). Choose the ‘All” option if the configuration applies to all Ports on the Server.

Service Type Enter the Service Type that this Port Access definition applies to. Chose the ‘All’ option if
the configuration applies to all Service Types.

Start Time Enter the Start/Stop time access restrictions for the Server Port entry. Enter the values in 24

Emerald v5 — Administrator’s Guide 107 IEA Software, Inc.




Stop Time hour clock notation (HH:MM).

Max Session Length | Enter the maximum number of minutes that sessions matching this criterion are to be limited.

Press the Update button to save the new or modified Server Access entry. To use this feature ' (Auth) Server port
access ' must also be enabled within the ‘Advanced’ menu of RadiusNT/X administrator.

IP Groups
H IP Groups
IP Groups are used to define S e e
RADIUS IP Group 3 spokane Available: 59 159
Nare: | seattle Available: 515
new york Avalable: 575
M test Available: 070 Delete

sets of reservable IP addresses,
or IP Pools. Choosing the IP Groups RADIUS Administrative option will present the display of the currently
configured IP Groups. Retrieve an existing IP Group entry for view and/or edit by clicking on the desired entry. To
remove an IP Group, click the Delete link next on the selected entry. To add a new IP Group, click the New IP
Group link.

The IP Group entry field is described below. Press the Update button to save the new IP Group entry.
| Name | Enter an identifying name for the IP Group. |

Defining IP Addresses for an IP Group

IP Addresses

After creating an IP Group, IP E Padiee  f Taclsed S F ]
Addresses can be assigned to it. Select o031 0311304 014620 e Delete
an IP Group name from the IP Group 10.0.8.2 03/18/04 0146:21 Avaiable Delete
list to display all current IP Addresses 100.8.3 03/18/04 01:46:21 Available Delese
for that group. To add a new IP 10.0.8.4 03£18/04 01:46:19 Available Delete
AddreSS to the P Group, CliCk the NEW 10.0.8.5 03/18/04 01:46:15 Available Delete

IP Address link. To add a new IP Range click the New IP Range link

When defining an IP Address Range the first three octets of the Ipv4 address are

entered in the first three fields after the IP Range label. The fourth field sets the P Address: |—
RADIUS IP Address Range starting value of the last octet while Undate |

the fifth and final field sets the ending
value of the last octets of the ipv4 addresses to be added.

PRuge[ [ ] -l

Add Range |

—

As an example to create an address range of 10.0.8.1 thru 10.0.8.100
enter the following: “10” “0” “8” “1” “100” in the IP range field.

Note: At this time only Ipv4 addresses are supported for RADIUS based IP pool management.
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IP Service Types

IP Service Types define how IP pools IP Service Types

configured above are allocated to clients. F
. . earth ) 1 Al er-Session [ Dynarmic Delete

Each IP Service Type associates an IP Pool o vk I B S FE— Delete

with a set of Server Groups and Service p— a1 B scattle Per-Session J Dynamic Delete

Types spokane Al 1 spoleane Per-Tser / Static Delete

Service Type: IAII = | Assignment |Per-Session / Dynamic =
Priority: |2

IP Service Types

- Choosing the IP Service Types RADIUS Administrative
Server Group: [seatle =] P Group: [seatie = option will present the display of the currently configured 1P
Service Types. Retrieve an existing entry for view and/or edit
by clicking on the desired entry. To remove an IP Service

Update | Type, click the Delete link next on the selected entry. To add a

new one, click the New IP Service Type link.

Emerald RADIUS Server Group for which this IP Service Type definition applies. The
Server Group selection is required and will restrict the Servers that users of the optionally

IP Group of IP Addresses allowed access to the selected RADIUS Server Group above.

Provides control over the terms of an IP allocation. ‘Per-Session’ assigns an IP address to
the authenticating client for the duration of their session. Once the session is closed the IP
address is returned to the pool for assignment to a new client. ‘Per-User’ anchors the IP
address to the clients user account so that the user is assigned the same address for all
subsequent sessions. The allocation is only returned to the pool when the user account is
canceled, inactivated or manually removed from the address pool. ‘Per-User’ is ideal for

Enter the priority of this entry that will determine the order in which IP Service Types are
evaluated and applied by the system. Priorities are numerical values, generally between 1

Server Group
chosen Service Type can access.
IP Group
Service Type Service Type(s) chosen to access the selected Server Group.
Assignment
providing ‘Static IP’ services.
Priority
and 1000.

Press the Update button to save the new IP Service Type entry. To use this feature ' (Auth) IP pooling' must also be
enabled within the '‘Advanced' menu of RadiusNT/X administrator.

Please note that all Server Groups should be configured within the RADIUS Server Groups menu option prior to

defining any IP Service Types.

Server Types

Server Types are used within RadiusNT/X to
track the type of a server that is supported. This

Server Types

D | ] Model | SNMP Type [ SNMP User |

-2 IEA Software Emerald Chent Port Number None Delete
feature is intended for backwards compatibility =~ 1 Eisetwwe  Radnd0DSever  Porluber  More
only. You do not need to configure a server type = ¢ Geesic Eat 0 BatMiber  Hone
if your access server(s) do not appear in this list. + === il e =
. . . . . 2 Livingston Portmaster 2 Port Number 1.36.14.1.3073.21.1.14
Conflgurlng the Server Types IS prlmarlly used 3 Livingston Portmaster 3 DPort Number 136141307321114 Delete
for SNMP Concurrency Checking. The 4 Livingston Portmaster 4 Port Mumber  ,136.14.1307.3.211.14 Delete
Emerald Management Suite provides a default ~ 3 Asend b 0 T Sowwl  uicoeo ot Lot
H H H P & Ascend Mlax 4000 E1 session-I0 1.36.14.1529.12.3.14. Delete
Server Type list that ywll typlcally be sufficient —— N = e s
for mOSt SyStem conflguratlons' Eme_rald Only 8  Ascend MAK TNT Session-IDr 13614152912314. Delete
knows how to process these pre-configured 8 @ 485200 DortMumber 1361419292118 Delete
1o TSE Total Control Port Number None Delete
11 CompuTone PowerRack Port Number None Delete
12 Microcom £000 Port Number None Delete
13 TSR HyperARC Port Mumber 1.3.6.14.1429.4.10.1.1.18. Delete
14 Mortel Hortel 5399 Port Nurrber 1361411521612131 Delete
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Server Types; therefore, any new Server Types added to the system configuration will not be fully supported.

Choosing the Server Types RADIUS Administrative option will present the display of the currently configured
Server Types. Retrieve an existing Server Type entry for view and/or edit by clicking on the desired entry. To
remove a Server Type, click the Delete link next on the selected entry. To add a new Server Type, click the New
Server Type link.

Vendor: |Liwngst0n

lodel IPnnmaster 2

SHMP Type: IF‘urt Mumber 'I

Server Type: 2 User defined IDs must start > 10000 The Server Type entry field is described below.

SMME Tser: |.1.3.6 14.1.307.3.21.1.1.4.

Server Type | Enter a unique numeric identifier for the Server Type.
Vendor Enter the text information description of the Vendor.
Model Enter the text information description of the server model.

SNMP Type | Select ‘Port Number’ or ‘Session’ to designate the SNMP user type.

SNMP User | Enter the base OID used for SNMP Concurrency checking. It should be a string ending in "." in
order to be correctly formatted for the RadiusNT/X user name query. If the SNMP Type is Port,
it will append the port number the user is logged onto to the string. If SNMP Type is Session-
ID, it will append the user’s session ID onto the string.

Press the Update button to save the new or modified Server Type entry.

Roam Servers

Emerald Roam Servers are additional

RadiusNT/X or other RADIUS

compatible servers, typically outside of
your system domain, that Emerald can
forward requests to. Defining a Roam
Server is very similar to adding any other Emerald Server, because Emerald will communicate with it in a similar
manner. Coordination with the System Administrator of the Roam Server you are forwarding requests to is required
in order to insure the correct RADIUS shared secret is being used.

RADIUS Roam Servers

127.0.0.1  providera locahost 1 1 Tes Mene
10.0.0.242 prowiderb locahostt 3 2 Mo Mone 1645 1646 Delete
10.0.3.25 prowderc localhost 3 2 o Ione 1812 1813 Drelete

RADIUS Roam Server

Server: |pr0vider C

TP Address: |1D.D.3.25
Secret: IIocthost

Treat &5 Local Mo =

Etrip Domain: INone 'l

Update |

Auth Port:
Acct Port:
Timeout:
Retries:
Target Rate:
Max Rate:

ez Choosing the Roam Servers RADIUS

fem Administrative option will present the display of the
currently configured Roam Servers. Edit an existing

E Roam Server by clicking on the desired entry. To

P remove a Roam Server entry, click the Delete link

[iod regsisec| Nexton the selected entry. To add a new Roam

B0 reqsisec Server, click the New Roam Server link. The Roam
Server entry fields are described below.

IP Address Enter the IP Address of the Roam Server.

Server Enter the name of the Roam Server that Emerald will forward the requests to.
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Secret Enter the RADIUS shared secret of the RADIUS Roam Server. Refer to the RadiusNT/X
documentation for more information on RADIUS Secrets.

Timeout Enter the number of seconds in which forwarded requests will timeout if not acknowledged.

Retries Enter the number of times that failed forwarded requests should be retried.

Treat as Local | This option indicates whether this server will be receiving requests. Select ‘N0’ in order to
forward requests to the server. Select ‘Yes’ to indicate the server is not receiving requests and
Emerald should process the requests locally.

Note: This is a handy option when defining your own domains so that login attempts from
specific domains will be authenticated locally rather than forwarded.

Strip Domain | This option indicates that RadiusNT/X should remove the domain before forwarding the request.
The option descriptions are as follows:

e None: The domain part of the request is not stripped.

e Accounting: Only strip the domain from the accounting requests.

e Authentication: Only strip the domain from the authentication requests.

e Both: Strip the domain from both the authentication and accounting requests.

Note: Consult the System Administrator of the Roam Server regarding the format they are
expecting to receive.

Auth Port Enter the port number where RadiusNT/X will forward the Authentication requests to the server.
Typically this defaults to 1645, although the System Administrator of the Roam Server may
request a different port number.

Acct Port Enter the port number where RadiusNT/X will forward the Accounting requests to the server.
Typically this defaults to 1646.

Target Rate Target forwarding rate in requests per second. Used for load balancing purposes when there are
several roam servers attached to a roam domain. If there is only one roam server available
Target Rate is unused.

Max Rate Maximum forwarding rate in requests per second. Used for load balancing purposes when there
are several roam servers attached to a roam domain. If there is only one roam server available
Max Rate is unused. Max rate is not enforced when all other proxy servers in a roam domain
have also exceeded their forwarding rate.

Press the Update button to save the new or modified Roam Server entry.

Proxy Attribute Group

Authentication requests can be Proy Atibuto Groups
proxied based on the value of a !
group of attribute check items | & No Proxy Attribute Groups i

(for example, a user logging in
with a special character in his name, or from a specific DNIS number). Configure this by creating a Proxy Attribute
Group and associating it with an existing Roam Server and a particular set of check attribute values. Once a Roam
Server has been defined, select the Roam Server for edit to define the Proxy Attribute Group.

T — Retrieve an existing Proxy Attribute Group entry for view and/or edit by
o cllcklng on the desired Roam Server and t_hen selecting the entr_y of the Proxy
Attribute Group. To remove a Proxy Attribute Group entry, click the Delete
Description: [Realm proxy link next to the selected entry. To add a new Proxy Attribute Group entry,
Update | click the New Proxy Attribute Group link. Note: The delete option for a

Proxy Attribute Group will not be show if the group has Proxy Attributes
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assigned to it. The Proxy Attribute must be deleted before you can delete the Proxy Attribute Group. he Proxy
Attribute Group entry fields are described below.

Priority This field defines the priority order of the attribute checks RADIUS performs.

Description This field gives the description of the Proxy Attribute Group selection.

Press the Update button to save the new or modified Roam Domain entry.

Proxy Attributes

A Proxy Attribute is a value that Radius will look for to
determine where the packet will be proxied. Once a Proxy
Attribute Group has been defined, select the Proxy Attribute

Proxy Attributes

Search Type: IEnds with A

A N N String; I@realm com
Group for edit to define the Proxy Attributes. _
Attribute: |[RADIU5 Standard] User-Name j
Retrieve an existing Proxy Attribute entry for view and/or edit Vndate |

by clicking on the desired Proxy Attribute Group and then

selecting the entry of the Proxy Attribute. To remove a Proxy Attribute entry, click the Delete link next to the
selected entry. To add a new Proxy Attribute entry, click the New Attribute link. e Proxy Attribute entry fields are
described below.

Search Type | Matching condition specifying in what way “String” is to be matched.

String Value being matched

Attribute Attribute containing the value to be matched

Roam Domains

RADIUS Roam Domains

The Roam Domains RADIUS L RomSeer I Doman | Proy f Semicemype ||
Administrative option is used to define both  ereneera reslma 1 Mene Delete
the domains that will be forwarded, and the  eeowdert cealb 1 Hene Delete

1

realme None Delete

Roam Servers to which each domain will be ===
forwarded. Emerald enforces no restrictions or limits (beyond size) on the format of the domains defined.

Note:

To find out more detailed information about RadiusNT/X Roaming functionality, please refer to the RadiusNT/X
documentation.

Choosing the Roam Domains RADIUS Administrative option will [ RADIUSRoamDoman

present the display of the currently configured Roam Domains. Edit i

an existing Roam Domain by clicking on the desired entry. To remove Domain: [realma

a Roam Domain entry, click the Delete link next on the selected entry. Prosty: [T

To add a new Roam Domain, click the New Roam Domain link. The Afiributes: [PassTrra |

Roam Domain entry fields are described below.

Roam Server Select the appropriate Roam Server from the pick list. Only servers having been added to
“Roam Servers” will be presented in the list.

Domain Enter the domain to be forwarded to the selected Roam Server. Enter the value without the ‘@’
symbol.
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Priority

Enter the priority of the server. This is used in the case that there are duplicate entries for a
particular Roam Server/Domain combination to allow for the definition of backup servers.
Priorities are required to be unique per individual Roam Server/Domain. If a priority is not
unique RadiusNT/X will check both servers in random order should the first return an
authentication failure.

Attributes

Indicates that RadiusNT/X overrides the set of attributes the authenticating RADIUS server
replied with and instead use the default set of RADIUS attributes associated to the selected
Service Type. The default and recommended value is “Pass Thru” which does not alter the
authentication response as its proxied through RadiusNT/X.

Press the Update button to save the new or modified Roam Domain entry.
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Rejects

The RADIUS Rejects Administrative _ kel it _
option is used to define the sets of G TSNN ST SS— (T S—
RADIUS attribute/value matches ———— Sza“dard ﬁp — T—;%m ﬁze
- . - ArCat SCEnd- - £35 elete
that RadiusNT/X will reject S Settame LT Dets

immediately, without actually
processing the request. For instance, if you want to reject any user calling from a specific phone number, you could
add an entry to the RADIUS Rejects list with the Caller-1D attribute and the specific phone number.

Choosing the RADIUS Rejects Administrative option will present the
. B_r; - tendar S display of the existing RADIUS Reject entries. Edit an existing
tmD“te :meame - RADIUS Reject by clicking on the desired entry. To remove a
ata: |test

RADIUS Reject entry, click the Delete link next on the selected entry.
EER To add a new RADIUS Reject entry, click the New RADIUS Reject
link. RADIUS Rejects entry fields are described below.

Vendor Select the appropriate Vendor from the selection pick list for the desired RADIUS attribute.

Attribute Select the appropriate Attribute from the selection pick list. Only the attributes for the above
selected Vendor will be available in the pick list.

Data Enter the Value of the attribute that is to be rejected.

Press the Update button to save the new or modified RADIUS Reject entry. To use this feature '(Auth) Reject
attributes' must also be enabled within the 'Advanced’ menu of RadiusNT/X administrator.

DNIS Groups

The DNIS Groups RADIUS DNIS Groups

Administrative option isused to AT el — S
define a set of phone numbers the &=l test 5551212, 5551313, 5551414, 5551616, 5551717, Delete

user is allowed to call into. This is not the same thing as Caller-ID (the phone number the user called from). This
feature is only available if your terminal server returns the DNIS number in the authenticate request to RadiusNT/X.

bl it There are three steps to using DNIS
groups. The first step is to create the
DNIS group itself. Once the DNIS
group is created you can then assign one or more DNIS Numbers to that DNIS group. Finally, you must select a
DNIS Group for each Service Type that should be restricted to only calling into the DNIS numbers for that DNIS

group.

1 DNIS Number (click to delete)
5551212 5551313 5551414 5551616 5551717

When RadiusNT receives an Authentication request and DNIS groups are enabled, it will see if the NAS-Port-DNIS
field matches one of the DNIS telephone numbers for the user’s DNIS group. If the DNIS number is not in the
DNIS group, it will reject the authentication request. If the terminal server does not include a NAS-Port-DNIS
attribute in the authentication request, RadiusNT/X will not enforce the DNIS restrictions.

[ DNISGrow 0 Choosing the DNIS Groups RADIUS Administrative option will

DINIS Group: [group 1 present the display of the existing DNIS Groups. Edit an existing
DNIS Group by clicking on the desired entry. To remove a DNIS

Description: Itest
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Group, click the Delete link next on the selected entry. To add a new DNIS Group entry, click the New DNIS
Group link. The DNIS Group entry fields are described below.

DNIS Group | Enter an identifying name for the DNIS Group.

Description | Enter a longer DNIS Group description or comment.

Press the Update button to save the new or modified DNIS Group entry. To use this feature '(Auth) Enable DNIS
Access' must also be enabled within the 'Advanced' menu of RadiusNT/X administrator.

Filter Groups

In some situations to Filter Groups -
various NAS hardware, : — , — ll ) L il |
limit access or enforce IEA clear Abugm@me MNAS dewices cause.mvahd Arct- TEA clear invalid
) 7 : ‘rvalid seesion Session-Time values to be sent. This filter resets any AectTn Filter ————
pOllcy In roaming B Acct-Session-Time attributes containing a session length Merge ﬁeﬁinaﬁon:
environments the RADIUS - of more than a year (31,536,000 seconds)
Server may need to add, IEA remove 00 FITAS-Port iz sent with a value of 0 remeove if from the AcetTn Filter W
alter or remove attributes NAS-Port  accounting request. Merge D ocinaton
going 1n, outor passing [E& drog} Interim accounting records are not required by Emerald
through the server. interim and can increase the servers accounting load. This filter AectTn Source none
1 i accounting acknowledges receipt of interim wpdates but does not Specific —
RADIUS filtering allows accounting!
records log these update records to the 'Calls table'.

the flexibility to support
many of these situations. The use of filtering should not be taken lightly and must be carefully thought out.
Applying too many filter groups can make it very difficult to understand or troubleshoot the outcome of filtering
actions.

Filters have two main components. The source filter that seeks to match a criteria and the destination filter that
carries out an action once a match has occurred. The diagram below shows this process in more detail.

Note: Execution of attribute filters requires the “Enable attribute filtering” option in the advanced section of the
RadiusNT/X administrator be enabled.
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If Match: {Filter Replace, Filter Merge, Nak, Ignore, Src Specific}

Filter Group

Sources: {Auth: In / Out/ Proxy Out, Proxy Req+Resp}
{Acct: In / Out / Proxy Out}

Test filter items
against source data

‘ Filterl - Match Attribute: CallerID must start with '509' ‘

N(t) matcltm ‘ Filter2 - Match Attribute: NASPort must be greater than 100 ‘
ry nex
filter group. \ Filter 3 - Match Attribute: NASIdentifier must be 'myserver' \

Filter group matched, take
match action defined for the
group. (In this case 'Filter
Merge')

Destination Filter Group

‘ Filter A, Add Attribute Class='"Region:Spokane' ‘

‘ Filter B, Replace Attribute NASIdentifier with 'spk-vpn-$CallerID' ‘

\ Filter C, Delete attribute NAS-IP-Address \

‘ Filter D, Replace Attribute User-Name with '$useronly@spokane.ieas’ ‘
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Source filter group

The source filter group defines what is to be matched “Filter Source” and what happens when a match occurs

“Destination filter group” and “Destination type”.

Group name: |IEA clear invalid session times

L bug in some NAS devices cause invalid Aect-Session- ;I
Time wvalues to be sent. This filter resets any Acct-
Session-Tie attributes contaihing a session length of
more than & year (31,536,000 seconds) LI

Actwe IYES M
Filter Source: IAcct In -

Destmation filter group: |IEA clear invalid session times (Destinatiun)j

Destination type: IFiIter Ierge 'I

Description:

Sort Order: |1DDDD
Group name Unique description of this filter group
Description Text describing in detail the source filter group and what conditions it is designed to

match.

Active

When “Yes” this filter group is available to be matched by requests to RadiusNT/X. The
“Enable attribute filtering” option in the “Advanced” menu of the RadiusNT/X admin
must also be enabled. When “No” this filter group will not be matched.

Filter Source
by the destination filter group.

Represents the source of the data to match and also the data set to modify when processed

Option

Description

Disable or Chain Dest

Group can only be used as a destination
filter group.

Auth In Incoming authentication requests before
being processed by RadiusNT/X
Auth Out Outgoing authentication responses after

being processed by RadiusNT/X.

Auth Proxy Out

Outgoing proxy authentication
REQUESTS after being processed by
RadiusNT/X.

Auth Proxy Req+Resp

This is a special case for authentication
proxy that uses the authentication request
attributes to match the filter group —
however the authentication response is
actually modified.

Auth Reg+Resp

This is a special case for authentication
requests that uses the authentication
request attributes to match the filter group
— however the authentication response is
actually modified.

Auth Proxy Resp

Outgoing proxy authentication
RESPONSE after being processed by
RadiusNT/X.

Acct In

Modifies incoming accounting requests
before being processed by RadiusNT/X.
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Destination data sets an alternate local
accounting table other than the default
“Calls” table

Acct Out Reserved for future use.

Acct Proxy Out Outgoing proxy accounting REQUESTS
after being processed by RadiusNT/X.

Destination filter group | A filter group of type “Disable or Chain Dest” to process should this source filter group
be matched.

Destination type Determines how or if the destination filter group is to process RADIUS requests should
the source filter group match.

Option Description

Filter Replace Removes all source attributes before applying destination filters.
Note that certain RADIUS attributes used internally for
authentication and state management are normally are excluded
from this replacement rule.

Filter Merge Uses the merge settings of individual destination filters to specify
how the source attributes should be modified.
Nak Sends an authentication NAK to the request optionally sending the

“Destination Data” field as the reply-message. 1f NAK is used with
an accounting request — the request is ignored.

Ignore Drops the request without responding. Ignore is not enforced for
proxy sources.

Source Specific | Source specific is used in conjunction with “Destination Data” to
specify custom behavior specific to a source. When the ‘Acct Out’
“Filter Source” is used Destination data becomes the name of an
alternate Calls table to log calls. (Different from the default “Calls”
table)

Sort Order Controls the order in which filter groups are searched and processed. Note that multiple
filter groups can be matched (‘Filter Replace’ or ‘Filter Merge’ destination types) and
applied per request.

Source filters

Once a source filter group is Filters
LSRR O > [ scorchsouce [Searchyve [Dst Morge opton | RADIUS Ao | Data ||
associated with the new filter  Edit(3) Radius Atinbute  Greater than  N/A [Standard] Acct-Session-Time 31536000 Delete

group to define the criteria for
a match of the source filter group. In the example in this image we want to match the source filter group to match
only when accounting session duration exceeds a year.

If no source filters are defined the source filter group is executed unconditionally for each request of type “Filter
Source”.

Filter Groups

Zearch source: IRadius Attribute 'I
Zearch option: IGreaterthan 'l
EADITE Vendor: IStandard 'l

EADIUS Attribute: |Acct-Sessi0n-Time d|

Search string; (31536000
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Search source

Determines what is to be matched.

Option Description

Client IP IP Address of the RADIUS client initiating the request

Host IP IP Address if the RADIUS server

RADIUS Attribute | RADIUS source attribute. See “Filter Source” above.
Destination IP IP Address of RADIUS server the request is being proxied to

Search option

Search type specifies which match operation to use when matching RADIUS attributes. Any
other “Search source” uses an exact match.

Option Description

String Exactly match string

Substring Match any portion of a string

Equal Exactly match a numeric value

Less than Is less than a numeric value

Greater than Is greater than a numeric value

Ends with Exactly match the ending portion of a string
Starts with Exactly match the starting portion of a string
Any Value Match any value including null

Distributed Key | Format is gid:gmax where gid is group number and gmax is the total
number of groups. The distributed key provides deterministic load
balancing based on the contents of an attribute being matched. It is
case insensitive and useful for distributing accounting information to
various connection groups based on user-name or server in a way that
guarantees all users or servers with the same values are always routed
together to the same place.

RADIUS Vendor

When Search source is “Radius Attribute” this reflects the RADIUS Vendor of the attribute
to match.

RADIUS Attribute When Search source is “Radius Attribute” this reflects the RADIUS Attribute to match.

Search string

Destination filter group
The destination filter group defines what action is to be taken after the “Source Filter Group” has been matched.

Group name: |IEA clear invalid session times (Destin

e Time
Description:

more

Filter Source:

A bug in some NAS devices cause invalid Acct-Session- ;l

SBession—-Tiwe attributes containing a session length of

Active: I‘r’es 'l

Destination Groug

Sort Order: |1 0000

wvalues to be sent. This filter resets any Loct-

than a year (31,536,000 seconds) LI

Group name Unique description of this destination filter group

Description Text describing in detail the destination filter group and what changes it has been designed to
make.

Active When “Yes” RadiusNT/X processes this destination filter. When “No” the destination filter is not
processed.
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Filter Source For destination filter groups this is always “Destination Group”

Sort Order Used for ordering of available destination filter groups in destination group selection list.

Destination filters

Once a “Destination Filter

99
Group” is defined 1D [ Search source | Search type | Dst Merge option | RADTUS Atribe _Dataf

destination filters are Edit () IN/A A Replace value [Standard] Acct-Session-Time 0 Delete

Filters

responsible for carrying out
the changes to RADIUS attributes prescribed for this destination filter. In the example in this image the value of
Acct-Session-Time is being changed to zero.

Merge operation: |Rep|ace walue =]

Matching option: IString 'l

FEADIUS Vendor: |Standard |
EADIUS Attribute: |Acct—Sessi0n—Time -l
Eeplace Data: |D

LIpdate |

Merge operation Determines what action is to be performed on the data.
Option Description
Delete Delete any source attribute matching the “RADIUS Vendor” and

“RADIUS Attribute” fields below.

Delete matching | Delete any source attribute matching the “RADIUS Vendor” and
“RADIUS Attribute” fields also having a value of “Matching Data”
below.

Add Adds a new RADIUS attribute of type “RADIUS Vendor” and
“RADIUS Attribute” containing the value “New Data”

Replace value For every RADIUS attribute matching “RADIUS Vendor” and
“RADIUS Attribute” replaces its current value with the contents of the
“Replace Data” field.

Add or replace Similar to Replace value above except that if no attributes match the

value attribute containing the new value is added.
Add attributes When selected the “SQL Query” field specifies a database query to
from query retrieve attributes from the authentication database and adding them to

the response. The result set returned by this query must contain the
following three columns “AttributeID”, “VendorID”, and “Data”. If
this query fails for any reason the authentication request is rejected.

Log query for Similar to Add attributes from query except no result set is expected
accounting and the query is queued for execution into the accounting spooler. If
the accounting queue is full the filter operation fails. If the query fails
to execute the associated error is sent to the accounting log.

Match option Used with “Delete matching” merge operation to determine the search operation used to match
the attribute for deletion.

RADIUS Vendor Used with all Merge operations except “Add attributes from query” and “Log query for
accounting”.

RADIUS Attribute | Used with all Merge operations except “Add attributes from query” and “Log query for
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accounting”.

Replace Data Used with “Replace value” and “Add or replace value” merge operations.
New Data Used with “Add” merge operation.
Matching Data Used with “Delete matching” merge operation.

Connection Group | Used with “Add attributes from query” and “Log query for accounting” merge operations to
specify an alternate group of ODBC connections for query execution. By default when no
connection group is specified the Authentication data source is used for “Add attributes from
query” and Accounting data source for “Log query for accounting” any connection groups
specified must be configured in the “ODBC Connection Groups” section of the RadiusNT/X
administrator. If a named connection group is not defined the query operation fails.

SQL Query Used with “Add attributes from query” and “Log query for accounting” merge operations.

In a destination filter the Data and SQL Query fields can contain variables used for setting and replacing data. All
RADIUS attributes are available as variables by entering $attributename without any hyphens defined in the standard
RADIUS attribute names. For example $UserName contains the contents of the RADIUS User-Name attribute.

This can be used to add extra data such as a realm to the start or end of the User-Name attribute as it passes through
RadiusNT/X. For SQL fields adding the ¢ character after § ... $’UserName instructs RadiusNT/X to handle the
contents of the attribute as if it were a string quoting its contents and properly escaping data such as the single quote.
In addition to RADIUS attributes the following special variable is available: $useronly contains the realm stripped
version of the RADIUS User-Name attribute.

Group Concurrency

Concurrency control is widely ST
roup Con

used on & per account basis 10 ey oy ST qomry T T

reStr_ICt the nu':nber of ConCU.rrent 10/13/06 22:36:55 IEP: IEDIN 0 out of 100 Limit 3D channel usage Delete
SEssIons any Slngle account Is

allowed to have. This serves to prevent abuse by discouraging sharing of the access account with others. Group
concurrency takes the same idea of restricting concurrent access but applies it at the service type and billing group
level. This is useful for cases where for example a billing group belongs to a company that may not be allowed to
use more than a set number of concurrent sessions at any one time.

If group concurrency is in use both the users per account concurrent session limit and the group concurrency limit
apply. Note in order for concurrency control to be enforceable the “Concurrency control” option in the “Advanced”
menu of the RadiusNT/X administrator must first be enabled.

Enforcement and accuracy of concurrency control depends on complete and timely receipt of accounting records
from all access devices. If you are using an outsourced provider for network access please check with them to ensure
they offer a robust RADIUS accounting retry policy.

Eilling Group: IISF‘S 'l
Service Type: IISDN 'l
Ilax Connections: |1DD

Description: ILimit ISDN channel usage

Update |

Billing Group Billing group the concurrency restriction is to apply.

Service Type Optional service type the concurrency restriction is to apply. If “All” the concurrency
restriction applies to all accounts within the billing group.

Emerald v5 — Administrator’s Guide 121 IEA Software, Inc.




Max Connections | Maximum number of allowed concurrent sessions

Description Text uniguely describing the purpose of the group concurrency restriction.

If multiple overlapping group concurrency restrictions apply to a single subset of accounts the most restrictive setting
is honored.

Clear Online List

When selected the current listing of active sessions as shown via the “Client” / “Reports” / “Online” menu is cleared
regardless of the status of any individual sessions. Clearing this list has no effect on active sessions. When this is
done the online list may become out of sync with any currently active sessions until all active sessions have been
reset. The online list is also used for concurrency enforcement. It is recommended the online list be cleared
whenever RadiusNT/X has been offline for an extended period of time due to a network or database outage or when
there is reason to suspect a substantial number of RADIUS accounting stop records have been lost. Clearing the
online list should not be done when rebooting a network access server as long as it sends Accounting-On and or
Accounting-Off notifications on reboot Emerald will automatically clear any effected sessions.

Auth Test Config

This menu option sets the optional RADIUS request attributes sent when testing RADIUS authentication for
accounts via the “Client” / “Service” / “RADIUS” / “Auth Test” menu.

Global Group [[Global Setlings] =]
Arcct-Session-ID: |
MAS-Tdentifier: |
NAS-Port: |

NAS Port-DINIS: |
Caller-ID: |

Update
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Session Manager

The session manager continually monitors active RADIUS sessions as shown in Emeralds online list report for
violations of defined access limits and issues a change of authorization or disconnect for sessions which have
exceeded them.

In many environments the session manager may not be necessary as sufficient limits are enforced by RADIUS reply
attributes such as Acct-Session-Time’ to limit the time a session can remain active in addition to features such as
concurrency control preventing the same account from establishing multiple sessions at the same time.

To use the session manager on the windows platform the “Emerald Session Manger” service must be started and
configured to start automatically via the windows services manager. On UNIX platforms the
/usr/local/emerald/sesmgr program should be started. Running “sesmgr —debug” from the folder Emerald has been
installed to will start the session manager in debug mode allowing you to view detailed information on any actions
taken by the session manager. Session manager can be run in simulated mode where rather than disconnecting
sessions the actions it would normally take are displayed on screen by including the flag ‘-disarm” when running the
sesmgr manually.

All access servers receiving disconnect requests must support RFC3576 disconnect messages and be configured to
allow disconnect requests from the Emerald server running the session manager. Additionally each access server and
its CoA/Disconnect port must be configured in Emerald via the “Admin” / “RADIUS” / “Server Groups” menu.

The following are situations where the session manager is useful for managing session limits:

o Enforcement of session time and data restrictions (Time Left and Data Left fields in the MBR services
menu) when concurrency control is not enforced or where accounts are otherwise allowed to have multiple
sessions active at the same time.

o Enforcement of data and rating/account balance based restrictions such as monthly total data usage limits.
In order to disconnect active sessions after a set amount of data usage has been reached it’s important the
access server is configured to send RADIUS Accounting Interim update records to RadiusNT/X on a
regular basis. See “Admin” / “Rating” / “Rule Sets” for more information on configuring data usage
restrictions.

e Session manager provides an alternate method of concurrent access control. Typically concurrent access is
controlled during authentication. RadiusNT/X checks the list of online users and if the user already on that
list they are not allowed access. This method may incorrectly deny access by determining a user is already
online when they are not due to delay in receipt or loss of RADIUS accounting messages. The session
manager approach to concurrency enforcement does not suffer from this problem. The session manager
allows the authentication to proceed and if there is a concurrency violation the oldest active session is
disconnected.
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Session Manager configuration
Enforce Concurrency Control: IEI
Enforce Time Left: IEI
Enforce Rate/Balance Restrictions: IEI
[T Section messages
[T 2QL queries
Debug Options: 7 RADIUS disconnect
[ Detailed status messages
[T Rating engine messages

Lirnit Checl: Interval (secs): |1DD
Eating Checl: Interval (secs): ISDD

Eating global history preload: I Mo 'l

Enforce Concurrency Control When enabled the session manager enforces account login limit restrictions. If
the number of allowed concurrent sessions is exceeded the oldest existing
session is disconnected. Only per account concurrency restrictions are
enforced. Group based concurrency control is not.

Enforce Time Left When enabled the session manager enforces account time left restrictions

Enforce Bytes Left When enabled the session manager enforces account data left restrictions

Enforce Rate/Balance Restrictions | When enabled the session manager disconnects sessions by checking the usage
of all open sessions for the account against the configured rating rules. If there
is no time remaining or an authentication reject rule applies (See rating upload
attributes in the “Rating” section of this document) the session is disconnected.
If change of rating authorization parameters via upload attributes is detected a
change of authorization (CoA) message will be sent with new authorization
parameters. If the CoA request is not successful a session disconnect is then
issued.

Debug Options When running in the background as a windows service or detached process on
UNIX systems the debug options control the amount of detail about the
activities of the session manager to the session manager log file by default
sesmgr.log located in the log sub directory of the emerald folder. Normally all
debug options are disabled. Any error or warning conditions that occur are
unconditionally written to the sesmgr.log file.

Limit Check Interval Number of seconds between checks of all active sessions for time left or
concurrency violations. This must not be set lower than 20 seconds.
Rating Check Interval Number of seconds between checks of all active sessions for rating rule

violations (See Enforce Rate/Balance Restrictions above) This must not be set
lower than 20 seconds.

Rating global history preload If Rating/Balance restrictions are enforced and rating rules require access to
historical summary data to account for usage this controls weather the
information is retrieved per account “No” or globally “Yes” as necessary.
Enabling this option may improve performance of the Emerald system at the
expense of possibly slightly outdated summary data. The default recommended
value is “No”.
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Scheduler

At the core of the Emerald Management Suite is the Scheduler component which provides for billing tasks, as well as
other system activities, to be scheduled to automatically occur at specified times or time intervals throughout the day.
The billing process can be set up to run within the Scheduler at user-configured intervals so that the entire process is

handled automatically by the system without the need for any Emerald operator intervention or maintenance. Due to

its reliability and efficiency, using the Emerald Scheduler is the recommended procedure for performing most billing
activities.

") Admin Scheduler Menu
| Search task history | | Current Status | | Configure schedule |

Any number of Emerald Schedule Servers can be configured and running at one time, allowing the scheduled task
workload to be distributed over a number of servers. Tasks that are available for Emerald scheduling must be pre-
defined and registered locally on each Schedule Server in which they will be scheduled to run on. Schedule Servers
are locally configured within a separate Scheduler Configuration Administrator interface usually performed during
system installation. Please refer to the Emerald Configuration Administrators documentation under Scheduler
Configuration for more information on task and Scheduler configuration.

All pre-configured automated Emerald tasks are scheduled and monitored within the Scheduler Emerald
Administrative options, described below.

Search Task History

The Search Task History Scheduler
Administrative option provides the ability to
search and verify the status of current and
past scheduled tasks.

Task History Search

Starting: IMay 31 2001 Task Type: |AII j
Status: IAH 'l Drezcription: |

Search

When selected, the user is prompted for the [Searh |

following search criteria:

Starting Enter the date (in any valid date/time format) to search from. All tasks scheduled on or after the
given date will be presented and displayed. The default is today’s date.

Status Enter the Status of the tasks to be displayed. Choose ‘All’ to get a list of all tasks, regardless of
status.

Task Type Enter the Type of the tasks to be displayed. Choose ‘All’ to get a list of all tasks, regardless of
type.

Description Enter the Description of the task to be searched for. The Description search is hon-case sensitive
and will perform a partial text search (for example, entering ‘Clear’ will return all task entries with
a description that contains the word ‘Clear”).

Press the Search button to initiate the task search.

When complete, a task list containing the tasks Rl —
that meet the search criteria will be presented in the display window. The tasks will be presented with their task ID,
description, current or final status, the date the task was started and completed.
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Current Status

The Current Status Scheduler Administrative Runming Tasts

option provides the ability to view the status of all
currently running Scheduler tasks. When selected, '

the user will be presented with a list of all currently running tasks describing the Server the task is running on, the
task description, current status and when the task was started.

Configure Schedules

The Configure Schedules Administrative option provides the ability to configure and manage the Scheduler task
list. When selected, the list of all scheduled tasks will be presented. Edit an existing scheduled task by clicking on
the desired entry. To remove a scheduled task, click the Delete link next on the selected entry. To schedule a new
task, click the Add link.

Scheduled Tasks

|

Aute
307 batchezport Fes Mo Eun Once s Delete
e 01/01/00 Aute
163 Query Tpdate }MBE b da Tes  Yes Daily 0155 s Delete
Auto
query Merak Mail Syne (daty) y 9
162 que Ierale Mail Syne (dail Ne Tes Doal 01/01/04 s Delete
161 query Ierak Mail Svne (partial Mo Tes 5 Minutes  01/01/04 Luge Delete
ssign
153 Query Update Payment Histo Tes  Yes Dra: L Delete
125 Lpdoale Fayment TUStOry les  L€5 - Llelete
=y Aesign
. . Aute
151 query Incidents incremental FTS reindex Mo Fes 14 Day  01/01/00 s Delete
01/01/00 Auto
215 guery Mpdate oErVer Dustory phi=) LEs A Hlour . Llelete
116 que: Update Server Histo Mo Yes 1 Hour 0540 hes Delete
. 30 Aute
110 guery pdate erver Lustory picle} les _Il QA Al Lielete
115 gue Update Server Histe Ne Yes . 01/01/00 s Delete
01/01/00 Auto
114 Query Inactivate Canceled Accounts Tes  Tes Daily 0045 i Delete

Tasks must be predefined before they can be scheduled to run. A default set of schedulable billing Tasks are
provided as part of the Emerald installation package. The Emerald Enterprise version offers a Scheduler Tasks
option that will allow you to define and configure new tasks that can be run within the scheduler. Contact the IEA
Software Customer Support department for more information on creating custom scheduler tasks.

Note:

One-time tasks will be automatically removed from the Task list once the task has been completed and/or expired.
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Scheduled Tasks { 151) 3
Task Type: |Query - Run database query j Schedule Server: |[Aut0 Asgsigh] j
Parameter: [{CALL FTSIndex)
Incidents increwental FTS reindex ;I
Description:
E
Foun Interval: |1/4 Day - Interval based on: IStar‘t Diate 'l
Start Date: IDUDHDD Max Concurrent: |1
Target Rm— INDt Specified = Lo R.unf INut Specified 'l
Titne: Titne:
Luctive: IND 'I
Save |

The Schedule Task entry fields are described below. Press the Save button to save the Scheduled Task entry.

Task Type

Select the task type from the task list. Only the tasks predefined by the Emerald Administrator
within the Scheduler Tasks option will be presented in the pick list.

Schedule Server

Select the Schedule Server on which the selected task is to run. Choosing the ‘Auto Assign’
option will allow the Scheduler to make the appropriate decision based on current Schedule
Server workload.

Parameter If the task is configured to accept parameters qualifying the task action, enter the value for the
parameter here. Common parameter descriptions are provided below:
e  System/Shell commands — the parameter is the command or script to run
e Database query — the parameter is the SQL command
e Summary — the parameter specifies which data to consolidate (1 = RADIUS)
e  User Export — the parameter specifies the External System 1D
Description Optionally enter a description of the scheduled task.
Run Interval Choose the appropriate interval in which to run the task. The task can be set to run once, or at a

set reoccurring interval, based either upon the set Start Date of the task, or the time of the last
scheduled run.

Interval based on

Select ‘Last Run Date’ to align the reoccurring interval each time with the time the task was last
run. Or, select ‘Start Date’ to align the reoccurring interval with the time the task was initially
scheduled to run. The ‘Last Run Date’ allows staggered task run times that force the task to
finish before it is rescheduled to run again.

Start Date

Enter the Start date and time of the task. The start date should be entered in “mm/dd/yy hh:ss”
format. If time is left off the date/time field value, 12:00 AM (midnight) is assumed.

Target Run-Time

Enter the length of time the task should run. This value can be used to extend the run time of a
task to lessen the load on the server

Max Concurrent

Enter the maximum number of instances of this task that can be running at any one time.

Maximum Run-
Time

Enter the maximum length of time (in minutes) that this task should run in one session.

Quick Tip:

Other applications, OS system commands, and/or batch processes can be configured to run on an automated schedule
by creating a “shell” task type and providing the specific command string (including the file directory path) as the

parameter value.

Emerald v5 — Administrator’s Guide

127 IEA Software, Inc.




Security

The Emerald Management Suite relies on several layers of system security, enforcing security restrictions at the
application level as well as relying on the security model of the back-end database server. The basic security layout
is based on the definition of Emerald Operators that are assigned to specific Operator Groups having specific
access/privilege levels that are enforced throughout the application. Emerald allows Operator Group access and
privileges to be defined down to the Emerald object (invoices, statements, incidents, etc.) and MBR Billing Group
levels, allowing strict control over what type, as well as what MBR groups, of information each Emerald Operator
has access to.

12y Admin Security Menu
| Operators | | Operator Groups | | Group Rights | | IP Security | | Encryption

0Object Group Info

The first step in implementing the Emerald security model is to define the Emerald Operator Groups and provide
their access and privilege levels.

Operator Groups

Operator Groups are used to definea - : A : m—

collection of Operators that all have E  Gowp  F  Desaiptin | PSecuiy f |
.. Accounting Accounting Operators o Add

the same access pr|V|Iege_s. The _ s Mo Soonty Checks T

Emerald Management Suite provides o, s .., Cintomes Koo o 0 4w

a default set of Operator Groups that . . PN 0 Add

can be modified and/or expanded Supervisor Full Client Access 0 Add Delese

upon (shown within the screen shot 1. T 0 Add

to the right).

Quick Tip:

Operator Groups can be used to define Reseller groups that only have access and reporting rights to specific MBR
Billing Groups. Create a new Operator Group for each supported Reseller.

Choosing the Operator Groups Security Administrative option will present the display of the existing Emerald
Operator Groups. Edit an existing Operator Group and view it’s current access privileges by clicking on the desired
entry. To remove an Operator Group, click the Delete link next on the selected entry (default Emerald Operator
Groups cannot be removed). To add a new Operator Group entry, click the New Operator Group link.

The Emerald Operator Group entry fields are described below.

Operator Group | Enter an identifying descriptive name for the Operator Group. This value will be presented
within the Operator Group selection pick lists throughout Emerald.

Description Enter a longer description or comment regarding the Operator Group entry.

Press the Update button to save the new or modified Operator Group entry.

Quick Tip:

A summary of the Operator Group’s IP Security configuration, used to restrict Emerald group access to a specific set
of IP Addresses, is presented in the Operator Group display. Click on the Add link under the Security column to
directly access the group’s IP Security configuration window
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Defining Operator Group Access/Privileges

Once an Operator Group has been created, system and
Emerald object-level access privileges can be defined Opesator Group: [CustomerAcress
for the group. Select and click on an Operator Group Description: [Customer Account Center
from the Operator Group list to display the current Update Operator Group
privileges configured for that group.

Operator Group Access
Each Operator Group Access entry can be individually Object Group  Billing Group  Access Access Update
changed and updated. Once the Access field has been Lustomer Access Clobal ReadAddiChange [Giohal =][Read/Adi/Change =] Updte |
modified to the appropriate access privilege value (the
access options are described below), and press the Copy Permissions From
Update button on the entry row to save the change. Opecator o [pczmuring— [lfwiine oo [ T
Additional Operator Group Access entries can be added Cony |

at any time, perhaps to further refine the Operator

Group access permissions, or specify Billing
Group restrictions on some sections of

Operator Group Access Add

Operator Group: ICustomerAccess 'l Ohject Group: IAdmm j

Billing Group: [Giobal ] Access: [None =] Emerald data. To add a new Group Access entry,

click the New Operator
Group Access Entry link. The Operator Group
REELI Access entry fields are described below.

Operator Group Access Change
Object Group  Billing Group Access E:z%ﬁz:gge

Customer Access Global Eeadlh ddiChange IGI bal {Readiddd/Change Unpdate
= “|Delete _I

ALL

| Add Operator Group Access

Operator | Set of operators the new group access permission is to be applied.

Group
Object Identifies areas within the system the operator group is to be granted or revoked access. For a complete
Group list of all available object groups with a description of their use select the “Object Group Info” link from

“Admin” / “Security”. If you will be doing a lot of security management you may want to print this
information out to keep as a reference guide.

Object groups are managed from the “Admin” / “Advanced” / “Object Groups” menu.

Billing When billing group is “Global” the access permission applies to all billing groups throughout Emerald.
Group Otherwise the access permission applies only to MBRs and services within the matching billing group.

Reseller operators will typically be assigned access only to specific billing groups allowing them to
manage only their subset of accounts.

Note: Several object groups provide access to information unrelated to the concept of billing groups such
as the “Admin” object groups. For these items assigning a specific billing group provides no limits on the
use of the data in that area.

With the object group descriptions provided by the “Object Group Info”” menu option in “Admin” /
“Security” is a classification of object groups as “global access” or “group level”. “Global access” means
there are no group restrictions possible for that object group. Operator Groups assigned “Global access”
object groups have full access to all data in that area regardless of weather a specific billing group is set
to restrict data access. Object Groups with “group level” respect any defined billing group restrictions
defined.

Access Select the appropriate pre-configured access privilege to apply to the Object Group/Billing Group
information for members of this Operator Group. Access specifications range from:
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All; No access restrictions

Read: Read access only

Add: Allows record additions
Changes: Allows record modification
Delete: Allows record deletion

A Pre-configured combination

Press the Add Operator Group Access button to save the new or modified Operator Group entry.

When Group Access is initially being configured for a new Operator

Group, or for an Operator Group that has no established Group Access O"E’;“” Croup: et
entries, the Administrator will be provided the option to copy the i

- - - - - —Ia 2 grator roul
Group Access configuration of another existing Group. To establish e—
the same initial group permissions as another Operator Group, select Opmrmwmm
the group from the selection pick list and press the Copy button. To Object Growp _ Billing Group  Accoss  Access Updato
establish the Group Access permissions from scratch, press the New & Mo Operator Group Access entrios found

Operator Group Access Entry link to navigate to the access entry
screen to enter them individually.

Clopy Permissions From

Operater Group: [Accounting =] Billing Group: [All |

Admin
CustomerAccess
wink

Operators
H Operators
Before an Emerald user can login to the F oo | Gow F PMaiadweis B | budne ||
Emerald Management Suite, they must have an et Acsousing lesi@iea coftware com P Delete
Emerald Operator account created within the admn  Adu suppert@iea-sofware com Les  EDE
SyStem X adming A dmin suppott@iea-software. com Yes FDF Delete
signup CustomerSignup Fes EFDF Delete
tech Tech support(@hea-software. com Fes FDF Delete

Choosing the Operators Security

Administrative option will present the display of the existing Emerald Operator entries. Edit an existing Operator by
clicking on the desired entry. To remove an Operator, click the Delete link next on the selected entry. To add a new
Operator Group entry, click the New Operator link.

Cperator: |admin Group: lm
Password: I Email: |suppon@iea-soﬂware.com
Language: IW, Theme: lm
Date Format: lm Diate Separator: m
Country: |Umted States j Print Format: W
Active: m
Update

The Emerald Operator entry fields are described below.

Operator Enter an identifying login name for the Operator. This value will be presented as identification
within the Operator selection pick-lists throughout Emerald and will also be the audit value
recorded to associate most system additions, deletions and modifications to the Operator who
performed them.

Password Enter the Operator’s password for Emerald system login. The content of the operator password
field is never visible regardless of the systems password visibility rules. If Emerald database
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field encryption is disabled the operators password is stored in the clear in the Operators table.

Group Select the Operator Group appropriate for this Operator. The Operator will inherit all access
privileges from the selected Operator Group.

Email Enter the full email address of the Emerald Operator. The email address field is informational
also used for email notification of incident status.

Language Sets language of the Emerald client operator interface. The recommended setting of “Auto
detect” uses the operators web browser’s language settings to determine the appropriate language
to display.

Theme The operators preferred theme. When a non-default theme is selected one million is added to the

theme score of that theme. This makes it very likely the operators selected theme will actually be
presented when the operator logs on however this can be overridden by matching other criteria
for themes having theme scores exceeding one million. (See “Admin” / “Web Interface” /
“Themes”)

Date Format The operators preferred date format for rendering of date fields.

Date Separator | The operators preferred character for separating elements (year, month and day) of the date field.

Country This should reflect the country the operator and most of the operator’s accounts are located. The
current use of country is to define the local calling area for Caller-ID based account searches.

Print Format Default print format for displaying the contents of reports. Note the selected print format may be
substituted automatically based on the capabilities of enabled report renders.

Active When “Yes” the operator is able to access Emerald. When “No” the operators account may not
be used to access Emerald.

Press the Add Operator button to save the new entry, or the Update Operator button to save a modified Operator
entry.

Group Rights

Various accounting and data display rules are configurable from the group rights menu on a global and per “Operator
Group” basis.

Note: Due to special considerations of the built-in “Admin” group where security checking is disabled; group right

options for the “Admin” “Global Group” inherit “Global Settings”. “Admin” specific “Global Group” configuration
is ignored and must not be configured.
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Ifanual ACH Amount Lirnit: I

Password wisiblity: IShow Passwords 'l

CC/EFT wisibility: IShow Secure Data j

W Cash

W Check
Allowed Pay Methods: W Credit Card

¥ Bank Transfer

¥ Pre-Paid Card

Cash Amount Limit: I
Check Amount Lirt: I
Manmal CC Amount Lirmit: I

Minrmum CC Amount: I
Mlinitrm EFT Ameunt: I

Update |

Global Group

Controls the operator group the settings apply to. Settings of specific Operator
Groups override “Global Settings”. Operator groups having configurations separate
from the global group display the “*” character by their name.

CSRF Countermeasures

Enables or disables cross-site request forgery (CSRF) protections.

When countermeasures are enabled efforts are made to prevent this class of attacks
however in doing so it may also prevent linking to specific areas of Emerald from
external sites or emails that are not harmful. The following URL links are provided
for safely linking to specific areas of Emerald from remote sites.

Link

Description

mbr.ews?Customer|D=x

Given an Emerald CustomerlID this link displays
a specific Emerald MBR.

sa.ews?AccountlD=x

Given an MBRs AccountlD this link displays a
specific Emerald MBR Service.

pkg.ews?PackagelD=x

Given an MBRs PackagelD this link displays a
specific Emerald MBR package.

incident.ews?IncidentID=x

Given an Emerald IncidentID this link displays
the details of a specific Incident.

inv.ews?Invoicel D=x

Given an Emerald InvoicelD this link displays
the details of a specific Invoice.

stmt.ews?StatementlD=x

Given an Emerald StatementID this link displays
the details of a specific Statement.

The best protection against this type of attack come from always using SSL and
configuring appropriate internal security zones in your browser to warn of any

unwanted external references to your organizations internal web based applications.

Operator Password Checking

As operators login to Emerald this setting control whether their password should be
validated using a case sensitive or case insensitive match.

Password visibility

Determines visibility for client MBR and Service passwords. When “Show
Passwords” is set - clear text passwords are visible. When “Hide Passwords” is set
a series of “*” characters is displayed in lieu of the password.

CC/EFT visibility

Determines visibility for client MBR and Service secure data fields such as Credit
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Card Number, SSN and bank account numbers. When “Show Secure Data” is
chosen this information is displayed in clear text. When “Hide Secure Data” is
chosen the information is not displayed and when “Show Only Last 4 Characters” is
selected only the last four characters of the secure data field are visible.

Theme Selection

Controls weather the operator’s client options menu displays a listing of available
themes for the operator to choose from. If disabled only global administrators are
able to configure the operators chosen theme.

Language Selection

Controls weather the operator’s client options menu displays a listing of available
languages for the operator to choose from. If disabled only global administrators are
able to configure the operators chosen language.

Search Incident Assignment

When searching incidents from the client support menu this menu option controls
the search of incidents assigned to specific operators.

Self Only — Operator can search incidents assigned to or created by themselves

Operators /w Common Roles — Operators can search incidents assigned to other
operators sharing a common role (Emerald Admin / Incidents / Operator Roles)

All operators — Operators can search incidents assigned to any operator.
Note: These settings effect only the list of operators present in the assignment list

when searching incidents. Access to incidents is governed exclusively by the
operators assigned operator group.

Allowed Pay Methods

Reflects pay methods operators are allowed to make against the MBRs they
manage.

Cash Amount Limit

Reflects the maximum single cash payment amount operators are allowed to make
against MBRs they manage.

Check Amount Limit

Reflects the maximum single check payment amount operators are allowed to make
against MBRs they manage.

Manual CC Amount Limit

When creating a manual credit card payment this sets the maximum single payment
amount the operator is allowed.

Manual ACH Amount Limit

When creating a manual EFT payment this sets the maximum single payment
amount the operator is allowed.

Minimum CC Amount

When creating a manual credit card payment this sets the minimum single payment
amount the operator is allowed.

Minimum EFT Amount

When creating a manual EFT payment this sets the minimum single payment
amount the operator is allowed.

IP Security

Operator login and system access to
the Emerald Management System
can also be restricted to a specific

IP Security
A1l Groups L Allow everyone i EVEry group Delete

list of IP Addresses. IP address restrictions are defined per Operator Group. Once one IP Address is specified for
an Operator Group, all group access of the system will be

restricted to the defined list of IP Addresses for the group.

Choosing the IP Security Administrative option will present
the display of the existing Emerald IP Security entries for each
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Emerald Operator Group. Edit an existing, or add a new, IP Security configuration by clicking on the Operator
Group entry. The Emerald IP Security entry fields are described below.

Note: Enforcement of IP Security requires the “Enable IP access security” option to be enabled in the security
section of the Emerald configuration server. (/settings URL)

Operator Operator Group to assign the IP address below used to permit access from this address.
Group

IP Address | IP Address can reference a DNS hostname (user.mycompany.com), valid IPv4/IPv6 network in
CIDR notation (10.0.8.0/24, fe80::/16) or an address range (10.0.8.1-10.0.8.100)

Once an IP Address has been defined, all Emerald access by this Operator Group will be restricted to
the defined IP Addresses. Default (‘*’) enables access to Emerald from any IP Address.

Description | Enter the description of the IP Address entry such as the person or network associated with the
network.

Press the Add button to save the new entry, or the Edit button to save a modified IP Security entry.

Encryption

Using encryption passwords and other sensitive information such as customer credit card and account numbers can
be stored within the Emerald database in an encrypted form. Encrypted storage provides two main advantages:

e  Sensitive information not useable should database server be stolen or compromised.
e Sensitive information is encrypted when passing between applications (Emerald, RadiusNT/X, scheduler, etc)
and the database server.

Encrypted passwords add the following limitations:

o If password encryption is enabled external systems which access the database directly for password information
will fail because they are not able to decrypt account password information. Along the same lines any reporting
using an external render such as crystal reports will not be able to display the contents of encrypted fields.
Password encryption is however fully supported with EmerAuth, RadiusNT/X and the EmerLDAP
synchronization server.

Some modern RDBMS support encrypted data both on disk and over network transports in a way that is transparent
to applications. These database server encryption features can be used in conjunction or in lieu of Emerald field
encryption. Additionally the use of encrypted transport technologies such as IPSec can help to add additional
security to your network.

Emerald encryption is based on the AES Rijndael algorithm using a passphrase as the secret key. Each data field is
block chained but has no unique initializing data of their own meaning two fields encoded with the same value and
secret key always have identical encrypted values. Emerald has the ability to detect most malformed and invalid
fields as well as simultaneously supporting encrypted and unencrypted data fields.

Once the Emerald database is encrypted it can be decrypted later with knowledge of the secret key used to encrypt
the database. This allows changing of the secret key or decrypting the database for purposes such as exporting data.

It is important to note that secure storage of the secret encryption passphrase is imperative. IEA Software has no
way to recover any data encrypted with a forgotten secret key.
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To encrypt or decrypt your database click the “Admin” / “Security” / “Encryption” link and follow all instructions

and warnings displayed. This process was designed to be done while the system is online with the minimum amount
of downtime.

Web Interface

The Emerald Management Suite is based on a web interface that is fully configurable, allowing the Emerald
Administrator to customize the appearance, performance and default options of the system. The Web Configuration
options are used to perform these configuration tasks.

1zl Admin Web Menu
| Active Seszions | | Themes | | Signup Servers | | ‘Web Links | | Client Settings |
| Operator Limits | | Operator Setting: | | Cust Setting: | | License Keys | | Languages |

Active Sessions

All operators and customers currently logged into emerald are visible from the Active sessions link. Clicking the
Operator field allows editing of the configuration of that operator and clicking the Last Access field disconnects an
active operator forcing the operator to re-authenticate.

Active Operator Sessions

MER Global TP Adires

10/03/06 02:16:39

admin Global Admnistrator Yes 0 secs 127.0.0.1 main. ews home
adimin Global Admiustrator Yes LK LIS 127.0.0.1 fralt, ews hote

{1 hre, 7 mins, 26 secs)

Active User Sessions

i /% Mo Users currently online

Web Links
Choosing the Web Links Web Links
Administrative option will E e B e  f o F |
display the web and file links ~ Zeerator  IES Soffware hitp /fwrww.iea-soffware. com Delete
accessible from the Emerald Diosiliar |Wak Ouiling Doasnsiziion bittp:ifrerwr dea-software. com/docs Delete
Management Suite Home Operater IEA Enowledge Base hitp:/fursra dea-software. comikb Delete
Page for Emerald Operators, or from the Emerald Remote Access component for external customer access and
query. Edit an existing Web Link by clicking on the desired
Link Type: [Operatar =] entry. To remove a Web Link, click the Delete link next on
Tie: [IEA Oniine Dacumentation the selected entry. To add a new Web Link entry, click the
s T T ‘New Web Link’ link.
Sort Crder: |2—
Update |
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The Emerald Web Link entry fields are described below.

Link Type | Choose ‘Operator’ if the web link is to show and be available on the Emerald Client home page for
Emerald Operators. Choose ‘Customer’ if the web link is to show on the Emerald Remote Access
component for online customer gueries.

Title Title of the web link for the home page display.

URL Enter the URL or full network file path of the link file.

Sort Order | Relative order of link in relation to other web links.

Press the Update button to save the new or modified Web Link entry.

Themes

The ability to customize the Emerald interface has several important benefits. Resellers can tailor Emerald to more
closely match an existing web site or include company logos and designs. Hotspot operators can have the
appearance of a unique presence in multiple venues without separate hardware or software. Layouts designed for
devices such as PDAs and cell phones open new possibilities for operator management and services.

Technically themes are based on two technologies: Cascading Style Sheets (CSS) and a theme folder inheritance
system unique to Emerald. Working together themes can range from changing colors or logos to designing a
completely new look and feel. References for CSS are available from W3C http://www.w3.0rg/Style/CSS/ and the
folder inheritance system is described in detail below.

For each web request to Emerald

Themes

information such as Operator, client vy G S ST CTYS ST T
IP address, host header, time, browser  [ica  |[Patess st theme

type and others are examined and
scored based on the rules configured
for each theme. After all rules are
examined the theme having the

Emercust domain match Host Header / Domain

testiea-software com 1000

|home ”Th.ls 15 theme is set when operators connect from their home office

Home

This is hotne too while testing the signup server

Chent Internet IP Address
Chent Internet IP Address

10.0.3.*
10.0.0.*%

100000
1000000

highest score is used in rendering the
web interface.

Note additional rules not displayed in the themes menu may play a part in theme selection such as the operator
selection of a specific theme.

Theme I

Description =]

Update

Theme Short theme name that is also the subdirectory name of the Emerald theme folder located on the

Emerald server where files specific to this theme are located.

Description Text showing the purpose and any useful notes for this theme. The Description field is

informational and only displayed here.

Theme Filters
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http://www.w3.org/Style/CSS/

Scores are awarded to themes Theme Filters

having “theme filters” which NS ST TS N TN S
matCh a set Criterion EaCh Home Clent Internet TP & ddress 1003 * 100000 Delete
matching theme fl |ter adds |t5 This is home too while testing the signup server Client Internet TP Address 10.0.0.% 1000000  Delets

Score value to that themes total. The theme with the highest score is used.

Edit Match Filter i

Filter Description |H0me

Iatch Type |CI|ent Internet IP Address = |

Data [10.0.37
Score |1DDEIEIEI
Comments =
=
Filter Description Text describing the purpose of the filter
Match Type Reflects the source and type of data being matched. The following match types are currently

available:

e Host Header / Domain: Matches the virtual domain HTTP_HOST header sent by
the browser.

e Browser & Client OS type: Matches browser and operating system type. The
following keywords are available to be matched: “Linux”, “Windows CE”,
“Windows”, “Mac”, “Macintosh”, “Smartphone”, “Opera”, “IE6”, “firefox”,

LLINT3

“IES”, “netscape”, “mozilla”, “IE” and “Lynx”

e Client IP Address: The following client address formats are matched: X.X.X.x,
XXX, X **and x> > *

e Time or Day: Reserved for future use

Data Value to match — see “Match Type” above for more information.

Score Relative theme score to add to the themes total when “Data” matches the “Match Type”
condition.

Comments Additional information related to the use of this filter.

Theme Folders

All themes related information is stored on disk on the Emerald server in the web\themes subdirectory where
Emerald has been installed. The default theme included with Emerald is located in the “default” subfolder. Other
user-created themes are located in the subdirectory that corresponds to the name of that theme. Any requested files
from a subdirectory other than “default” are first looked for in that subdirectory. If the file does not exist Emerald
automatically looks for the same file in the “default” folder. This allows for the creation of new themes with minimal
changes from the default theme without having to ‘copy’ all files from the default folder into each theme folder. This
approach has the added advantage in that themes will continue to work in the face of new features and updates to the
Emerald software.

When creating new themes copy only those files you will be changing. Never make changes to files within the

“default” theme as any changes will be overwritten by future Emerald updates. Additionally IEA produced or IEA
reviewed third party themes may depend on facets of the default theme.

Emerald v5 — Administrator’s Guide 137 IEA Software, Inc.




Never accept themes from third parties you don’t trust and never allow a non-trusted operator or customer to
places files in the themes folder. Generally the distribution of “.css” and image files such as “.gif” or “.jpg” can be
considered safe. However “.ews” files contain locally executable template commands that can compromise the
Emerald system. See the Emerald Web Extensions guide for more information on “.ews” template files.

The following files are located in the “default” themes folder.

CSs_cust.css

Emerald style sheet covering the Emerald Signup Server and Customer Account
Center.

CSs_cust_custom.css

Emerald custom style sheet covering the Emerald Signup Server and customer
Account Center. The custom style sheet is loaded after css_cust.css therefore styles
defined in this file take precedence over similarly scoped classes in css_cust.css

CSS_main.css

Main Emerald style sheet covering the Emerald Client and Emerald Admin
interfaces.

css_main_custom.css

Custom Emerald style sheet covering the Emerald Client and Emerald Admin
interfaces. The custom style sheet is loaded after css_main.css therefore styles
defined in this file take precedence over similar scoped classes in css_main.css

buttons_admin.ews

Template used for rendering top level set of Admin menu options

buttons_admin_sub.ews

Template used for rendering all sub level set of Admin menu options

buttons_billing.ews

Template used for rendering Emerald client billing menu options

buttons_cust.ews

Template used for rendering top level customer account center menu options

buttons_custset.ews

Template used for rendering account center customer settings menu options

buttons_history.ews

Template used for rendering MBR account history menu options

buttons_incident.ews

Template used for rendering MBR/Service incident menu options

buttons_invoice.ews

Template used for rendering MBR invoice menu options

buttons_main.ews

Template used for rendering top level Emerald client menu options

buttons_mbr.ews

Template used for rendering MBR level menu options

buttons_pkg.ews

Template used for rendering MBR Package menu options

buttons_report.ews

Template used for rendering Reporting menu options

buttons_sa.ews

Template used for rendering MBR Service menu options

buttons_search.ews

Template used for rendering Emerald client search menu options

buttons_statement.ews

Template used for rendering MBR statement menu options

buttons_support.ews

Template used for rendering Emerald client support menu options

custom_admin_header.ews

Allows custom inclusion of additional information in the Emerald admin header
before the top level menu options.

custom_cust_footer.ews

Allows custom inclusion of additional information in the footer class of the Customer
Account Center.

custom_cust_header.ews

Allows custom inclusion of additional information in the header of the Customer
Account Center before the top level menu options.

custom_cust_status.ews

Allows custom inclusion of additional information in the Account Status display of
the Customer Account Center after all internal status fields are displayed.

custom_main_header.ews

Allows custom inclusion of additional information in the header of the Emerald
Client main menu before the main menu options.

custom_mbr_aftermenu.ews

Allows custom inclusion of additional information in the MBR header after the MBR
menu options.

custom_mbr_edit.ews

Allows custom inclusion of additional information in the MBR edit form. *

custom_mbr_header.ews

Allows custom inclusion of additional information in the MBR header before the
MBR menu options.

custom_mbr_save.ews

Allows custom inclusion of additional information within the MBR save transaction
when saving changes to an MBR.

custom_pkg_aftermenu.ews

Allows custom inclusion of additional information in the MBR Package menu after
the package menu options.
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custom_pkg_edit.ews

Allows custom inclusion of additional information when editing an MBR Package
after the expiration dialogue.

custom_sa_aftermenu.ews

Allows custom inclusion of additional information in the MBR Service after the
service menu options.

custom_sa_edit.ews

Allows custom inclusion of additional information within the Service edit form after
the custom data dialogues.

custom_sa_header.ews

Allows custom inclusion of additional information in the MBR Service before the
service menu options.

custom_sa_save.ews

Allows custom inclusion of additional information when saving an MBR Service
after the save transaction has completed.

custom_signup_footer.ews

Allows custom inclusion of additional information in the footer of the Signup server

custom_signup_header.ews

Allows custom inclusion of additional information in the header of the Signup server

custom_signup_contact.ews

Allows custom inclusion of additional information in the contact form of the signup
server after the login and password fields.

custom_signup_pay.ews

Allows custom inclusion of additional information in the payment form of the signup
server after the pay method specific fields are displayed

hp.ews Displays the “Welcome to Emerald” message when an operator clicks the Home
menu option in the Emerald client.

hp_incidents_f.ews See hp.ews

hp_main_f.ews See hp.ews

menu_detail_mbr.ews

When showing MBR detail in the Emerald client this glues together information from
various sources.

menu_detail _pkg.ews

When showing MBR package detail in the Emerald client this glues together
information from various sources.

menu_detail_sa.ews

When showing MBR Service in the Emerald client this glues together information
from various sources.

signup_done.ews

Called after the customer signup process has completed successfully.

signup_intro.ews

When customer first accesses the signup server this menu is loaded first which
provides an introduction, EULA...etc. When finished the intro should link to
signup_package.ews to begin the signup process.

signup_progress.ews

When using the signup server signup_progress.ews is responsible for displaying the
progress bar at the top of the screen.

_login.ews Displays the initial Emerald Login/Password screen when accessing Emerald. Note
the _ character in _login.ews instructs Emerald not to enforce operator file security
checking on the file.

Languages

The Emerald Client, Customer

Languages

Access Center and Signup Servers e e e Fe—

controlled by language translations
configured through this menu.
Generally selection of the best
language for the operator is chosen
automatically based on the web
browser’s language configuration. If
a translation for the browser’s first

support for multiple languages is 1 Yes Yes gl . £4dd Data | Edit Translation
3 Yes Yes Spanish [docs Es Edit Translation
4 Yes Yes French [docs iy Edit Translation
5 Tes Tes German [docs de Edit Translation
& Tes Tes Portuguese [docs gt Edit Translation
7 Tes Tes Japanese [docs ja Edit Translation
£ Tes Tes Chinese - Simplified  /docs zh Edit Translation
8 Yes Yes Korean fdocs ke Edit Translation
10 Yes Yes Arabic fdocs ar Edit Translation

language choice is not available
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Emerald falls back to using subsequent backup languages configured in the browser. If there are no language
matches the English language is used. Emerald operators can override language auto detection from the Operator
preferences menu in the Emerald client.

It’s important to note the translations provided with Emerald are more or less automated machine translations from
US English. We welcome feedback from those with the resources to improve upon default translations provided
with Emerald.

Use the “Add Data” link on the English language row to add additional StringIDs to support localization of custom
additions to Emerald or add language support to items such as Service Types, Charge Types, Packages...ctc.

I 3

Language ISpamsh

Active IYes 'I Allow String Updates: |Yes »

HTTP Accept Lang Ies Bage URL: |Iducs
Sort Order. |1
Update |
ID Internal language Identifier. If providing a translation for an established language not

specified please contact IEA Software support to reserve a language identifier for this
language. If providing a translation for internal purposes (Customizing fields..Etc)
You must choose an ID starting above 10000.

Language Name of the language or dialect in English
Active When active is “Yes” the language is loaded at startup and available to be used.
Allow String Updates When “Yes” Emerald product updates will automatically update the translation for this

language if there are any applicable corrections available. When “No” translation
corrections are not applied to as a result of future Emerald software updates. If you
have customized or corrected a translation you should choose “No” to prevent your
changes from being overwritten the next time the Emerald software is updated.

HTTP Accept Language The language abbreviation used to match with browser selected languages

Base URL Reserved for future use.

Sort Order Controls presentation of languages in the language listing.

Editing Translations

To edit an existing translation or create a translation for a newly added language select the “Edit Translation” option
from the language listing above. The translation process is fairly straightforward. The String ID and English
description of the item is found on the left while the translation for the item is entered in the translation box on the
right. When finished updating or adding a translation click the “Update” button at the very bottom of the translation
form.
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Application lm
m Description Translation
10000 Accounts Advanced Search IE&M’KF‘E@
10001 Open Incidents [as e
10002 Free Services [wam s
10003 Mon-Bill Accounts [
10004 Custom Services [
10005 Free MER's [etmam
10006 Credit Accounts |ﬁ§klllKF'
10007 THff Cost Services [ mmtnz
10008 Serviceless MER's [mamBRs
10009 Overdue MER's [mtazam
10010 Search fe=
10011 MPBR Custom Data [ nmE
10012 Custom Data: [menm
10013 All [rra
10014 Value [
10015 Clear [
10016 Service Custom Data [ mmmes

In order for changes to translations to take effect the Emerald Web Server service / process must be restarted. The
“Apply” button in Emerald Admin cannot reload language data. To assist with the translation process there is a
special debug option “Language Debug” available in the Emerald configuration server (/settings URL) under “Debug

options”. This setting enables language debugging whereby for each string of text displayed the internal StringlD of
that text is shown throughout the web interface.

License Keys

Once you have successfully created your Emerald database, you need to register your initial Emerald software
license. Login using the admin account and follow the license link. Alternately select the “Admin” / “Web
Interface” / “License Keys” link and add the license key(s) you were provided with.

License Keys
IEA Software, Inc. 0 Hever Invalid Key Delete
IEA Software, Inc. 30000 Never Active Delete
IEA Software, Inc 0 91172006  Actve Delete
IEA Software, Inc. 0 Never Auctive Delete

9 MBR Liconse Usage 350150000 |

EADIUS Proxy Metflow collector EmerLDAP Sync /A No unlicensed features fmmd ]
Emeréuth DL Emerald VOIF s i | RN, i
Airhdarshal Unlimited Syslog Server Eeseller Billing

Email Notification System Advanced Configuration  External Systems
Prepaid Card Igmt Customer Acct Center  Introductory Cifers
Sighup & Package Mamt Group Level CC Settings RadmsIT/ Pro
EadiusIT/ Enterprise  RADIUS Attribute Filters Emerald Rating

Note:

When you login to the system, prior to entering your license key, your system access will be extremely limited and
Emerald will consistently present an informational message regarding insufficient licensing of the product.
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Emerald license keys are configured within the License Keys option under the Admin/Web Interface main menu
option. If you later choose to update your license information (for example add more MBRs) you will select this
option as well.

Adding a License

Add License Key
Company: |IEA Software, Inc.

To add a new license key, choose the Add License option.

When you purchase Emerald, Evaluate Emerald, or add additional
MBRs, you will receive an Email with your License information. [ Update |
You need to enter the exact Company Name and License Key that

you receive in the E-mail. The best way to copy the information is to cut and paste it from your mail package. This
will insure that you do not enter the wrong information into the license manager. Press the Add Key button once the
information has been entered.

License Key: |

Signup Servers

Emeralds integrated signup server Signup Servers
allows new customers to sign-up and 1 SCPETTESIRSY GNP AP PRI YO CORYORYYY YRR YR SN

1 Test server home ISFs  Mommal  MyTown None Family Dialugp Tnspecified  Delete

pay for new services without operator
intervention. Many signup servers can be configured to service multiple organizations or provide a more
personalized signup offering to a given audience. The signup server depends on two main components “Themes”
and “Package Types”. Themes allow for customization of the look and feel of the signup interface while package
types provide a menu of service offerings customers choose from during the signup process.

Each signup server is associated to exactly one theme. You must first define at least one theme before you can use
the signup server. For more information on themes please see the “Admin” / “Web Interface” / “Themes” section of
this document. Note: You don’t necessarily need to create a theme folder or do any UI customization however a
unigque theme must be created for each signup server via the themes menu.

Package Types enable you to configure a variety of service offerings. Depending on the configuration of package
types you can offer recurring services, non-recurring services, and non-recurring services and packages. The
offerings available depend on the configuration of accessible package types having “Customer Signup” enabled or
just a single package type configured in the signup server (See below). For more information on configuring package
types please see the “Admin” / “Service Types” / “Package Types” section of this document. Note: At least one
available package type having the “Customer Signup” option enabled is required to use the signup server.

Logging into Emerald with an operator account that is a member of the CustomerSignup operator group starts the
signup process. By default Emerald includes the operator ‘signup’ with a password of ‘signup’ for this purpose.
More information on configuring Operators is available from the “Admin” / “Security” / “Operators” section of this
document. When linking to the signup server you can include the signup server’s login credentials as part of the
signup URL allowing the user to begin the signup process without having to manually enter the signup server
username and password. An example URL for this purpose is: http://demo.iea-
software.com/login.ews?user=signup&password=signup

If multiple signup servers will be used throughout your Emerald

system the same “Signup” operator can be reused for multiple Theme

Signup Operator

"CustomerSignup"”

L . Operator Group
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signup servers if the relevant theme is chosen by an outside means such as examining the clients IP address or DNS
host name of the request. You may for example associate https://demol.myemeraldserver.com with themel and
https://demo2.myemeraldserver.com with theme2. If there are no differentiating factors available such as client IP or
DNS host name you can support multiple signup servers by creating a new Operator in the “CustomerSignup”
operator group for each signup server and assigning the new operator to the theme associated with its signup server.
For example Operator “signup1” is made a member of the “CustomerSignup” operator group and assigned to the
“themel” theme while Operator “signup2” is also made a member of the “CustomerSignup” operator group however
they are assigned to the “theme2” theme. “themel” is assigned to the first signup server and “theme2” is assigned to
the second signup server. (See below for information on associating themes with signup servers)

The following diagram shows each step of the signup process.

Signup
Login

&

Package C Customer
Selection Information

Payment Order
Information Confirmation

Account Creation & :‘l> Customer
Payment Processing Account Center

e Signup Login — New customer logs into Emerald using the signup account or login credentials are provided
automatically via URL link from an external site.

e Package selection — Customer chooses a package from the list of available options. Package selection
determines the new accounts pay period, billing cycle as well as initial services and charges. When configuring
“Package Types” and “One Time Charges” its important to be as descriptive as possible in the customer
description field fully explaining the features, benefits and terms of each option.

e  Customer information — Provides for the collection of Customer contact information such as Name, Address,
Login and Password. Many of the customer information related fields could be selectively hidden from view
when defining a signup server. This allows you to customize the amount of detail required of your new
customers.

e  Payment Information — Provides for the collection of Customer payment related information such as the
selection of a pay method and any necessary pay method related data such as credit card or prepaid card account
numbers.

e  Order confirmation — This area provides an overall summary of the selected package and customer entered data.
This allows the customer to review their signup for errors or changes before committing to signup for new
services.

e Account Creation — After an order is confirmed by the customer and customer input validated by Emerald the
account and any initial invoices and payments are applied.

e  Customer Account Center — After the account creation process the user is automatically logged into the
customer account center where they can then make further changes to their account or check on the status of
invoices or payments. More information on the customer account center is available via the Emerald 5 customer
account center guide.
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Description: |Test server Theme: Ihome -

Billing Group: m Region: W
Country: I[Any f Unspecified] j Dotnain: lh
Duzcount: lm Sales Persen: lm
Package Type: |Fam\|y Dialup j Setup Charge: m

Login Auto Fill Type: |First Marne + Last Initial + Randorm j Show Eeferred By IYes 'I

Show Phone: IE, Show Ernail: |Yes
Shew Company: IE, Shew Address: IE,
DNE 1 |ns1 peterd.ws DNE 2 |n32 peterd.ws
IAD4: Imai\.peterd.ws POP3: Imai\.peterd.ws
SWITE: Imal\.peterd.ws NITE: Inntp
Misc 1: Imisc1 Iisc 2: Imich

Log Off UEL: IIngnﬁ

Comments: cesting =l
[
Description Text describing purpose and optionally the owner of this signup server
Theme The theme associated with this signup server. Note that only one signup server can be
associated wit any one theme.

Billing Group Billing Group new signups are to be assigned.
Region Region new signups are to be assigned.
Country If set all users of this signup server are assumed to be located in the specified country.
Domain Domain name new signups are to be assigned
Discount Discount assigned to the MBR Service created by the sighup process
Sales Person Sales person to credit the new signup to
Package Type When “All” all available package types can be selected during signup. When a specific

package type is selected only that package types and associated time charges are available
for signup. Once a package type is chosen additional package types can be added by
clicking the ‘Add Package Type’ button located directly below the signup server form.

Setup Charge When “Yes” any setup charges configured for the new service or package are applied when
the account is created. When “No” setup charges are not applied at signup.

Prepaid Card Credits | When “Transfer all available credits” and a prepaid card is used to fund the signup
operation the full prepaid credit amount remaining available to the card is transferred to the
new accounts balance even in cases where the cost to open the new account is significantly
less than the cards remaining available balance. This is the default and recommended
setting.

When “Transfer invoiced cost only” only the amount necessary to initially open the new
account is transferred from the prepaid card. This allows one card to be used to fund
multiple separate signup operations. If there is insufficient balance remaining on the card
to fund the initial signup another card with sufficient balance must be provided.
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Login Auto Fill Type

Sets the default value of the customer login field. based on given information such as First
and Last Name.

Show Referred By

When “Yes” the referred by field is displayed in the signup form

Show Phone When “Yes” customer phone fields are displayed in the signup form

Show Email When “Yes” the email field is displayed in the signup form

Show Company When “Yes” the company field is displayed in the signup form

Show Address When “Yes” customer address fields are displayed in the signup form

Show Alt Address Allows an additional address to be collected during signup based on an available address

type configured from the General / Address Types menu. Note: The primary address is
used exclusively to determine susceptibility of an account to tax. Any Country or State
selected via an alternate address has no effect on the calculated tax for a set region.

Alt Address Msg

When an alternate address is chosen this sets the message displayed in the signup server to
let the end user know the condition for selecting it. An example Alternate Address message
might be “I need to specify an alternate shipping address”. If no alternate address message
is defined the address types description is used instead.

DNS 1 Primary DNS Server

DNS 2 Secondary DNS Server
IMAP 4 Mail server IMAP4 address
POP 3 Mail server POP3 address
SMTP Mail server SMTP address
NNTP Mail server NNTP address
Misc 1 Miscellaneous field — unused
Misc 2 Miscellaneous field — unused
Log Off URL Reserved for future use

Browser Title

Sets the default title in the browsers title bar appearing on each signup server page. 1f no
title is set the default browser title is “Emerald Management Suite”

Comments

For informational use only

Press the Update button to save any new or modified Signup Server option value changes.

Client Settings

Global and billing group level Emerald operator client settings are provided via this menu.

Global Group
Support TRL:

Umque Login Checkung:

Min Password Length:

Random Password Length:

Show Expired Accounts by Default:
Show Inactive Accounts By Default:
Location Datasets:

Database Version:

Client configuration

Update

|http:ff\nmw.|ea-soﬁware comisupport
|3—

|5—

[Show =]

¥ 13, Canada, Mexico

5001

Global Group

When “Global Settings” is selected the options set in this form apply globally
to all billing groups not having a group specific configuration. Billing groups
having a different configuration from the global group appear with a “*”
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before their names.

Support URL

Help URL displayed in error forms throughout Emerald.

Unique Login Checking

When “No” unique login checking is disabled. When “Per Domain” unique
login checking is done in a per domain basis. When “System Wide” unique
login checking is done on all services in Emerald.

Login Character Restrictions

Determines acceptable characters when entering service login information.
The chosen limitations apply only to the Login field at the service level.

Min Password Length

Minimum allowed MBR Service password length

Random Password Length

MBR Service auto generated random password length

Show Currency Code (Reports)

When “Yes” the organizations three-letter currency code is displayed
throughout Emerald reports center wherever currency values are shown.

Show Currency Code (Client)

When “Yes” the organizations three-letter currency code is displayed
throughout the Emerald operator interface wherever currency values are
shown.

Show Expired Accounts by Default

When “Show” the expired checkbox is checked by default in the account
search form. When “Hide” the expired checkbox is not checked by default.

Show Inactive Accounts By Default

When “Show” the inactive checkbox is checked by default in the account
search form. When “Hide” the inactive checkbox is checked by default in the
account search form.

Phone Number Search

When ‘Normal’ MBR Phone fields are searched exclusively with a starts with
pattern match. Normal mode uses database indexes to perform number
searches efficiently.

When ‘Substring” MBR Phone fields and MBR Address phone fields are
searched with a smart substring pattern match excluding common number
delimiters such as ‘-(). ¢ Substring searching cannot take advantage of
database indexing. On large systems this mode can be much slower than
Normal mode.

Location Datasets

Specifies which location datasets should be updated or installed when an
updated version of the Emerald Suite is installed.

Database Version

Contains current internal database version number. If the product version is
higher than the current internal database version the Emerald database is
automatically updated when the Emerald web server starts. 1f Database
Version is set to a lower value and Emerald Restarted the database update
process will start automatically. 1f Database Version is set —1 no database
updates will be executed against the Emerald database even when a new
version of the Emerald Suite is installed.

Database EWS Binding

Please do not make changes to this field unless directed by IEA support
personnel.

Operator Limits

Operator Limits determines maximum count of records returned by search operations globally and operator group
basis. For all fields a value of 0 indicates no limit is enforced.
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Search Fesults 1as |500

Update |

Iz Inveices Per Batche ID—

Izt Invwoice Preview Batch: ID—
Iz Invedce Print Batch: ID—

MWax Staternents Per Batch: ID—
Ilaz Staternent Preview Batch: ID—
MWlax Staternent Print Batch: ID—

Global Group

When “Global Settings” is selected the options Set in this form apply globally to
all billing groups not having a group specific configuration. Billing groups having
a different configuration from the global group appear with a “*” before their
names.

Search Results Max

Maximum rows returned by account search operations

Max Invoices Per Batch

Total number of invoices allowed to be created for any single invoicing run. May
be used to split up large invoice runs throughout time.

Max Invoice Preview Batch

During invoice previews from the Emerald Client / Billing / Create Bills menu
limits the number of invoices that may be displayed for preview.

Max Invoice Print Batch

Invoices added to the print queue for postal delivery from Emerald Client / Billing
/ Send Bills menu are restricted in their per print batch count of invoices by this
field. The feature is often used to make processing and printing more manageable
with a large subscriber base.

Max Statements Per Batch

Total number of statements allowed to be created for any single invoicing run.
May be used to split up large statement runs throughout time.

Max Statement Preview Batch

During statement previews from the Emerald Client / Billing / Create Bills menu
limits the number of statements that may be displayed for preview.

Max Statement Print Batch

Statements added to the print queue for postal delivery from Emerald Client /
Billing / Send Bills menu are restricted in their per print batch count of statements
by this field. The feature is often used to make processing and printing more
manageable with a large subscriber base.

Operator Settings

System wide operator security and locale defaults are configured from this menu.

T
J

Weh configuration

Tdle timecut (Seconds)

EBad password lockout interval (secs): |1D
oz Wonths of Customer History to Display: |24
Operator Home Page: |Sh0w on Support Page x|

Default date format: IMMDDYY 'l

Default date seperator: If

Update

: IEDleDD
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Idle timeout (Seconds)

Count of seconds between operator client web requests with no
activity before timing out and forcing the user to logon again to
access Emerald. Enter the value in number of seconds. This value
must be greater than 300.

Bad password lockout interval (secs)

When an operator attempts to authenticate more than once providing
an invalid password this sets the retry lockout interval the operator
must wait before being attempting to re-enter their password. This
feature is intended to mitigate online dictionary attacks against
operator passwords.

Max Months of Customer History to Display

Controls maximum number of months of account history to show in
the MBRs history display.

Operator Home Page

Controls where the operator home page status information display is
visible. The contents of the status display are controllable via the
themes system. (hp_main_f.ews) See “Themes” for more
information.

Credit Card Swipe

When enabled the operators browser listens for keyboard input from
barcode scanners and credit card readers bringing up the appropriate
account information within Emerald when a card swipe or barcode
scan is detected. When disabled no keyboard monitoring is
performed.

Default date format

System default date format to use when not defined via operator
preference.

Default date separator

System default date separator to when not defined via operator
preference.

Customer Settings

Customer Account Center general options and access rules are configured both globally and on a per billing group

basis via this menu.

Customer Website Narme: ICustnmer Account Center

Customer Website StringlD): I

Customer Website Loge TRL: |
Customer Website Allow MBE. Cancel: IYes -

Custotner Webeite Allow Payment: l?s;l

Customer Webatte Allow Payment Method Change: ITSLI
Customer Website Show Billing History: ITSLI
Customer Website Incident Access: l?s;l
Customer Website Show Call History: IE
Customer Website Allow Time Purchase: ITSLI
Customer Website Allow Password Change: IE
Custotner Website Email MNetification Settings: l?s;l
Customer Website Confirm Logout: IEI
Customer Website Require CC AVS: IE
Customer Website Recuire CC CVV2: m

Customer Website Logout TEL: |http:ffwww.|ea-soﬂware cam

Customer Website Default Logm Fill Type: IF\rst Marme + Last Initial + Random j
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Global Group

When “Global Settings” is selected the options set in this form
apply globally to all billing groups not having a group specific
configuration. Billing groups having a different configuration from
the global group appear with a “*” before their names.

Customer Website Name

Title displayed at the top of the customer account center before the
menu options. Default value is “Customer Account Center”

Customer Website StringlD

Provides language support for the “Customer Website Name” field
above.

Customer Website Logo URL

URL of a logo image to display in the Customer Account Center
directly above the “Customer Website Name” title bar. Used for
simple branding of the account center on a global and per billing
group basis.

Customer Website Allow MBR Cancel

When “Yes” services with “Manager” remote access enabled are
allowed to cancel their entire MBR via the customer account center
interface. When “No” MBR level cancellation is disabled for
accounts via the customer account center however cancellation on a
per service basis may still be permitted depending on the accounts
package assignments. See “Package Service Types”

Customer Website Logout URL

After a customer manually logs out of the customer account center
by selecting the “Log Off” menu option they can be directed to the
URL specified here instead of the default Emerald Login screen if
no value is entered in this field.

Customer Website Allow Payment

When “Yes” customers are allowed to make payments directly
from the customer account center.

Customer Website Allow Prepaid Recharge

When “Yes” customers are allowed to use a new prepaid access
card to recharge the account expiration, time left, data left and
credit amount based on what is available on the new prepaid card.
For recharge to work the card must have “Direct Use” enabled and
must have a direct use service type matching the end-users service

type.

Customer Website Hide Payment on Credit
Balance

When “Yes” the Make Payment option in the customer account
center is hidden from view unless there is an outstanding balance
on the account. This prevents users from applying payment to their
account when there is not a corresponding charge.

When “No” the Make Payment option if available is always
displayed regardless of the customers current account balance.

Customer Website Allow Pay Method Change

When “Yes” customers with “Manager” remote access enabled are
allowed to change their current pay method to choose manual or
automatic payment via credit card.

Customer Website Show Currency Code

When “Yes” the organizations three-letter currency code is
displayed throughout the Emerald customer center wherever
currency values are shown.

Customer Website Show Billing History

When “Yes” and “Manager” remote access is enabled a history of
the MBRs invoices, statements and payments are visible from the
Customer Account Centers “Billing Info” page.

Customer Website Show Available Credit

When “Yes” available credit amount based on MBR credit limit
and current account balance is displayed in the account status area
of the customer center. When “No” credit limit information is not
displayed.

Customer Website Incident Access

When “Yes” customers are able to add new incidents, add actions
to existing incidents and view all incidents in their account with
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Customer Access enabled from the Assistance link in the customer
account center. Note when upgrading from Emerald 4.5 customer
access is disabled during the database upgrade for all pre-existing

incidents.

Customer Website Show Call History

When “Yes” records of customers RADIUS call history are
available from the “Usage History” menu within the account center.
Accounts with “Manager” remote access enabled can view the
account history of all services within the MBR while those without
“Manager” remote access enabled can view only their accounts
usage.

Customer Website Allow Time Purchase

When “Yes” accounts are able to make one-time service access
purchases from the customer account center via the “Purchase
Time” menu option. See “Admin” / “Accounting” / “One Time
Charges” for additional information.

Customer Website Allow Password Change

When “Yes” accounts are able to change their access passwords via
the “Account Settings” link of the customer account center.
Accounts with “Manager” remote access enabled with a package
having both “Customer Access” and “Customer Allow Password
Change” enabled can also change account passwords using the
“Manage Accts” menu options. See “Package Types” for more
information on configuration packages.

Customer Website Allow Login Change

When “Yes” accounts are able to change their access logins via the
“Account Settings” link of the customer account center. Accounts
with “Manager” remote access enabled with a package having both
“Customer Access” and “Customer Allow Password Change”
enabled can also change account passwords using the “Manage
Accts” menu options. See ‘“Package Types” for more information
on configuration packages.

Customer Website Email Notification Settings

When “Yes” “Email notification options” are available from the
customer account center. These options allow the customer to
choose which events they can receive email notifications for.
Currently available notification options include incidents, account
status, announcements and special offers.

Customer Website Confirm Logout

When “Yes” a JavaScript confirm dialogue is displayed when
accounts in the customer account center choose the “Log Off”
menu option. When “No” the customer is logged out and not
shown the confirm dialogue.

Customer Website Require CC AVS

When “Yes” customer making credit card payments must submit
Address information in order for the transaction to be accepted.
Note the enforcement of an AVS match and availability of AVS
matching is not controlled by this menu option. This field simply
makes inputting of address information a requirement.

Customer Website Require CC CVV?2

When “Yes” customer making credit card payments must submit
the CVV2 security code found on their credit cards. Due to usage
rules the CVV2 code is cleared directly after the card transaction
has completed. Automatic recurring credit card payments cannot
transmit CVV2 information. It is against Visa and others operating
rules to modify the Emerald transaction system to retain this data.
When “No” entering of CVV2 data is optional.

Customer Website Default Login Fill Type

When an account adds a new service from the customer account
centers “Manage Accts” menu the selected fill type is used to
automatically set a default login name based on the fill type criteria
such as First and Last Name.
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Database

The database section of the Emerald Administrator allows you to perform basic database functions including running
queries and monitoring the status of the Database server.

joo) Admin Database Menu
| S0L Query | | Current Activity | | Backup Emerald |

SQL Query

The SQL Query allows you to execute and SQL command and see the results. Emerald will automatically format the
results into an HTML table for display. Only one SQL command should be executed at a time.

Current Activity

The Current Activity shows each connection to your SQL server, the states of the connection, and depending on
conditions and database platform the last or current SQL command that was or is executing on that connection.

Backup Emerald

When Emerald is used with the Microsoft SQL server platform “backup emerald” allows the Emerald database to be
backed up to a file on the database server’s local disk. The functionality provided is limited when compared with the
database backup and maintenance wizard included with Enterprise manager/Management Studio and is intended for
use only with those customers using Emerald /w MSDE. We recommend using Microsoft Enterprise manager or
Management Studio when available to configure backup and maintenance schedules for the Emerald database.
Those using Oracle must use the backup facilities included with their database.
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Appendices

Appendix A: Trouble Shooting and Frequently Asked Questions
Installation Issues

e What installation option and components should | choose during install?

The ‘Typical’ installation option will be sufficient for most Emerald sites. Typical installations include the
Emerald Web Server, the Emerald Scheduler, and RadiusNT/X components. The ‘Complete’ installation option
will install all of the additional Emerald components and the ‘Custom’ installation option will allow you to
specifically choose the additional components you would like installed. All installation options include
installation of the full set of Emerald documentation. The additional components available outside of the
‘Typical’ installation are:

o EmerNet: Network traffic flow collector for IP Billing

e EmerLdap: LDAP synchronization server for integrating third party external systems.

e EmerAuth: External authentication library currently supporting Imail, Serv-U FTP and Dnews.

e SysLog: Used to log messages and errors within systems supporting syslog such as routers and access

servers to Emerald.

e  Previous versions of Emerald required separate installations on each of the intended client machines. Is this
required with Emerald Version 5.0?

Emerald Version 5.0 is browser-based, requiring only one Emerald Server installation. Client access to the
Emerald server is gained through the use of a standard web browser.

e Can Il install RadiusNT/X on multiple machines? Does it have to be installed on a machine running Emerald?
Can | install RadiusNT/X from the Emerald installation disk?

RadiusNT/X can be installed on multiple machines within the restrictions of your Emerald and/or RadiusNT/X
license agreements. Emerald enterprise edition includes a backup license for RadiusNT/X. All other editions of
Emerald require separate license to run multiple RadiusNT/X servers concurrently. The RadiusNT/X server
should be installed on a machine that is dedicated to network services, and it does not need to run on the same
machine as the Emerald server. It can be installed on either the machine running your Emerald database server,
or on another server. The RadiusNT/X component can be individually selected within the Emerald ‘Custom’
installation option.

e Can I install Emerald 5.0 into a directory where a prior version of Emerald is installed?
No, you must uninstall any previous versions of Emerald before installing Emerald 5. You may however use the
same database server to run instances of previous versions of Emerald by providing a separate database for each
instance.

e Can | upgrade an Emerald 2.5 database directly to Emerald 5.0?

No, you must first upgrade your Emerald 2.5 database to Emerald 4.5 using Emerald 4.5 then upgrade from 4.5
to version 5.

o During installation, | receive an error telling me that a file is in use. What should | do?
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Typically when a file is in use, it means another program (like a service on Windows) is running and has the file
open. Usually you can just ignore the error without causing any problems. However, if Emerald fails to run
after the installation, you will need to stop the program using the file and re-run installation. Generally, all
conflicting programs should be shut down before attempting installation.
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e Does the Emerald Server support SSL transactions?

Yes

Setup Issues

o The Emerald database creation failed and now I can’t re-create the database. How can I fix this?

Most likely the problem is that the prior database device still exists. Use your database server management tool
to delete and verify that both the failed database device and the associated physical database and log files have
been deleted. If you are having trouble creating a new database from Emerald create the database using
Enterprise manager / Management studio and then use the existing “empty” database to proceed.
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Startup Issues

e  When | access the Emerald application for the first time, there is no information in the login prompt. What
should I initially login with?

The first time you log into the Emerald Suite after installation, the default Username and Password values
provided for the Emerald Administrator are ‘admin’ and ‘pass1’, respectively. Change the default
Emerald Administrative account password immediately upon initial login to the system.

o When I access the Emerald Web Configuration Server, it is not accepting my Emerald Administrative password.
What should I login with?

When prompted, enter any Username and provide the general Configuration Password provided during
installation and initial start of the Web Configuration Server (or other Emerald Management Suite
Administrator). The creation and access of this password is described above within the Installation section of
this document under Initial Database Configuration.

o When | attempt to access the Emerald application from my web browser, | keep being returned to the login
screen. The browser window validation and drop-down selections do not appear to be correctly updating.

It is critical for the operation of the Emerald Management Suite that both cookies and java script be enabled
within the web browser accessing the Emerald Server.

e The Emerald screen display and available menu options change depending upon which user has logged onto
the system. Is this normal application behavior?

Emerald security allows the Emerald Administrator to control Emerald Operator access on a page, menu option,

and field detail level. The menu options available and the format of the pages displayed directly depend upon
the privileges assigned to the Operator Group associated with the logged in Emerald Operator.

Configuration Issues

o When I try to delete a value under the Administrative options, | receive an error saying the delete failed. What
causes this and how can | delete the item?

The database constraints will not let you delete items that are being referenced by other items. For example, to
delete a billing group, there cannot be any items referencing it (like region, services, etc) as well as no MBR can
be using that billing group. Consider instead inactivating the item or setting a sort order of —1.

e Some of the changes that | make within the Emerald Administrative options do not seem to be immediately
applied by the system. How can | make Emerald apply changes immediately?

Click the “Apply” button from “Admin” menu.
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e  What types of taxes does Emerald support?

Emerald supports any number of taxes, including tax on tax piggyback taxes. Tax floors and ceilings, price
inclusive, conditional application based on region, state, country and exemptions.

e How do I create a setup charge for a service?
Applicable setup charges are configured when a Service Type is created or updated. The Emerald Administrator
defines the available Setup Charge options within the Accounting/Charge Types Emerald Administrative menu
option. Once a Setup Charge has been selected for a Service Type, the charge will only be applied on the first
billing period of the Service and can be waived on an individual Service account basis.

e Can I specify a separate invoice format for each Billing Group?

The Emerald Administrative General/Billing Groups option allows you to define individual company data, as
well as individual invoice and statement formats for use with each Emerald Billing Group.

e My external system batch file format is not supplied in the select list. Can | define a new one that will be
supported by the system?

Emerald Version 5.0 provides a default set of supported external systems batch file formats. Currently, new
formats are created through the “Admin” / “Advanced” / “Exports”. However the creation of external systems is
beyond the scope of this document and product support. Please contact your IEA Software representative for
more information on integrating Emerald with third party systems.

e How come some options do not have the Delete option available?
In general, throughout the Emerald Administrative options, once an option has been assigned, there is no longer
the option to delete the entry. This guarantees the integrity of the Emerald data by not allowing values in use by

other parts of the system to be removed. For example, once a Billing Group has been assigned to an MBR, the
Billing Group can only be removed if the MBR Billing Group value is re-assigned to a different value.

Security Issues

e How is Emerald Operator privileges assigned? Can an Operator be in more than one Operator Group?

Each Emerald Operator must belong to one and only one Operator Group. The permissions of each Operator
are based on the privileges configured for the Operator Group of which they are assigned.
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Appendix B: Supported Third Party External Systems

The Emerald Management Suite works with many different third-party products. The open nature of the Emerald
database and the technical specifications of the suite allow third party applications to easily interact with Emerald.
Please see the IEA Software product site for Emerald 5 for an up-to-date list.
http://www.iea-software.com/products/emerald5.cfm

Mail Server Support

Emerald includes automated provisioning support for a number of popular mail systems using several supported
interface methods. These methods include RDBMS and LDAP ynchronization, Emerauth DLL and web service
synchronization.

Rockliffe Mailsite Configuration

The Emerald Management System supports Rockliffe Mailsite. Mailsite comes out of the box ready to work with
Emerald. To use it, simply configure an ODBC DSN pointing to the Emerald database and configure the Mailsite
database plug-in to use the newly created Emerald ODBC DSN. Additionally during Mailsite configuration, it must
be identified as an External system (using the Mailsite external system ID) within the Emerald Administrator options.

Emerald can be configured to create a mail list of all Emerald users. Emerald includes a stored procedure called
“SendMailUsers.sgl” that will return the list of users stored within Emerald in the format that Mailsite is expecting.
If you want to restrict the list, you can modify the stored procedure as needed. Users do not have to be manually
added within the Mailsite configuration program. Mailsite will synchronize the systems by specified domain. When
you configure the database mailbox plug-in, you can tell it to automatically create accounts for certain domains.
With that enabled for the domains configured in Emerald, the user will automatically be created when they first
receive a message or first check their mail.

Internet Shopper NTMail Configuration

The Emerald Management System supports Internet Shopper NTMail, although the NTMail user API is only
supported through the EmerAuth DLL, included within the Emerald Management Suite package. Please see the
Emerald EmerAuth component documentation for more details on using it.

Note: Although NTMail supports aliases and forwards, the NTMail API does not include features to support them
within Emerald. The NTMail admin can be used to configure aliases or forwards for accounts within NTMail, but
NTMuail will not use the forward information configured within Emerald user accounts.

Additional Mail server configurations

Additional mail server configurations and details can be found in the Emerald Authentication DLL documentation
and the Emerald LDAP synchronization server documentation.
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Appendix C. Batch Credit Card Formats

A batch file is used to send transactions from Emerald to the software, and another batch file is used to return the
results of the transactions back to Emerald.

Note:  These files are typically described from the batch software’s point of view, therefore the batch in file is
what Emerald creates and is read in by the batch software. The batch out file is written by the batch
software and read in by Emerald.

Many software packages allow you to configure the fields in the batch file. The following sections detail each of the
specific batch formats expected per supported external system.

In almost all cases during Emerald credit card processing, Emerald will provide a unique transaction number
(transid) for each record it batches out to the credit card system for processing. It is important that the external credit
card processing system return this transaction identifier unchanged so that Emerald can correlate the transaction
results with the original transaction recorded within the Emerald account database.

MAPP-PC

The MAPP-PC batch out file consists of nine fields, each delimited by the “|” character. There are an additional five
blank fields on the end of each line after these nine fields. The only different between the 9.x version and the prior
version is the type for 9.x is “10$” for capture, whereas the prior version was “09$” for auth only.

Batch In

# | Description Details

1 | Type/Transaction ID/ 09FXX XXX XXX mm-dd-yyyyhh:mm:ss
Date/Time 09 = Auth/AVS, $ = Manual, XXXXXXXX=TransID

Date/Time: mm-dd-yyyyhh:mm:ss

2 N/A

3 N/A

4 Credit Card Number The credit card number13-16 numeric digits

5 Credit Card Expire four numeric digits in the form mmyy

6 Credit Card Auth Name The name on the card

7 AVS The billing Address Verification numbers

8 Zip Code The billing zip code

9 Amount The amount of the transaction.

Batch Out

The Batch Out file must contain at least 17 fields, comma delimited. Field 1 has the same format as Field 1 in the
Batch in file. The rest of field 17 contains the approval and response codes. If the first four characters of field 17 is
“APPR” then the transactions was approved
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Card Soft

The Card Soft batch out file consists of six fields, each delimited by a comma. All fields are quoted as well.

Batch In

# Description Details

1 Type C1 = Capture

2 Username The Emerald operator’s name

3 Transaction ID The Transaction ID

4 Credit Card Number The credit card number13-16 numeric digits
5 Credit Card Expire 4 numeric digits in the form mmyy

6 Amount The amount of the transaction.

Batch Out

The Batch Out file contains two lines per transaction. The first line is the exact same line Emerald wrote out in the
Batch In file. The second like must contain six fields, comma delimited. Field land 2 is the process date and time.
Field 3 is the response code, and first 4 is the approval code. If the first characters of field 4 is “A” then the
transactions was approved.

TelePC

The TelePC batch out file consists of five fields, each delimited by a comma.

Batch In

# | Description Details

1 Credit Card Number The credit card number13-16 numeric digits
2 Credit Card Expire four numeric digits in the form mmyy

3 Amount The amount of the transaction

4 Zip Code The billing zip code

5 AVS The billing Address Verification numbers
Batch Out

Batch out support for TelePC is not supported.
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PTC AVS

The PTC batch out file consists of 16 fields, each delimited by a comma. All fields except the CC Number, Zip
Code, Tip, and Amount are quoted.

Batch In

# Description Details

1 Type S = Capture

2 Credit Card Number The credit card number13-16 numeric digits
3 Credit Card Expire four numeric digits in the form mmyy

4 Credit Card Auth Name The name on the card

5 AVS The billing Address Verification numbers

6 Zip Code The billing zip code

7 Transaction ID The transaction 1D

8 OperatorID The Emerald Operator’s ID. Currently this is always set to 0.
9 “1”

10 | Blank

11 | Blank

12 | “2”

13 | Blank

14 | Blank

15 | Tip Always 0.00

16 | Amount The amount of the transaction

Batch Out

The Batch Out file must contain six fields, comma delimited. Field 1and 2 is the process date and time.

Field 3 is the response code, and field 4 is the approval code. The Transaction ID is field 5. If the first character of
field 3 is not a “C” or an “S”, the transaction is ignored. If field 4 starts with “AUTH/TKT” the transaction was
approved, otherwise the transactions was denied.

PTC non-AVS

The PTC non-AVS batch out file consists of six fields, each delimited by a comma. All fields except the CC
Number, and Amount are quoted.

Batch In

# | Description Details

1 Type S = Capture

2 Credit Card Number The credit card number13-16 numeric digits
3 Credit Card Expire four numeric digits in the form mmyy

4 Credit Card Auth Name The name on the card

5 Transaction ID The transaction ID

6 Amount The amount of the transaction

Batch Out
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The Batch Out file must contain six fields, comma delimited. Field 1and 2 is the process date and time.

Field 3 is the response code, and field 4 is the approval code. The Transaction ID is field 5. If the first character of
field 3 is not a “C” or an “S”, the transaction is ignored. If field 4 starts with “AUTH/TKT” the transaction was
approved, otherwise the transactions was denied.

PC-Charge

The PC-Charge batch out file consists of nine fields, each delimited by a comma. All fields are quoted.

Batch In

# Description Details

1 Type 1 = Capture

2 Credit Card Number The credit card number13-16 numeric digits
3 Credit Card Expire four numeric digits in the form mmyy

4 Amount The amount of the transaction

5 Transaction ID The transaction 1D

6 Zip Code The billing zip code

7 Street Address The billing street address

Batch Out

PC-Charge writes two batch out files, one with a .app extension (the approved ones) and one with a .bad extension
(the declined ones). When you specify the batch out file in Emerald, do not include the extension, as Emerald will
add the extensions for you. The Batch Out file must contain at least 8 fields, comma delimited. Field 5 is the
transaction ID and field 8 is the approval code.

IC Verify non-AVS

The IC Verify non-AVS batch out file consists of six fields, each delimited by a comma. All fields are quoted.

Note: This batch format may not work with the DOS version of IC Verify.

Batch In

# Description Details

1 Type C1 = Capture

2 Transaction ID The transaction ID

3 Company Name The Company Name (if any)

4 Credit Card Number The credit card number13-16 numeric digits
5 Credit Card Expire four numeric digits in the form mmyy

6 Amount The amount of the transaction
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Batch Out
The Batch Out file contains two lines per transaction. The first line is the exact same line Emerald wrote out in the
Batch In file. The second line must contain at least six fields, comma delimited. Fields 1and 2 are the process date

and time. Field 3 is the response code and field 4 is the response code. If the first characters of field 4 is “A” then
the transactions was approved.

IC Verify

The IC Verify AVS batch out file consists of nine fields, each delimited by a comma. All fields are quoted.

Note: This batch format may not work with the DOS version of IC Verify.

Batch In

# | Description Details

1 Type C1 = Capture

2 Transaction ID The transaction ID

3 Company Name The Company Name (if any)

4 Credit Card Number The credit card number13-16 numeric digits
5 Credit Card Expire four numeric digits in the form mmyy

6 | Amount The amount of the transaction

7 | Approval Blank for request, filled in for response file
8 Zip Code The billing zip code

9 Street Address The billing street address

Batch Out

The Batch Out file contains two lines per transaction. The first line is the exact same line Emerald wrote out in the
Batch In file. The second line must contain at least six fields, comma delimited. Fields 1and 2 are the process date
and time. Field 3 is the response code and field 4 is the response code. If the first characters of field 4 is “A” then
the transactions was approved.

CyberCash

The CyberCash batch out file consists of nine fields, each delimited by a comma. All fields are quoted except for the
transid, zip code and amount.

Batch In

# Description Details

1 Transaction ID The transaction ID

2 Credit Card Auth Name The name on the card

3 Credit Card Number The credit card number13-16 numeric digits
4 | Credit Card Expire four numeric digits in the form mmyy

5 AVS The billing Address Verification numbers

6 Zip Code The billing zip code

7 Amount The amount of the transaction
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Batch Out

The Batch Out file must contain 4 fields, comma delimited. Field 1 is the transaction ID, and if field two is greater
than 0, the transaction was approved. Field 3 is the approval code and field 4 is the process data.

Domain POS

The Domain POS batch out file consists of nine fields, each delimited by a comma.

Batch In

# Description Details

1 Credit Card Number The credit card number13-16 numeric digits
2 Credit Card Expire four numeric digits in the form mmyy

3 Amount The amount of the transaction

4 | AVS The billing Address Verification numbers

5 Zip Code The billing zip code

6 Credit Card Auth Name The name on the card

7 Transaction ID The transaction 1D

8 Tax Always 0.00

PC-Transact_IT

The PC-Transact_IT uses a set length, non-configurable batch file for both batch in and batch out. This file format is
fairly extensive and covered in detail in the PC-Transact_IT user manual.

PC Authorize

The PC Authorize batch out file consists of eleven fields, comma delimited

Batch In
# Description Details
1 Transaction ID The Transaction ID
4 Credit Card Number The credit card number13-16 numeric digits
5 Credit Card Expire four numeric digits in the form mmyy
6 Credit Card Auth Name The name on the card
7 AVS The billing Address Verification numbers
8 Zip Code The billing zip code
9 Amount The amount of the transaction.
10 | CustomerID The MBR’s ID in Emerald
11 | InvoicelD The Invoice’s ID in Emerald
Batch Out

The Batch Out file must contain seven fields, comma delimited. Field 1 is the transaction ID, Field 3 is the response
code, and field 4 is the approval code. If the first character of field 4 is “A” the transaction was approved.
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Generic

The Generic batch out file consists of six fields, each comma delimited. This is designed to be used by a system that
isn’t compatible with one of the previously listed formats.

Batch In

# Description Details

1 Transaction ID The Transaction ID

2 Credit Card Number The credit card number13-16 numeric digits
3 Credit Card Expire four numeric digits in the form mmyy

4 | Amount The amount of the transaction.

5 Zip Code The billing zip code

6 Address The billing address

Batch Out

The Batch Out file must contain at least four fields, comma delimited. The Transaction ID is field 1, Field 3 is the
response code, and field 4 is the approval code. If the first character of field 4 is “A” the transaction was approved,
otherwise the transactions was denied.

Appendix D. Generic Web Service Account Synchronization

Generic web service synchronization enables Emerald to notify a custom “web service” API of changes to status of
accounts managed by Emerald. Leveraging this system initial provisioning and state synchronization of services can
be maintained between Emerald and a user defined provisioning system.

External System Configuration

Create a new external system from the Emerald Admin / Services / External systems menu. Choose ‘Generic Web
Service’ from the System Type menu. Configure the URL of your user defined web service that will be consuming
provisioning requests. The login and password fields are mapped to the APILogin and APIPassword post request
parameter fields in the table below.

General API Instructions

For each item being processed the API sends a POST request containing form variables to a user defined URL for
processing and expects an XML formatted response in return.

POST Request Parameters (From Emerald to External system)

Field Name Type Description

APILogin String Login used to authenticate Emerald to the external API. (Configured via
External systems)

APIPassword String Password used to authenticate Emerald to external API
(Configured via External systems)

APIRef String Reference field to identify the Emerald external system to external API
(Configured via External systems)

CustomerID Integer Customer ID (MBR level ID) of the account
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AccountlD Integer Account ID (Service level ID) of the account

Domain String Configured mail domain of the service

chDomain Integer When 1 field is new or changed. When 0 field has not changed. (See
above)

Login String Service login field. Login field must not be blank in order to be
successfully provisioned.

chLogin Integer When 1 field is new or changed. When 0 field has not changed. (See
above)

Password String Service password field. Password field must contain at least two
characters to be successfully provisioned.

chPassword Integer When 1 field is new or changed. When 0 field has not changed. (See
above)

FirstName String First name of the service

ChFirstName Integer When 1 field is new or changed. When 0 field has not changed. (See
above)

LastName String Last name of the service

chLastName Integer When 1 field is new or changed. When 0 field has not changed. (See
above)

ServiceType String Reflects service type label of current service type

chServiceType Integer When 1 field is new or changed. When 0 field has not changed. (See
above)

ExternalRef String Service type specific reference field to map service type to external
system concept of ‘type of service’. (Configured via the Service Types -
External Systems menu)

chExternalRef Intger When 1 field is new or changed. When 0 field has not changed. (See
above)

Alias String When a service email alias is configured reflects a single alias from the
list of aliases. Note: If more than one alias is configured only a single
alias is presented.

chAlias Integer When 1 field is new or changed. When 0 field has not changed. (See
above)

Forward String When a service email forward is configured reflects a single mail
forward from the list of forwards. Note: If more than one forward is
configured only a single forward is presented.

chForward Integer When 1 field is new or changed. When 0 field has not changed. (See
above)

Action String Generic record change status

add Record has not previously been exported to the external
system.

update One or more fields of the existing record has changed.

delete The service and or MBR has been inactivated and the
underlying account should be removed

Active Integer When 1 the account is active and in good standing. When 0 and the

action variable above is not “delete” the account has been temporarily
suspended due to expiration/non payment. The user should not be
allowed to access to normal services. The service should not be marked
for permanent deletion. Background activities such as collection of
Email messages should continue.

When the action variable is “delete” the service should be considered to
be permanently inactive and any steps necessary for removal should be
taken. No further provisioning messages will be issued for this account.
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chActive

Integer

When 1 field is new or changed. When 0 field has not changed. (See
above)

Post Response Parameters (From external system to Emerald)

Response must be XML formatted.

Field Name Type Description

Retcode Integer Indicates status of the provisioning request. When 0 then the request was
successful. Any other value means the provisioning request has failed.
Any failed requests are retried the next time external system
synchronization is run.

Message String Text field indicating the status of the provisioning request. When retcode

is 0 the contents of the message field is ignored. When retcode is non-zero
(request failed) Message is a descriptive text indicating the failure cause.
Message is displayed in the show service menu of the Operators services
interface if the retcode field indicates a failure.

Response example for successfully processed request:
<retcode>0</retcode><message>looks good</message>

Response example for failed request:
<retcode>-1</retcode><message>not enough resources to complete request</message>
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